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PE®EPAT

AKTyaJbHicTh TeMH. B ymoBax cTpiMkoi 1udpoBoi Tpanchopmarrii
KOMIT FOTEPHO-IHTETPOBaHI ~ CUCTEMH  CTalOTh  (YHAAMEHTOM  KPUTHYHOT
1HGpaCTPYKTypH, 3a0e3leuyroud TIMOOKY B3a€MOAII0 1HQOpMAIiHUX Ta
onepaniiHux TexHoJoTik. [IpoTe 3pocTaHHS CKIIAJHOCTI TaKUX CHUCTEM CYTTEBO
PO3IIMPIOE TIOBEPXHIO aTak, J¢ KiOEPIHIMIECHTH MOXYTh CHPUYMHUTH HE JUIIE
BTpaTy JaHUX, a W (i3u4Hl aBapii, 3ynNMHKY BUPOOHHUIITBA Ta 3arpo3y Oes3meli
nepcoHainy. TpaaumiiiHi 3acO0M 3aXUCTy 4YacTO BUSBIISIOTbCS HEEPEKTUBHUMU
Yyepe3 PpO3pI3HEHICTh AaHUX Ta NpoOsieMy 1HQOPMaUIMHOTO MEepPEBaHTAXKEHHS
nepcoHany XMOHUMU CIIpalfoBaHHAMU. ToMy aBTOMaTH3a1[1sl MOHITOPUHTY IIISIXOM
BOpOBaKeHHST SIEM-cucTeM € KpUTHYHO BaXKIMBOK 33naudeto. Lle mos3Bosse
LHEHTpali3yBaTH 30ip MOJ1H, 3a0€3MeUYnTH iX KOPEJSII0 B peajbHOMY 4Hacl Ta
MIJBUIIUTH CTIHKICTh TEXHOJOTTYHUX MPOIIECIB JI0 CYy9acHUX 3arpo3.

Mera i 3apaui gocaimkeHHss. MeTor poOOTH € MiJIBUILEHHS €(EeKTUBHOCTI
3aXUCTY KOMII FOTEPHO-IHTErPOBAHMX CUCTEM IIIIXOM PO3POOKH Ta BIPOBAIKEHHS
aBTOMATU30BaHOI CUCTEMHU MOHITOPUHTY 3arpo3 Ha 6a31 SIEM-texHoorii.

JUist TOCSATHEHHSI METH BUPIIIEHO HACTYIHI 3a4a4i:

1. [IpoBeaeHo aHami3 3aco0iB MOHITOPUHTY Ta 3a0e3NeueHHs Oe3neKu
KOMII FOTEpPHO-IHTETPOBAHUX CHUCTEM.

2. IIpoanaiizoBaHO apXiTeKTypy Ta NOpUHIUNU poOoTu SIEM-cuctemu
Wazuh nis ii BupoBaKeHHs.

3. 3niiiCHEHO TpakTUYHE PO3rOpTaHHS Ta KOHPIrypalito KOMIIOHEHTIB
cuctemu: rinepsizop VMware ESXi, cepsepny wactuny Wazuh nHa 6a3i Ubuntu ta
rereporeHHi kimieHtcbki cuctemu (Windows, Linux) muisixoM BCTaHOBJIEHHS Ta
peecTpallii areHTiB.

4. Po3po0yieHO clieHapii Ta TMPOBEACHO MOJICITIOBAHHS THIIOBHX 3arpo3
Oe3neku, 30KpemMa HEBJAIMX CHpoO aBTOpHU3allii, A EKCHEePUMEHTAIbHOI

MEePEBIPKU MPAIE3IaTHOCTI CUCTEMHU.



5. [IpoananizoBaHo pe3yibTaTu EKCIIEpUMEHTY: TOCITITUTH
CIpalbOBYBaHHs MpaBui kopeisuii B Wazuh, 3reHepoBaHi >KypHaiIM MOJIHA Ta
HAJIaHO OIIHKY €(DEeKTUBHOCTI CUCTEMU MO0 BUSBICHHS 3arpo3.

6. BusHaueHO TMEpCHEeKTHBH PO3BUTKY 3aIPOMNOHOBAHOTO pIIICHHS Ta
JOCITIKEHO MOIIMBOCTI HOTO 1IHTETpallii y IpOMHUCIIOBI KOMIT IOTE€PHO-IHTETPOBaHi
CepelI0OBULIA.

7. Po3po0JieHO KOHIIEMIIII0 CTapTaIl-IIPOEKTY ISl KOMepIiiami3alii pileHHs
3 aBTOMAaTH3allli MOHITOPUHIY, L0 BKJIIOYA€ aHal3 PUHKY, pO3pOOKY PUHKOBOI
CTpaTerii Ta MApKETUHIOBOI MpOrpaMu, O13HeC-MOAEeIN peani3alii cTapTan-npoeKTy
Ta OI[IHFOBAaHHS HOTO €KOHOMIYHOI €()EKTHBHOCTI.

O06’exT nociigkeHHss — npolecu 3a0e3nedeHHs 1HPOopMaLlifHOi Oe3MeKu
Ta MOHITOPUHTY IHIIMJIEHTIB Y KOMIT FOTEPHO-IHTETPOBAHUX CHCTEMaX.

IIpenmer mociigkeHHs1 — METOAM Ta 3aCO0M aBTOMAaTHU3allll BUSBJICHHSA
kibep3arpo3 13 BukopuctanHsM SIEM-cucremu Wazuh y BipTyanizoBaHOMY
CEpEIOBHIIII.

Metoau nociigxeHHss. Y poOOTI BUKOPHUCTAHO: METOIU CHCTEMHOTO
anamizy (mist npocmimpkenHs apxitektypu SIEM  Tta 3arpoz KIC); meromu
BipTyami3zaiii (I po3ropTanHs aociiaHoro creHay Ha VMware ESXi); metoau
IMITalI{HOTO MOJIENIOBaHHS (7151 BIATBOPEHHS CLIEHAPIIB aTakK); eKCIIEPUMEHTANIbHI
MeTOoAM (11 MEePEeBIPKU MPalEe3IaTHOCTI CUCTEMHU Ta aHaJi3y XypHaJIB MOJIIN);
METOJM €KOHOMIYHOTO aHaji3y Ta MapKETHHTOBOTO TJIAHYBaHHS (IUIsI pO3POOKHU
CTapTaI-MPOEKTY).

HaykoBa HOBH3HA 0/1epKAHUX Pe3Y/IbTATIB:

1. YnockoHaieHO apXiTeKTypy cuctemMu MoHiTopuHry oOesmnexku misa KIC
nuisixoMm iHTerpaiii SIEM-cuctemu Wazuh y BiptyanizoBane cepenopuiie VMware
ESXi, mo 3abe3neuye THYYKICTh PO3TOPTaHHS Ta MacmTaOyBaHHS 03 3HAYHHUX
arapaTHUX BUTpaT.

2. licTasio moAaibIIoro pO3BUTKY 3aCTOCYBAaHHS METOMAIB KOPEJSIii Moain
y TETepOreHHUX CHCTEMax, IO JO03BOJII€ aBTOMATH3yBaTH BUSBIEHHS 3arpo3 y

pealbHOMY Yacl Ha PiBHI pO3MOIJICHUX areHTIB.



I[IpakTyHe 3HAYeHHSI OJEP:KAHHUX Pe3YJbTATIB IOJATAaE Y CTBOPEHHI
JI0YOT0 TPOTOTUITY aBTOMATH30BaHOI CHUCTEMH MOHITOPHHTY, TOTOBOTO JO
iHTerpamii B 1HQPACTpyKTypy MmianpueMcTB. Po3pobiieHa KOHIIEMIIS cTapTar-
MPOEKTY TOBOJUTH EKOHOMIYHY €()EeKTUBHICTh BUKOPUCTAHHS JAHOTO PIILICHHS AJIs
3a0e31eueHHsI KI0epCTIMKOCTI KOMIT FOTEPHO-THTETPOBAHUX CUCTEM.

Ku1o4oBi ci10Ba: MOHITOPUHT 3arpo3, KOMIT IOTEPHO-IHTETPOBaHI CUCTEMH,

aBTOMartu3allis, iHhopMalliifHl TeXHOJIOT11, oneparliiini TexHosmorii, SIEM, Wazuh.



ABSTRACT

Relevance of the topic. In the context of rapid digital transformation,
computer-integrated systems are becoming the foundation of critical infrastructure,
ensuring deep interaction between informationand operational technologies.
However, the increasing complexity of such systems significantly expands the attack
surface, where cyber incidents can cause not only data loss but also physical
accidents, production stoppages, and threats to personnel safety. Traditional
protection tools often prove ineffective due to data fragmentation and the problem
of information overload on personnel caused by false positives. Therefore,
automating monitoring through the implementation of SIEM systems is a critical
task. This allows for centralized event collection, real-time correlation, and
increased resilience of technological processes against modern threats.

Aim and tasks of the research. The aim of the work is to increase the
efficiency of protection for computer-integrated systems by developing and
implementing an automated threat monitoring system based on SIEM technologies.

To achieve this aim, the following tasks were resolved:

1. An analysis of monitoring tools and security assurance for computer-
integrated systems was conducted.

2. The architecture and operating principles of the Wazuh SIEM system were
analyzed for its implementation.

3. Practical deployment and configuration of system components were
carried out: the VMware ESXi hypervisor, the Wazuh server part based on Ubuntu,
and heterogeneous client systems (Windows, Linux) were integrated by installing
and registering agents.

4. Scenarios were developed, and simulation of typical security threats,
particularly failed authorization attempts, was conducted for experimental

verification of the system's performance.



5. The results of the experiment were analyzed: the triggering of correlation
rules in Wazuh and generated event logs were investigated, and an assessment of the
system's efficiency regarding threat detection was provided.

6. The prospects for the development of the proposed solution were
determined, and possibilities for its integration into industrial computer-integrated
environments were investigated.

7. A concept for a startup project was developed to commercialize the
automated monitoring solution, which includes market analysis, development of a
market strategy and marketing program, a business model for the startup
implementation, and an assessment of its economic efficiency.

Object of research — processes of information security assurance and
incident monitoring in computer-integrated systems.

Subject of research — methods and tools for automated cyber threat
detection using the Wazuh SIEM system in a virtualized environment.

Research methods. The work uses: systems analysis methods (to investigate
SIEM architecture and CIS threats); virtualization methods (to deploy the test bench
on VMware ESXi); simulation modeling methods (to reproduce attack scenarios);
experimental methods (to verify system performance and analyze event logs);
methods of economic analysis and marketing planning (to develop the startup
project).

Scientific novelty of the obtained results:

1. The architecture of the security monitoring system for CIS has been
improved by integrating the Wazuh SIEM system into the VMware ESXi virtualized
environment, which ensures deployment flexibility and scalability without
significant hardware costs.

2. The application of event correlation methods in heterogeneous systems
has been further developed, allowing for automated real-time threat detection at the

level of distributed agents.



Practical value of the obtained results lies in the creation of a working
prototype of an automated monitoring system, ready for integration into enterprise
infrastructure. The developed concept of the startup project proves the economic
efficiency of using this solution to ensure the cyber resilience of computer-integrated
systems.

Key words: threat monitoring, computer-integrated systems, automation,

information technology, operational technology, SIEM, Wazuh.
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ITEPEJIIK YMOBHHUX ITIO3HAYEHbDb I CKOPOYEHb

KIC — KoM’ 1oTepHo-1HTErpoBaHi cucTeMu

API — Application Programming Interface (Iutepdeiic nmpuknaanoro
MporpaMyBaHH)

APT — Advanced Persistent Threat (Cxnagna mocTiiiHa 3arpo3a)

Apps — Applications ([Jonatkm)

AU — Audit and Accountability (Ayaut ta [1in3BITHICTB)

CIA — Confidentiality, Integrity, and Availability (KondineHuiiHicTs,
[imicHicTb, JloCTyNHICTD)

— Cybersecurity and Infrastructure Security Agency (AreHTCTBO 3

CISA . )
kibepOe3neku Ta 3axucty iHppactpykrypu CIHIA)

CVE — Common Vulnerabilities and Exposures (3aranbHi Bpa3auBOCTI
Ta PU3UKH)

DCS — Distributed  Control ~ Systems  (Po3noaineni  cucremu
yIIpaBJIIHHS)

EDR — Endpoint Detection and Response (BusiBienHs Ta pearyBaHHs
Ha KIHI[EBUX TOYKAX)

ELK — Elasticsearch, Logstash, Kibana (Ctex TexHOJIOT1# 15 TOITYKY

Stack Ta aHATITUKHN)

EPS — Events Per Second (IToxii 3a cekyHy)

EWS — Engineering Workstation (InxenepHa ctaniiis)

FIM — File Integrity Monitoring (MoHITOpUHT IUTICHOCTI (haiistiB)

HMI — Human-Machine Interface (JIroquno-mamuuHMMA iHTEpdEHC)

TACS — Industrial Automation and Control Systems (Cucremu

IIPOMUCIIOBOT aBTOMATH3aLlIi Ta yIPABIIHHS)

ICS — Industrial Control Systems (IIpomuciioBi cucteMu yrnpaBItiHHS)



IEC

IIoT
IT

MITRE

ATT&CK

NIST

NetFlow

NVD

OT

PID

PLC

QFlow

QVM

RTOS

RTU

SCADA

SEM

SI

SIEM
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International Electrotechnical Commission (MixnapoaHa
CJIIEKTPOTEXHIYHA KOMICis)
Industrial Internet of Things (IIpoMucioBuii iHTEpHET pedecii)
Information Technology (Indopmarriitai TexHoMOTIT)

(Adversarial Tactics, Techniques, and Common Knowledge)
for ICS (PpeiiMBOpK TaKTUK Ta TEXHIK 3IOBMUCHHUKIB)

National Institute of Standards and Technology (Hamionanbauit
IHCTUTYT cTaHAapTiB 1 TexHoorii CIIA)

(ITpoTokois MepekeBoro MOHITOPHUHTY, po3podiaeHuii Cisco)

National Vulnerability Database (HamionanbHa 0a3za maHux
Bpa3JIMBOCTEMN )

Operational Technology (OmnepariiiiHi TEXHOJIOT1T)
Process Identifier (Inentudikatop mpoiiecy)

Programmable Logic Controller (IIporpamoBanuii JoriyHuit
KOHTPOJIEDP)

QRadar Flow (KommnoneHnTt ananizy mepexkeBux motokis [BM
QRadar)

QRadar Vulnerability Manager (Menemxep Bpaznuocteii IBM
QRadar)

Real-Time Operating System (OmnepaiiifHa cuctema peajibHOro
qacy)

Remote Terminal Unit (Bunocuuii tepminan / Ilpuctpiii
TeJIeMEeTpii)

Supervisory Control and Data Acquisition (Cuctemu
JUCIIETYEPCHKOr0 YIPaBIiHHA Ta 300py JaHUX)

Security Event Management (YnpaBiiiHHS TOisIMUA O€3TEKH )

System and Information Integrity (L{imichicte Cucremu Ta
Indopmarrii)

Security Information and Event Management (YmpaBninus
iH(DopMmarriero mpo Oe3meKy Ta MoIisIMHU)



SIM

SIS

SNMP

SOAR

SOC

SPAN

SPL

TCO

UEBA

UFA

Ul
USB

VD

WMI

XDR

X-Pack
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Security Information Management (Ynpasiiaas iH(opmMalii€to
po Oe3meKy)

Safety Instrumented System (Cucrema IHcTpyMeHTaNIbHOT
besnekn)

Simple Network Management Protocol (IIpoctuit mpoTtokon
MEpPEKEBOTO YIIPABIIIHHS)

Security  Orchestration,  Automation and  Response
(Opkectpariisi, aBTOMAaTH3allisl Ta pearyBaHHS Ha 3arpo3u
Oe3MeKun)

Security Operations Center (LleHTp yrpaBiiHHs 6€3ME€KOI0)
Switched Port Analyzer (AHamizaTop mopTy KomyTaTopa)

Search Processing Language (MoBa 00poOKM MOIIYKOBHUX
3anuTiB Splunk)

Total Cost of Ownership (3araibHa BapTiCTh BOJIOJIIHHS)

User and Entity Behavior Analytics (AHaniThka MOBEIIHKH
KOPHCTYBauiB Ta CyTHOCTEH)

Universal Forwarding Agent (YHiBepcaJlbHMII  areHt
nepecwianns Splunk)

User Interface (Intepdeiic kopuctyBaya)
Universal Serial Bus (YHiBepcanbHa mociiioBHa HIMHA)
Vulnerability Detection (BusiBienHs Bpa3iuBOCTei)

Windows Management Instrumentation (IHcTpymenTapiii
kepyBaHHa Windows)

Extended Detection and Response (Po3mmpene BusiBIEHHS Ta
pearyBaHHsI)

[TakeT po3mupens ais Elastic Stack
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BCTYII

CtpiMKHil pO3BUTOK ITU(PPOBUX TEXHOJOTIH Ta MaciITaOHE BIPOBAHKCHHS
aBTOMATH30BAaHUX CUCTEM KEpyBaHHs y IPOMHUCIOBOCTI1, EHEPreTHIIi, TPAHCIIOPTI Ta
chepl KpUTHYHOI 1HGPACTPYKTYpPH TMPHU3BOAATH JI0 IJIMOOKOI TpaHchopmarii
cydacHUx BHpoOHMuUmx mporeciB. Komm torepHo-iHTerpoBani cuctemu (KIC)
CTalOTh KIJIIOUOBUM €JIEMEHTOM Ili€l TpaHcdopMallii, 3abe3nmedyioud BHCOKY
TOYHICTh, ONIEPATUBHICTH Ta HAAIMHICTh KEPYBaHHS TEXHOJOTITYHUMHU 00’ €KTaMu. Y
TaKUX CHCTeMax 3a0e3leuyeTbCs B3aEMOAIS PI3HOPIAHUX 1H(QOpPMALIMHUX 1
TEXHOJIOTIYHUX KOMIIOHEHTIB, 00'€THAHUX Y €IMHY 1HPPACTPYKTYPY, 110 J03BOJISE
JOCSITaTU BUCOKOTO PIBHA aBTOMAaTH3allii Ta omTumizaiii 0i3Hec- 1 BUPOOHUYMX
IPOLIECIB.

Pa3zom 3 tum, 3pocranns ckiagHocti KIC cynpoBomkyeTbest 3011bIIEHHAM
MOBEPXHI aTaKW Ta 3arajbHOi BPA3JIMBOCTI TEXHOJIOTTYHMX cepeaoBuil. CyyacHi
ki0dep3arpo3u  CTalOThb yce OUIbIl ~ BUTOHYEHHMHM, TMOJIMOpPHUMHU  Ta
IIJISCTIPSIMOBAaHUMH, a iX HACHJKA MOXYTh BHXOJUTH JajJeKo 3a MExXi
1H(popmarliitHoi chepu. ATaku Ha MPOMUCIIOBI CUCTEMU 37aTHI BIUIMBATH HE JIUIIIE
Ha JIaHl, a i1 Ha peaybHl TEXHOJIOTTYHI MPOIIECH, [0 CTBOPIOE PUUKU MOPYIICHHS
BUPOOHMIITBA, aBapiitHOI 3yNMUHKK 00JIaJHAHHS, (DI3UYHUX YIIKOJKEHb YW HaBITh
3arpo3u KUTTIO Jrofed. Taki IHIIUACHTH, K aTakKd Ha EHEPreTUYHl CHCTEMH,
TPAHCHOPTHI BY3JIM YW OO0'€KTH XIMIYHOI TMPOMUCIOBOCTI, JE€MOHCTPYIOTb,
HACKUIBKM KPUTHUYHOIO € HEOOXIJHICTh CTBOPEHHS €(QEKTUBHUX MEXaHI3MiB
Ki0ep3axucTy came JJIsi KOMIT FOTE€PHO-THTETPOBAHUX CHCTEM.

B yMoBax mOCTIHO 3pOCTar04oro OOCATY JaHWX, BUCOKOI IIBHIKOCTI
kibeparak Ta moTpedu B Oe3mepepBHOMY MOHITOPUHTY TPAIUIINHI MIIXOAU HO
BUSIBJICHHS Ta aHaJI3y MOA1i O0e3NeKu BUABISIIOThCS HenpocTaTHiMU. OKpemi 3aco0u
3aXUCTy — Takl K CUCTEMU BUSIBJICHHS BTOPTHEHb, AaHTUBIPYCH, MIKMEPEKEBI
€KpaHu — TEeHEpYIOTh BEJIMYE3HI MacuUBU TMOJIM, ajne He 3a0e3MeuyroTh ix
KOMIUIEKCHOT'O aHai3y Ta Kopeunsuii. BHaciimok 1iporo opranizaiii CTUKaIOTHCS 3

npobsieMamMu 1HQOPMAIIHHOTO MEPEeBAaHTAXKEHHsI, 3aTPUMOK Yy BUSBJICHHI 3arpos,
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CKJIQIHOCTI 1eHTUdIKAIIl peaJbHUX I1HIUICHTIB CepeJl 3HA4YHOI KUIBKOCTI
XUOHOIMO3UTUBHUX CITPAIIOBAHbD.

OpnuM 13 HalleeKTUBHIMIUX 1HCTPYMEHTIB BHUPIIICHHS IHUX MNpoOIeM €
CUCTEMHU ympaBiiHHS iHGopmaiiero Ta nomisimu Oe3neku — SIEM (Security
Information and Event Management). L{i cuctemu n03BOJIAIOTH LIEHTPAI30BAHO
30uparu, 30epiratd, HOpPMali3yBaTH Ta aHANI3yBaTH JaHl 3 PI3HUX JDKEped,
3a0e3reuyoud €IMHY TIaHellb MOHITOPUHTY CTaHy KibepOesneku. Bonu
3aCTOCOBYIOTh METOJIM KOPEJSIii MO, MOBEIIHKOBOTO aHali3y, CTATHCTHYHOI
aHATITUKY ISl BUSIBJICHHSI aHOMAJTIH 1 MOTEHIIMHUX aTaK y peajbHOMY Yaci.

V xonTekcTi KIC MmoxmmBocti SIEM MaroTh 0coOiimBe 3HaUCHHS, OCKIJIBKH
N03BOJIAIOTE 00’ eqHatu iH(popMario 3 IT- ta OT-cermMeHTiB, sIKi 4acTO MaroTh
BIJIMIHHI MPOTOKOJI, BUMOTH JI0 IOCTYITHOCTI Ta MIPUHIIUITN OpTaHi3allii.

3 ornany Ha 11, po3po0aeHHs e(heKTUBHUX, MAaCIITAOOBAHUX 1 aIaITUBHUX
piieHb y cepi MOHITOpUHTY O€3MEKH € HAA3BUYAMHO aKTyaJbHUM. [HTerpamis
SIEM y KIC no3Bosisie He nulie MiJBUIIUMTH PIBEHb 3aXHUIIEHOCTI TEXHOJIOTTYHOI
1H(GPACTPYKTYpH, aje W CTBOPUTH MEPEAYMOBHU il MOOYJOBHM KOMIUIEKCHOI
CUCTEMHU YMPaBIIHHS KiOEppU3UKaMM, 3/aTHOI 3abe3nmedyuTH Oe3MepepBHICTD

BUPOOHUIITBA Ta BIJIMOBIIHICTh MI>KHAPOIHUM CTaHIAPTaM.
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PO31J 1. AHAJII3 3ACOBIB MOHITOPHUHI'Y TA 3ABE3IIEYEHHA
BE3IIEKN KOMII'IOTEPHO-IHTEI'POBAHUX CUCTEM

1.1 3araapHi NPMHIUIKA MOHITOPUHIY MOAil 0e3NeKn y KOMII’IOTEPHO-

iHTEerpoBaHmMx cucremMax

Mouitopunr mojiid 0Oe3rneku B KOMII IOTEPHO-IHTETPOBAHUX CHCTEMax
dbyHIaMeHTaIbHO  BIAPI3HAETHCS BIA TpaguliiiHoro MoHitopunry B IT-
cepenoBumax. Lli BiAMIHHOCTI 3yMOBJIE€H] YHIKaIbHUMHU OTIEPALITHUMHI BUMOTaMH,
plOpUTETaMU Ta APXITEKTYPHUMHU OOMEKEHHSIMHU POMHUCIOBUX MEPEXK.

OCHOBOMOJNIO)KHA BIAMIHHICTh TIOJIATa€ B MpiopuTeTax Oe3meku. Y
knacuuHux IT-cuctemax nmominye tpiaga CIA: KondigenmiitHicTs, LimicHICTE Ta
HocrtynHicts. JlJis onepamiiiHuX TEXHOJIOT1H 1s Tpiaga (GakTUYHO 1HBEPTOBAaHA Ta
posmmpena. Ha nepie miciie Buxoauth ®izuyna besneka (Safety) — rapanTis Toro,
II0 CHUCTeMa HE€ 3aBJACTh IIKOAM JIOISM, HaBKOJHUIIHHOMY CEpPEIOBHUILY abo
obnagHannto. Jam #ayte JoctynHicTe Ta be3nepepBHICTH TEXHOJIOTTYHOTO
MPOoILIeCy, OCKUIbKM HABITh HE3HAYHMM MPOCTIA MOXKE MPU3BECTU 10 MUIBHOHHUX
30UTKIB a00 MOopyeHHs poO0TH KpUTUUHOI 1H(ppacTpykTypH [1]. LimicHicTs ganux
(HampuWKIIaa, KOMaHJ, IO BIIJAIOTHCS KOHTPOJEPY) € BAXKIMBOIO, TOMI SK
KOH(1JEHIIMHICTh YaCTO Ma€ HAWHKYUN MPIOPUTET.

s 1HBepcis NPIOPUTETIB T€HEpy€e HU3KY MNPAKTUYHUX BUKIIUKIB IS
MOHITOPUHTY:

1. Hempunyctumicte  3atpumok: cucremu OT, ocobOamBo cuctemu
peansHoro yacy (RTOS), € Hag3BU4YallHO YYyTIMBUMH JI0 3aTPUMOK MEPEKEBOIO
Tpadiky. [HCTpyMEHTH MOHITOPUHTY, 1110 BHOCSTHh HABITh MIJTICEKYH/IHI 3aTPUMKH,
MOKYTbh MOPYLIUTH CUHXPOH13al11110 TEXHOJIOTIYHOTO mpouecy [2].

2.3arpo3a Bil aKTHBHOTO CKaHyBaHHs: Tpaguiiiui IT-meroau
MOHITOPUHTY, Takli $K aKTHUBHE CKAaHyBaHHS TOpPTIB ab0 Bpa3IMBOCTEH, €
HenpuitHaTHuMU B OT-mepexax. Bonn MoxxyTh OyTH MOMUIIKOBO 1HTEPIIPETOBAH1

3actapinmumu npuctposimu (PLC, RTU) sk aHoManbH1 3aMuTH, 10 MPU3BEAE J0 iX
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BiIMOBH a0o0 mepe3aBaHTakeHHs [2]. Lle 3mymrye mokiamaTucs MEpeBaKHO Ha
MACHMBHI METOJU MOHITOPUHTY (Hanmpukiaa, aHaniz SPAN-mopriB).

3. [Ipobnema 3actapinioro o0aaHAHHS: KUTTEBUH UK oOnaaHaHHsa B KIC
moxke csaratu 20-30 pokis. Ile o3Havae, 1m0 B ekcruTyaraiiii 10ci mepedyBae 3HauHA
KUTBKICTh MPUCTPOIB, AKI MPALIOIOTh HA 3aCTApUIMX ONEpaliiHuX cucTeMax (Hamp.,
Windows XP, Windows 7) 1 He TijyIsITaf0Th OHOBJICHHIO (TTATYMHTY ). BeTaHOBIEHHS
Ha Taki CUCTEMU CyYaCHHMX areHTiB Oe3MeKH € a00 TEXHIYHO HEMOXIJIUBHUM, a0

3a00pPOHEHO BUPOOHUKOM 00IaqHaHHs [3].

1.1.1 HopmaTuBHoO-nnpaBoBa 0a3a ta cranaaprusaniss Moniropuary OT

Yepesz Bucoky kputuuHicTh KIC, iX MOHITOPMHI Ta 3aXHMCT CyBOpO
pPErJIAaMEHTYEThCA ~ HU3KOK  MDKHApOAHUX Ta  HAIllOHAJIBHUX  CTaHJAPTIB.
KimrouoBumu cepen vux € NIST SP 800-82 Ta cepist IEC 62443.

NIST Special Publication 800-82

[Ty6mikauis HamjonanibHOro 1HCTUTYTY craHnapTiB 1 TexHojorid CIIA
(NIST) SP 800-82 "Guide to Operational Technology Security" e ne-gakto
"3010TUM cTaHAapTOM' ISl 3aXHCTy NPOMUCIOBHX cucTteM [4]. OcTaHHs, TpeTs
peBizis (r3), omyoOmikoBana y 2023 porri, 3Ha4HO posmupmiia ¢okyc 3 ICS Ha Bech
CIEKTP ONepaliiHuX TEXHOJOTIH [5].

KitouoBum HOBOBBeneHHsIM NIST SP 800-82r3 € ¢popmanizaiisi KOHLIENIII1
"OT overlay" (maxnamenns npodimo OT) [6]. Lleét migxim Oepe 3a OCHOBY
3arajibHUil katanor kKoHTpousiB Oe3sneku NIST SP 800-53 1 amanrtye ¥oro s
cnenudigaux norped OT-cepenonui [7].

JIJisi MOHITOPUHTY 3arpo3, HaWOIIBII PEIEBAaHTHUMH € JBa CIMEHWCTBa
KOHTPOJIIB:

1. AU (Audit and Accountability/Ayaqur Ta I[lig3BiTHICTB), 30Kpema,
koHTposib AU-2 "Event Logging" (OKypHantoBanHs o).

2.SI (System and Information Integrity/I{imicuicth Cucremu Ta
[adpopmanii), 30kpema, koHTpodab SI-4 "Information Integrity Monitoring"

(MoniTopuHr nuticHocti iHdopmarii) [5].
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HaliBa)xnuBIlIMM BHECKOM CTaHAAPTY € BU3HAHHA MPOOJEMHU 3acTapiliiux
cucteM Ta BrpoBamkeHHs NOHATTS "Compensating Controls" (KomneHncariinux
Kontpomis). Ctangapt npsimo Bu3Hae, mo 6arato OT-npuctpois (Hanpukiazn, PLC)
TEXHIYHO HE€ 3J/IaTHI T€HEpYBaTH JeTajbHI KYpHAIM ayJIuTy, Kl O BIAMOBIIAIN
Bumoram AU-2 [7].

VY rtakux Bumagkax NIST pexomeHaye BIpPOBaKyBaTH KOMIICHCAIliMHI
3aX0/i1. 3aMiCTh TOTO, 100 HAMAaraTucst MOHITOPUTH "HEMOHITOPOBaHUI" PUCTPIH,
MOHITOPHHT MIEPEHOCUTHLCS HA T KOMIIOHEHTH CUCTEMHU, SIKI MOKHA KOHTPOJTFOBATH.
Hampuknaz, nis 3axucty PLC xommieHcalliiHi KOHTPOJIM MOXKYTh BKJItOYaTH [7]:

— MoHITOpHHT XypHaIiB OpaHaMayepa Ta KOMyTaTopa, 10 KOHTPOIIOITh
MepexeBuil nocty 10 nsoro PLC.

— Mouitopusr imkeHepHoi cranuii (EWS) abo HMI-cepsepa, sxi MaroTh
JETITUMHUI TOCTYN JUJIs IpOrpaMyBaHHs 4 KOHPirypyBaHHs 1iporo PLC.

Ileit miaxiyy € KPUTUYHO BaXKIUBUM, OCKUIBKM BiH 3Millye (okyc
MOHITOPUHTY 3 HeMOXkJinBoro (arent Ha PLC) na peanictuune (arent Ha EWS/HMI
Ta aHaJli3 MEPEKEBUX KYpPHAITIB).

Cepis cranaapris IEC 62443

Axmo NIST SP 800-82 npomnoHye kaTajaor KOHTPOJIB, TO Cepisi CTaHIapTIB
IEC 62443 (oco6nmBO akTyaabHa Jisi €BPOIK) MPOMOHYE apXITEKTypPHUH MiAX1a Ta
*kutTeBuil 1wk Oe3neku s "Industrial Automation and Control Systems"
(IACS) [8].

[EC 62443 BrnpoBamxkye aBa GyHIaMEHTAIbHI PUHITUTIN:

1. Security Lifecycle (OKurreBunii uukn 6e3neku) ta Risk-Based Approach
(ITigximx HAa OCHOBI PU3MKIB): CTaHIAPT BUMarae, o0 Oe3meka BOYyJOByBajacs B
CHCTEMY Ha eTalll TPOEKTyBaHHs, a He JJoJlaBajacs Mi3Himie, 1 1o 3axoau 0e3neKku
0azyBanucs Ha GopMalbHIN OIIHII PU3HUKIB [9].

2. Apxitextypna konueniis "Zones and Conduits" (3ouu ta Kananu) — e

HalBiIOMIIIIAa YaCTUHA CTaHAApTy [9].
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— 30Ha — 11e JioriyHa abo (pi3uyHa rpyna akTUBiB (IPUCTPOIB, CUCTEM), SIKi
MaroTh CITLUTBHI BUMOTH 70 Oe3neku. Hanpukias, yci KOHTpOJIepH, 10 BiAMOBIIaI0Th
3a OJIH TEXHOJIOT1YHHM MPOIIEC, MOXKYTh OyTH 00'€THAHI B OJTHY 30HY.

— Kanan — ne Oyap-sfkuil IUISIX KOMYHIKAIli MK JBOMa abo Oiiblie
30HaMH. BaxxinBo, 110 BCi KOMYHIKAIlil M’ 30HAMH MarOTh IPOXOAUTH BHUKJIIOYHO
Yyepe3 BU3HAUCHI Ta KOHTPOJIbOBaH1 KaHa [9].

IMIuTiKAITS 1IHOTO MIAXO0Y JJISI MOHITOPUHTY € KOJIOCAJIbHO. 3aMiCTh TOTO,
100 HaMaraTucs MOHITOPUTH KOKEH OKpEeMHUM MPHUCTpid y 30H1 (110 MOXe OyTH
HEMOXKJIUBO), OCHOBHI 3yCWJUII 3 MOHITOPUHTY (HAIlPUKIIAJ, BCTAHOBJICHHS
MepeXeBUX CceHcopiB, daipBomiB 3 ¢yHkmiero Deep Packet Inspection)
3ocepemkytoTbes Ha "kananax" [10]. Lle no3Bonsie konTpomoBatu 100% Tpadiky,
10 BXOJIUTh y 30HY a00 BUXOAMUTH 3 HEl, peasli3yloud TaKUM YUHOM €(EKTHUBHY

CErMEHTAIIII0 Ta MOHITOPHHT.

1.1.2 Cunre3 npuHuunis Mmonirtopunry KIC

Edextuna crparerist Monitopunry KIC He Moke mokianaTucs BUKIIFOYHO
Ha IT-miaxonu 1 Mae Oytu riOpuaHOor0. BoHa MOBMHHA MO€AHYBATH HalKparli
MPAKTUKH 3 000X KIIFOUOBHMX CTaHIAPTIB.

IneanbHa cTpaTerisi NOYMHAETHCA 3 APXITEKTYPHOTO MPOEKTYBAHHS
BianoBigHo 10 IEC 62443 [9], ne cucTtema JIOTIYHO CErMEHTY€eThCsl Ha "30HM Ta
Kanamu". Ile cTBOoproe€ KOHTPOJIbOBAHI TOUKH JJISI MOHITOPHHTY.

[ToTiM, Ha 1}0 apXITEKTYPY HAKIAIAOThCS KOHKpeTHI KoHTposu 3 NIST SP
800-82r3 [11]. dns cyuacuux npuctpoiB (cepepu, HMI, EWS) BrnpoBamxytoTbcs
npsiMi  KOHTpoJin (KypHATIOBaHHS, MOHITOPUHT 1uricHOCTi). Jlmst 3actapinmx
npuctpoiB (PLC, RTU) BnpoBaxyroThCs KOMMEHCAI[liHI KOHTpOJX [7], 110
BKJIFOYAIOTh MOHITOPUHT MepekeBoro Tpadiky B "kaHamax" (Ski MU BU3HAYUIIHU 32
IEC 62443) Ta MOHITOPUHT THUX CUCTEM, 1110 MAaIOTh IO HUX JIOCTYTI.

Taka OarartomiapoBa, TiOpuaHAa  CTpaTerii BUMara€ MOTYXKHOTO
HEHTPaJIBHOrO IHCTPYMEHTY, 3/1aTHOTO arperyBaTu Ta aHalli3yBaTu JaHi 3 yCiX X

PIBHOPIIHUX JKepell (MepekeBl KypHainu, kypHamu EWS, nmani MOHITOpUHTY
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1UTiIcHOCTI). [{luM HIEHTpaJIbHUM 1HCTPYMEHTOM CTaroTh cucteMHu kiacy SIEM, ski €
HE TPOCTO KOPUCHHUMHM, a apXITEKTypHO HEOOXIIHMMH JJis peaizallii cydJacHOi

ctparerii moHiTopunry KIC [12].

1.2 OcHOBHI BHAM 3arpo3 Ta IX BIUVIMB HA KOMII'IOTE€PHO-iHTEIPOBaHi

CUCTEMH

JlannmadT 3arpo3 misa KIC eBomonionyBaB BiJi TCOPETHUHUX PU3HKIB JI0
JIOBEJICHUX Ha TMPaKTHUIIl aTak 3 KaracTpohiyHUMHU (DI3UYHUMHU HACIIAKAMHU.
Kounseprenuist IT ta OT He nuiie cTBOpuiia HOBI BEKTOpH aTak, ajne M 3polOuia
MIPOMMUCIIOBI MEPEXK1 BUAMMUMU JJIsI 3TIOBMUCHUKIB [13].

Ha BinMminy Big IT-cepenoBuiil, 1€ HaCTiKOM YCIIIIHOT aTaKu € MEPEBAKHO
BTpaTa AaHuX, (piHaHCOB1 30MTKHM a00 pemyTauiiiHa mkoaa, ataku Ha KIC maroTh
npsiMuit  Q13MYHUN BUMIp. BOHM MOXYTh NpPU3BECTH A0 3YNHUHKH KPUTUYHUX
npoueciB  (HampuKiIaa,  €JIEKTPONOCTAYaHHS),  IMOUIKOKEHHS  JOPOToro
IIPOMHCIIOBOTO OOJIaHAHHA Ta, IO HalBaXJWBIlIe, 10 TpaBM abo 3arudeni

monei [14].

1.2.1 Kirouosi Bpasimsocti KIC

[IpomuciioBi cucteMyd MarOTh HU3KY MPUTAMAHHUX iM BPa3IUBOCTEH, IO
HAKOMUYYBAJIHUCS JECATWITTSIMU uepe3 mnapaaurmy "Oe3meku depes3 130JIsIi0".
Amnani3 3BiTiB CISA [15] Ta akageMiuyHUX DOCHIIKEHB [16] mMO3BOJISE BUALIMTH
HaWOUIBII MOMIMPEHI Ta HeOE3MEeUH1 KaTeropii Bpa3IMBOCTEH:

1. HenanexHa nepeBipka BXiJHUX JaHUX: 0arato mpoOMUCIOBHUX MPOTOKOJIIB
Ta MPUCTPOIB HE TEPEBIPSAIOTh HAJICKHUM YMHOM BXIJIHI JIaHi, 1O POOHTH iX
BpPa3JIMBUMH JI0 aTaK THUIY 'TIEperioBHEHHA Oydepa', siki MOXKYTh MPU3BECTH [0
B1JIJIaJICHOT0 BUKOHAHHS Koy [15].

2. Cnabki MexaH13MHU aBTeHTH(]IKAII] Ta yIpaBIiHHSI 00JIKOBUMU JTAHUMU:
HalMomMpeHima npobiemMa, sKa BKJIIOYAa€E BUKOPUCTAHHS  MapoidiB  3a

3aMOBUYYBaHHSIM, J>KOPCTKO 3aKOJIOBAHHUX TMAPOJIIB Yy TMPOIIMBIY, BIJICYTHICTh
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MEXaH13MiB aBTeHTU(DIKaIIIT I KPpUTHIHUX KOMaH]I IPOTOKOJTY, a00 BUKOPUCTaHHS
MIPOCTHUX MAPOJIiB, IO MEPEAAIOTHCS Y BIAKpUTOMY BT [17].

3. [Momunku koH]irypamii Ta crabKi MOMITUKH OE3MEeKU: 1€ BKII0YAE
BIICYTHICTh HAQJIE)KHOI MeEpekeBOi cerMeHTanii (Tiacki Mepexi), HaJIMIpHO
J03BUTbHI TIpaBWiIa OpaHaMayepiB, a TaKOX IMAKIIOYCHHS 1H)KCHEPHUX CTaHIIIN

onHovacHo 10 OT-mepexi Ta iHTepHETY [15].

1.2.2 Knacugikauis 3arpo3 3a 1onomororo MITRE ATT&CK

Jlist cucteMaru3anii Ta aHai3y NOBEAIHKU 3JIOBMUCHHUKIB Yy MTPOMHCIIOBUX
CepeIOBHUIIAX BUKOPUCTOBYEThCS crerianizoBanuii ppeitmBopk MITRE ATT&CK.
[{sa xnacudikamis € KPUTUYHO HEOOXITHOI IS PO3YMIHHS TOro, MO il
3noBMucHUKa B KIC BuxonmsTh 3a Mexi 3BUYailHOro "3momy cepBepa" 1 4acto
CIPSIMOBaH1 Ha MaHIMyJALI0 GI3UYHUME Tporecamu [18].

VY Ttabmuui 1.1 HaBeJeHO OCHOBHI TaKTUKH Ta TEXHIKH, 110 IEMOHCTPYIOTh

cnenudiky 3arpo3 came i KIC.

Tabmuus 1.1 — Taktuku 3noBmucHukiB y Mmatpuili MITRE ATT&CK for ICS

TakTuka (Mera) Ipukaagu Texuik (Ak?) Onuc BruiuBy Ha KIC
Excrutyarartis myOmiaanx
yarati iy . [Iponuknenns y nepumerp OT,
. J0JaTKiB, KOMIIPOMETAIis .
IlepBrHHMI TOCTYTI yacto uyepe3 [T-cucremu, 3apakeHi
. JaHIIoTa MMOCTaYaHHs, .
(Initial Access) .0 USB-Hocii a60 KoMIpoMeTarlio
3apaKeHHs yepe3 3HIMHI
o0JtatHaHHS MOCTaYaIbHUKA
HOCIi
3amyck MIKIJIMBOTO Koy abo
BIHKOHAHHS 3MiHa 3aB/IaHb KOHTpOJIEpa, JETITUMHUX 1HCTpYMeHTiB Ha HMI,
(Execution) BUKOPUCTaHHS KOMaHIHOT'O EWS abo 6e3nocepeHbo B
psanka KOHTpOJIepl AJI1 MaHIyJIsA1i
CHUCTEMOIO
3abe3neueHHs TOro, 110 aTaka
NepeXMBE TIepe3aBaHTAKECHHS
3aKpirieHHs Moaudikaris nporpamu; CHUCTEMH, 4aCTO LUISIXOM
(Persistence) 3MiHA CUCTEMHOT IPOITUBKHI MoaudiKaIli MPOIBKA
KOHTpoJiepa abo (aiiiaiB mpoexTy
HMI
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[Iponorxenus Tadmui 1.1

TaxkTuka (Meta)

Hpuxaaau rexnik (Ax?)

Onuc BismBy Ha KIC

Yxunenns (Evasion)

[TigMmiHa 3BITHUX
MOB1IOMJICHB, PYTKITH

[TpuxoByBaHHSI IIKIITHUBOL
akTuBHOCTI. Hampukian,
HaJICUJIaHHS XHOHUX (HOPMaJIbHUX )
3HadyeHb Ha HMI oneparopa, B Toi
Yac K pealbHUI Mpoliec BUBEICHO
3-I11]T KOHTPOJTIO

I'opuszonTanbHe
MepeMilIeHHS
(Lateral Movement)

Excrutyararnis BigmaneHux
CEpBiCiB, BUKOPUCTAHHS
00JIIKOBUX JAaHUX 3a
3aMOBYYBaHHSIM

[lepemimieHHs 3 OHOTO By3J1a
(manpuknan, HMI) Ha 1Hmmii
(HanmpwuKiIa;, cepBep icTopii abo
iHmmit PLC) B mexxax mepexi OT

30ip maHuUx
(Collection)

[TepexoruieHHsS] MEpEXEBOTO
Tpadiky, BUBAaHTAKECHHS
porpamu 3 KOHTpOJIepa

36ip indopmartii mpo
TEXHOJIOTTYHHH MPOIIEC,
koHpirypanito PLC ta apxitektypy
MEpEXi IS MiATOTOBKH 10 (ha3u
"Brus"

biiokyBaHHs
¢byHKIii pearyBaHHs
(Inhibit Response
Function)

[IpunyieHHs TpuBoOr,
3yIIMHKa CEPBICIB,
3HMILEHHS TaHUX

BumMmkHeHHS cucteM Oe3meKH,
TpuBor (alarms) a6o historian, o6
OTIepaTOpPH HE MOTJIN a/IeKBaTHO
3pearyBaTH Ha IHIIUJEHT

ITopymieHHs
YOpaBIiHHS
nporecoMm (Impair
Process Control)

Moaudikaris mapamerpis,
HECAHKI[IOHOBAaHI KOMAaH/IHI
IIOBIIOMJIEHHS

[Ipsima 3MiHa mapameTpiB
TEXHOJIOTIYHOTO MPOLECY
(HampuKJaa, TUCKY, IIBUIKOCTI
o0epTaHHs, TeMIEepaTypH) LUIIXOM
HaJICWJIaHHS ILIKIJUIMBUX KOMaH]

Bmnus (Impact)

ITomkomxeHHs MaiiHa,
BTpara Oe3reKku, BiIMOoBa B
YIpaBIliHHI

KiHueBuit pe3ynprar aTaku:
¢13uuHe pyiiHyBaHHS 00JalHaHHS,
3yHHUHKa Mporecy abo CTBOPEHHS
HeOe3MeYHOoi CUTyartii aJis
IIEpCOHAILY

Jlxepeno: ckiaaaeHo Ha OCHOBI [19]

1.2.3 AnaJi3 npeueaeHTiB: Kioeppizuuni araku na KIC

AHami3 peanpHUX aTaKk € KIIOYOBUM JJIi PO3YyMIHHS TPIOPUTETIB

MoHIiTOopuHTy. Tpu araku: Stuxnet, CrashOverride ta Triton — AeMOHCTPYIOTH

YITKy Ta TPUBOXKHY EBOJIIOIIO 3arpo3. Y3arajbHEHa XapaKTEepPHCTHUKA IMX aTak

HaBeeHa y Tabmumi 1.2.
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Tabmuig 1.2 — Ananiz kirodoBux kioepdiznunux arak Ha KIC

CrashOverride / . ..
XapakTepucTuka Stuxnet (2010 Triton / Trisis (2017
pakTep (2010) Industroyer (2016) (2017)
Eneprocucrema . .
Snepna nporpama {),K it Hadroximiunnii
HinboBuii 00'ekT Ipany (3aBox 3i (HiII(SFaHL[iH 3aBoJ Ha bim3pkoMy
30arayeHHs ypaH . Cxoni
ypany) "Iisniuma") )
[TporpamoBaHni Cucrema
POTpamor O0nagHauHs . .
JIOT14HI1 . o IHCTPYMEHTAJIbHOT
. M1CTaHIIIH
HinsoBa cucrema | xoutpoaepu (PLC) (kepyBaHHs oe3meku (SIS)
Siemens S7- BHMEia‘IaMI/I) Schneider Electric
300/400 Triconex
CrBopeHHs aBapiitHOT
Cabotax: ¢izuuHe [TepepuBanHus CUTYaIlii:
HHYBaHHS cepBicy: MacmradHe HEHTpaizamis
Merta aTaku pyHHy pBIcY p H
UeHTpUPyT 1715 BIJIKITIOYCHHS CUCTEM 3aXHUCTY IS
30araueHHs ypaHy €JIEKTpOeHeprii CIPUYMHEHHS
(hiznuHOi KaTacTpodu
3apaxeni USB- ®imunr, )
Komnpomerarnis
. HOCII, 3aXOIICHHS . B
Mexanizm CKCILTVaTaLLs B IANCHOTO 1HKEeHepHOT cTaHIIii
NPOHMKHEHHS yaraai 0t (EWS) uepes IT-
Bpa3JIMBOCTEU noctymy go IT-
: . MEpPEKY
Windows (0-day) Mepexi
Evasion Attack on Protocol:
(Yxunenuns): Buxopucrtanus Attack on Safety:
[Iepexomnnenus JIETITUMHUX KOMAaH/I Monudixkartiist ToTiKu
Kuarwuosa nanux Big PLC no MIPOMUCIIOBHUX KOHTpoJiepa Oe3IeKH.
TexHika / HMI i migmina ix npotokonis (IEC ATaka BUTIIAIANIA SIK
OcobsmBicTh Ha "HOpMasbH1", 61850, IEC 104) nns JETITUMHE
MPUXOBYIOUU BUMKHEHHSI CBITIIa OHOBJICHHS
aBapiro Bif 0e3 BUKOpHUCTaHHS IPOLINBKU
orepaTopa Bpa3IMBOCTEH
3yIUHKa 3aBOJY
dizuyne Binxmrouenns (uepe3 MOMUJIKY B
. MTOIIKOKEHHS €JIEKTPOEHEPTril KOl Bipycy), alie
Hacaigkn A p priLy AL BIP y y)
o6mu3bpko 1000 gactruH1 KneBa Ha 1 MMOTEHITI AN I
HEHTPUPYT TOJUHY BUOYXYy/kepTB OyB
KPUTUIHHM

JIxepeno: ckiaaeHo Ha ocHOBI [20-28]
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AHaJIi3 IUX TPHOX aTaK JEMOHCTPYE YITKY Ta HeOe3MeUHy €BOIIOLIO ILIeH
3JI0BMUCHUKIB:

1. Stuxnet (2010) — caboTax TEXHOJIOTIYHOTO MPOTIECY.

2. CrashOverride (2016) — macmraOHe nepepuBaHHs KpUTUIHOTO CEPBICY.

3. Triton (2017) — HeTpamnizaiis cucreMu O€3MEKU AJii CTBOPEHHS YMOB
i (pi3uvHOT KaTacTpodu Ta JOACHKUX KepTB [28].

VYpok artaku Triton € dyHmaMeHTaTbHHM. ATaka HE BHUKOPHCTOBYBasa
tpanuiiine "mkianuse [13". Bona Burnsgana sk jJeriTuMHa 3MiHa KoHpirypartii
(3aBaHTa)XEHHS HOBOI JIOTIKA B KOHTPOJIEP) 3 aBTOPU30BAHOI 1HXKEHEPHOI CTaHIII.
Ile 10BOAUTH, 1110 MOHITOPUHT, 3aCHOBAHUH JIMIIE HA MOUIYKY BIJOMHMX CHUTHATYyp
BIpyCiB 200 aHai31 MepexeBoro Tpadiky, € abCoNMOTHO HegocTaTHIM. EdhexTuBHu
MOHITOPUHI TIOBUHEH OYyTH 3/1aTHUM BUSIBISTH KOHTEKCT: XTO, KOJH 1 SIKI came

KOH(pIrypailiitHi (ailyin 4u JOTiKy KOHTPOJIEpa HAMaraeThCsi 3SMIHUTH.

1.2.4 BuyTpiuni 3arpo3u

Oxkpim 30BHImHIX atak, KIC € Han3Bu4ailHO Bpa3jMBUMU 0 BHYTPIITHIX
3arpo3 [29], AKi NOAUISIOTECS Ha:

— 3noBMuUCHI: caboTax 3 OOKy HE3aJI0BOJICHOTO  CIiBPOOITHHKA,
MPOMHUCIIOBE IIMUTYHCTBO, 3JI0BMUCHE BUKOPUCTaHHS NpUBLIEiB [29].

— HenaBMucHI: moMuUJIKa omneparopa, HeNpaBUibHA KOH(DIrypaiis
oOnagHaHHs, a00 ycminHa (GINMHT-aTaka Ha CHiBPOOITHHKA, IO TMPU3BOIUTH 10
KOMIpOMeTaIlii Horo o01ikoBoro 3anucy [29].

BusiBieHHs Takux 3arpo3 BUMAara€ He CTUIBKU MOIIYKY "BipyciB'", CKIJIbKU
aHami3y TmoBemiHKHM KopucTyBauiB Ta mnpuctpoiB (UEBA) nns BusBieHHs
anomaimiii [30]. Hanmpuknaza, sSKuio iHXeHep, sIKui 3a3Buyail mpairoe 3 9 no 17,
panToBo O 3-i HOYl MOYMHAE 3aBaHTAXXyBaTH HOBY KoH(irypauito Ha PLC, — e

aHoMaJlisl, IKy CUCTEMa MOHITOPUHI'Y TOBUHHA HETaiiHO 171eHTU(IKYBaTH.
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1.3 Texunouoris SIEM: apxiTekTypa, NPUHIMIN POOOTH, KOMIIOHEHTH

[leHTpanbHUM TEXHOJOTIYHUM pIIIEHHSIM Ui BUPIMIEHHSA CKJIAJHUX
3aBJlaHb MOHITOPUHTY, OmMHMCaHUX Buile, € cucremu kiacy SIEM. SIEM — ne
TEXHOJIOTI, IO 3a0e3neuye KOMIUICKCHUW TIAXiJ N0 YMpaBIiHHSA OE3MEeKOI0
HUIIXOM IIEHTPaTi30BaHOI0 300py, arperaiiii, 30epiraHts Ta aHaii3y Mojaii 6e3nexu

3 PI3HOPIAHUX HKEepen B iHGpacTpykTypi opraizaiii [12].
1.3.1 EBommroniss SIEM: Big arperaiii 10 iHTeJIeKTYy

CyuacHi SIEM-cuctemu € pe3yiabTaTOM €BOJIIOIIMHOTO PO3BUTKY JIBOX
OKpeMHX KJIaciB MpoAyKTiB [31]:

1. SIM (Security Information Management) — cucremu, 1110 (GOKYCYyBaTHCS
Ha JIOBIOTPUBAOMY 30epiraHHi, aHajii3i Ta 3BITHOCTI >KypHaliB. IX OCHOBHOIO
MeTo0 Oyio 3a0e3NeueHHs BiJIMOBIIHOCTI BUMOTaM PETYJATOPIB Ta MIATPUMKA
pO3CIiTyBaHb.

2. SEM (Security Event Management) — cuctemu, 1o (HOoKyCyBaiucs Ha
MOHITOPUHTY B pEJIbHOMY 4Yacli, KOpEJsIlii MoAiii Ta TeHEepyBaHHI CHOBIIICHb
(alerts) mpo 1HIIUIEHTH.

VY 2005 poui anamitnuna komnaHis Gartner o0'eqHana 11l JaBa MOHSTTS B
enuanii Tepmid "SIEM", BH3HQUMBIIM PUHOK [Jisi IHTETPOBAHMX pimeHb [32].
[Tepmie nmokosinas SIEM-cuctem (SIEM 1.0) Oynio opieHTOBaHE MEpPEBaKHO Ha
KOPEJISIIiI0 HA OCHOBI JKOPCTKUX MPABHUJI Ta 3BITHICTH JJII KOMILJIAEHCY.

[Ipore, i cuCTEMU MIBUAKO 3ITKHYJIHCS 3 JBOMa (yHIAMEHTAIbHUMU
npobiemamu [33]:

1. "Broma Bix crioimens" (Alert Fatigue): Bennue3Ha KiTbKICTh MO/, 110
TeHEPYIOThCS B CY9aCHUX MEpeKax, MPU3BONIIA 0 TeHEepallii TUCSY CIIOBIIICHb Ha
JIeHb, OUTBIIICTD 3 sIKUX Oynu XxuOHo-mo3uTuBHUMHU. AHamitukun SOC (Security
Operations Center) (i3uuyHO HE BCTUTAIM OOpPOOJSATH IMEH MOTIK 1 MOYMHAIH

ITHOPYBATH CHOBIIIEHHS.
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2. HeMOXMBICTh BUSIBIEHHS HEBIJOMHX 3arpo3: CHUCTEMH, 3aCHOBaHI Ha
npaBuiax, 3[aTHI BUSBIIATH JIMIIE TE, 10 M BioMo (Hampukian, "0igokyBaTtu IP-
aapecy X"). Boum Oymu "cmimumu" 10 aTak HyJIBOBOTO JHS, CKIIQTHUX
OararoeranmHux arak (APT) Ta iHcaiIepchKUX 3arpo3, siki He MOPYIITyBaju YiTKUX
IpaBUJI, ajie BIAXUISUIUCS BiJl HOPMAIbHOI TOBEI1HKH.

Jlnst BupimeHHs X mpoOieM BigOymiacs momanbima eBofomis SIEM-
cucteM (Next-Gen SIEM), sixa inTerpyBaina HOB1 TexHouorii [32]:

e UEBA (User and Entity Behavior Analytics) — iHTerpamis MomaymiB
MaIllMHHOTO HAaBYaHHS Ta CTATUCTUYHOTO aHaII3y I 1moOymoBH "OGa3oBoi jiHIi"
HOPMAJIBHOT TOBEIIHKM JIJISi KOXKHOTO KOPHCTyBaua Ta MPUCTporo B Mmepexi. Lle
JTIO3BOJIWJIO BUSIBIIATH @aHOMAJI] Ta 1HCAWIEPCHKI 3arpo3H, SIK1 paHIile 3alUIIaInucs
HeroMiueHuMU [34].

e SOAR (Security Orchestration, Automation and Response) — interpariis
IHCTPYMEHTIB [JI1 aBTOMAaTHU3allll MpOLECiB pearyBaHHs Ha I1HHMAEHTH. SOAR-
mwiathopMu  BUKOPUCTOBYIOTH  '"playbooks"  (cuenapii  pearyBanHs) — JIst
aBTOMATUYHOro 30arayeHHs JaHMX NpO IHIUACHT (Hampukiaa, nepesBipka IP-
aapecu no 6azax Threat Intelligence), koopauHari mid MiXK pi3HUMH CUCTEMaMH
oesneku (Hanpukiaa, SIEM, ¢aiipson, EDR) Ta ynpaBiiHHS KUTTEBUM LUKIOM
iHuuaeHty [32].

e XDR (Extended Detection and Response) — HOBa KOHIEMIis, IO
YaCTKOBO KOHKYpye, a 4acTkoBo gomnoBHIOe SIEM. fkmo SIEM tpamuiiitHo
dbokycyeThes Ha )XypHanax 3 6aratbox mxepen, To XDR dokycyeTbest Ha TIMOOKIH,
IHTETPOBaHIN TeJIeMeTpii 3 0OMEKEHOTr0 HabOpy JKepel (KIHIIEBI TOYKH, MEPEeXKa,
XMapa), MPOMOHYIYH OB SKICHI Ta KOHTEKCTHO-30aradyeHi ani 1151 BUSBJICHHS

3arpo3 [35]. Cyuacni SIEM-cuctemu nparayTh iHTerpyBatu XDR-MoxauBOCTI.

1.3.2 ba3oBa apxiTektypa Ta koMnoHentu SIEM

[Toripu BimMiHHOCTI B peanizaiii, Outbiicth SIEM-cucteM MaroTh CXOXKY

JIOT1YHY apXITeKTYypy, IO CKIAAA€THCSA 3 ACKIIBKOX PiBHIB [36]:
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1. I>xepena nanux — Oy1b-sIK1 IPUCTPOI a00 MporpamMHe 3a0e3neueHHsl, 1110
reHepyroTh nojii 6esneku. Y riopuaHomy IT/OT cepenoBuiii 1ie BKIIOYAE:

— IT-mxepena: QaepBosid, KOMyTaTOpHU, MAPUIPYTU3ATOPU, KOHTPOJEPU
nomeny (Active Directory), VPN-koHIIeHTpaTOpH, aHTUBIPYCH, cepBepH [37].

— OT-mxepena: HMI-cranuii, imxenepni craniii (EWS), cepsepu icropii
(Historians), mpomuciiosi ¢gaepBoiu, mepexeni ceacopu OT.

2. PiBeHb 300py — KOMITOHEHTH, 1110 BiJIMOBIIAI0TH 3a 301p JaHUX 3 JKEPET.

— AreHTM —  TporpaMHe  3a0€3MEUCHHS, 10  BCTAaHOBIIIOETHCS
Oe3nocepelHb0 Ha KiHIeBUN npuctpid (Hampukian, HMI-cepsep) nns 300py
xypHainiB OC, moHiTopuHry ¢aimis toro. [Ipukiamgom moxxe 6ytu NXLog [38] ab6o
crieniaii3oBadi arentu (Hanpukiag, Wazuh Agent).

— Konektopu — cepBicH, 110 OTPUMYIOTh JIaHi 0€3 BCTAHOBJICHHS areHTIB,
BUKOPUCTOBYIOUYM CTaHAAPTHI NPOTOKOJIH, Takl K Syslog, SNMP, NetFlow, WMI,
a6o uepe3 API-inTerparii [39].

3. PiBerb 00p0OOKHM — KOMITOHEHTH, 1110 TOTYIOTh JIaHi JJIsI aHATI3Y.

— Ilapcunr — poIiec po300py HECTPYKTYPOBAHUX abo
HAIIBCTPYKTYPOBAHUX TEKCTOBUX KYPHAIIB Ta BUIIJICHHS 3 HUX 3HAUYIIUX IOJIB
(mamp., "IP-mxepena", "Ilopt", "IM'ss kopuctyBaua'").

— Hopmanizauisi — npuBeIeHHs pi3HOPIIHUX JaHUX (HAMPUKIIAM, KypHaJ
Windows mae "Event ID 4625", a sxypnan Linux — "Failed password") no eaunoro,
yHi(ikoBaHoro ¢opmary (Hanpukian, "User.Login.Failed") [38]. Lle xputuuHO
BKJIMBUH KPOK, IO JIO3BOJISIE KOPEITIOBATH TOIi1 3 PI3HUX THITIB IIPUCTPOIB.

4. PiBens anamiTuku (Analytics Layer) — "Mo3zok" SIEM-cuctemu.

— MexaHi3M Kopersilii — KOMIIOHEHT, 1110 B PeaJlbHOMY 4Yaci 3aCTOCOBYE
HaOlp MpaBWJI J0 HOPMAJII30BAHOTO TOTOKY TOJIM JIsi BUSBICHHS CKJIATHUX
natepHiB atak [36]. Hanmpukian, npaBuio Moxke BUTISAaTH Tak: "Skimio 5 momii
'User.Login.Failed' Big ogHOoro xopucryBaya BiAOydMCS NpOTAToM | XBWIMHH, a
notiMm BigOynacs 1 momis 'User.Login.Success' 3 [P-agpecu, sika panime He

m

Oauunacsi, — 3reHepyBaTH cropimenHs 'MoxuBa ataka Brute Force'.
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— Amnaniz noseminku (UEBA) — wMoaynl MallMHHOTO HaBYaHHS, IO
aHaJI3YIOTh MTOBEIIHKY B TPUBAJIIIIOMY YaCOBOMY BIKHI1 ISl BUSIBJICHHS aHOMAJTIi.

5. PiBenb 30epiranns: bazu nmaHux, 1m0 BUKOPUCTOBYIOTBCS JIJIsl 30€piraHHs
o0poOneHuXx AaHuX. 3a3BUYail BUKOPUCTOBYETHCS JBOPiBHEBA cucTema: 'rapsue"”
cxopumie (Hampukian, Elasticsearch, MySQL) nmns mBugkoro mocTymy Ta
aHAMITUKKA 3a OCTaHHI JHI/TWXKHI, Ta "XomomHe" cxoBwie (apxiB) IS
JIOBFOTPUBAJIOTO 30epiranHs (MiCSII/POKH) 3 METOI0 KOMILIAEHCY.

6. PiBeHb nipenicTaBiaeHHS — IHTEpQeiic s aHaTITHKIB.

— Indopmarniiini maHem — Bi3yami3allis KIIOYOBHUX METPUK O€3MeKH B
peasbHOMY Yaci.

— CucremMa CHOBINIEHP — MEXaHI3MHU MOBIJOMJICHHS AHAJITUKIB TIPO
BUSIBJICHI 1HITUICHTH.

— CucremMa 3BITHOCTI — I1HCTPYMEHTH JJId TeHepaiii 3BITIB IS

KEpPIBHUIITBA 200 ayIUTOPIB.

1.3.3 llpunuunu podoTu: :xkuTTEBUI MUK nmoaii y SIEM

[Iponiec kopensamii, mo € sapom SIEM, sBise co0orwo CKIagHUN
OararoeTanmHUil KOHBEEp OOpPOOKHM [aHWX, NPU3HAYCHHUN JJIs1 TEePETBOPEHHS
BENIMYE3HOro o0cAry "cupux" 1 ManoiHQOPMATUBHUX >KypHAIIB Y HEBEIUKY
KUIBKICTh 3HAUYIIUX Ta 1I€BUX CHOBIIIEHb NMPO 1HUIUAeHTH [38].

Ile#t mpoiiec BKIIIOYA€E HACTYITHI Kpoku [38]:

1. ®dinpTpamiss —  BiAcitoBaHHS oueBuaHoro '"mymy". Hampukian,
1H(OopMaIiiiHi MOB1IOMJICHHS PO YCIIIIHE BCTAHOBJICHHS 3'€THAHHS Ha (aepBoJIl,
K1 HE HECYTb IIIHHOCTI /i1 0€3MEeKH, MOXKYTh OyTH BiA(1IBTPOBaHI, 00 3MEHIIIUTH
HAaBaHTAKCHHS Ha CUCTEMY.

2. Arperatiss Ta AenyrUiikamis — o00'€IHaHHS OJHAKOBUX a00 CXOMXHUX
nofdid, mo BiAOYIUCSA 3a KOPOTKUN MPOMDKOK 4Yacy, B oaHy. Skmio ¢aipBoi
3absokyBaB 1000 omHakoBux makeTiB 3 ojaHiel [P-agpecu 3a 1 cekynny, SIEM ne
ctBoputh 1000 oxkpemux croBimieHb, a crBoputh onne: "[lomis 'Firewall.Block'

ctanacs 1000 pa3iB".
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3. MackyBaHHsI — THMYacOBE ITHOPYBaHHS CIIOBIIIECHb, SIKI € OYIKYBaHUM
HACJIIKOM BiloMuX Iid. Hampukian, sSKIIO aaMIHICTpAaTOp IMPOBOJMUTH IJIAHOBE
obOciyroByBanHs cepepa 3 14:00 mo 15:00, cucrema Moxke OyTH HajamToBaHa HA
MacKyBaHHs CHOBIIIEHb Tpo "BTpary 3B's3Kky 3 cepBepoM" y 1iel IPOMIKOK Jacy,
00 YHUKHYTH XUOHUX TPUBOT.

4. Kopensiiis — BIacHe, aHAITUYHUH €Tall, e CUCTeMa IITYKA€E 3B'I3KU MK
PI3HUMH HOpPMaJIi30BaHUMH TIOISIMH 3 PI3HUX JIPKEpe, 3aCTOCOBYIOUHN ITpaBuUiia abo
mozemni [39].

5. AHani3 nepuonpuYuHu — HaWOLIBII CKJIAJHUM ertar, e cucteMa (abo
aHATITHK 3a JOTIOMOT 010 1HCTpYMeHTiB SIEM) HamaraeTbcst BU3HAUUTH HE JIUIIIE 1110
cTajocs, aie i yoMy. lle Moxe BkiItOUaTH MOOYIOBY Jiarpam 3aJIeXKHOCTEH, 1100

MPOCIIKYBATH JAHITIOKOK MOJI1H /IO MOYaTKOBOT MEPIIONPUYMHU IHIUAEHTY [38].

1.4 IopiBHsAIbLHMI orJjiAx cyyacHux cucteM SIEM

Punok SIEM-pilieHb € BUCOKOKOHKYPEHTHUM 1 BKIIIOYA€ $IK TMOTYXHI
KOMEPIIiiHI MIaTGOpMH BiJl TITAHTIB 1IHAYCTPIi, TaK 1 THYUYK] PIICHHS 3 BIAKPUTUM
KogoM. Bubip koHkpeTrHoi miatdopmu s aBromaTtuzaiii MoHiTopuHry KIC
3aJIeKUTh BIJ HHU3KH crenudiuaux ¢GakTopiB, M0 BUIUIMBAIOTH 3 aHAJI3Y,

MPOBEJICHOTO B MOMEPE/IHIX MiIPO3/1Iax.

1.4.1 Kpurepii ouinku SIEM nus cepegoBuin KIC

Jliis 00'eKTUBHOTO TMOPIBHSIHHS Ta OOIPYHTYBaHHSA BHOOpY IUIaT)OpMH,
HEOOXI1THO BU3HAUYUTU KPUTEPIi OLIHKH, IO BiAOOpaXaroTh crielU(iuHl BUKIUKU
3axucty KIC (omucani B 1.1 Ta 1.2):

1. Mogens minensyBanas Ta Bapticth (TCO): xomepriitHa (3a oOcsrom
nanux (GB/day) ab6o xkimbkicTio momid 3a cekyHay (EPS)) uu Open-Source

(Oe3kommTOBHA JIIICH31s).
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2. ApxiTekTypa Ta THyYKiCTh: MOKJIUBICTb PO3TOPTaHHS On-premise (1o €
BUMOrow s i3ompoBaHux OT-mepex), rHydkicTb Ta '"Bara" areHTtiB (s
CyMiCHOCTI 3 legacy-cuctemamMu), MOTyJIbHICTh TUIAT(HOPMHU.

3. OcHoBuuii (ynkiionan (SIEM/EDR/XDR): uyn € ue uuctum SIEM
(arperaTop XypHaiiB), uu Tuiatgopma o0'enHye QyHKIIIT 3aXUCTy KIHIIEBUX TOYOK
(EDR) Ta po3mupenoro BusiBneHHs (XDR)?

4. Kputnuni ¢yukmii aas OT: HasgBHICT, BOYJIOBaHMX MOAYJIB, IO
peani3yoTh KoMIeHcamiiai koHTpou NIST:

— Mouitopunr 1umicHocti  (aitmie  (FIM): s BiacTeXXeHHS 3MiH Y
koHpiryparisx PLC/SCADA (3axucrt Bix 3arpo3 tumy Triton).

— Bussnenns BpazmuBocted (VD): mig iHBeHTapu3ailii Ta MOHITOPUHITY
BpasnuBocTel Ha 3actapiinx HMI/EWS.

5. Iligtpumka OT/ICS: HasBHICTH BOYAOBaHUX MapCcePiB ISl HPOMUCIOBUX
IIPOTOKOJIB a00 MOMIIMBICTH 1HTErpauii 31 cnemiaitizoBanumu OT-ceHcopamu.

6. MacmraboBaHiCTh  Ta  CHUIBHOTA:  JIETKICTh  TOPH30HTAJILHOTO
MaciITa0yBaHHS Ta HASIBHICTh aKTUBHOI CIUIBHOTH (JJ1s1 Open-source) abo SKICHOI

KOMEPIIIHHOT MATPUMKH.

1.4.2 IlopiBHAIbHUI aHAJII3 KIIOY0BHUX PillIeHb

Ha ocHOBI BU3HaUeHUX KpUTEPIiB, MPOBEAEMO aHaII3 YOTUPHOX MIATHOPM:
nBox komepiiaux diaepiB (Splunk, IBM QRadar), Busnanux Gartner, Ta gBOX

MPOBIAHMX pilieHb 3 BiAKkpuTuM KojoMm (Elastic SIEM, Wazuh).

Tabmuus 1.3 — IopiBasutbHUM aHai3 npoBigHux SIEM-pimiens

Splunk .
. Elastic SIEM
Ilaardopma Enterp.rlse IBM QRadar (ELK Stack) Wazuh
Security
Komepmiitaa Open-Source (ELK

Kowmepuiitna
(ty>ke BUCOKa pi

Monaeian . (BHCOKa BapTICTb, . .
. BapTiCTh, HA . KOMEPIiHHIMH (OBHICTIO
JileH3yBaHHSH . Ha ocHoB1 EPS Ta . .
OCHOBI 00csATYy . minensismu (X- OE3KOIITOBHO)
MIOTOKIB)
JTAHUX ) Pack)

Stack), 3 mnataumu | Open-Source
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[Iponorxenus Tadmauii 1.3

Splunk
Elastic SIEM
Iliaardopma Enterprise IBM QRadar Wazuh
bop P! Q (ELK Stack)
Security
SIEM . SIEM, XDR
. . SIEM, Ananituka Log Management, ’ ’
OcHoBHUI Anaituka, : EDR
PpyHnkuionan [TnaTdopma notoxis (QFlow), SIEM, (yHidikoBaHa
y UEBA Observability
JaHUX iargopma)
. Yepes nogatku Yepes nogatku . BOynoBano
MoHniTopuHT Pe3 201 pes 2O Yepes Elastic YA
. . . (Apps) abo (Apps) abo (kmrouoBa
uisticHoCTI Agent (Beat) s
Splunk UFA areHTH byHKIIIs)
Uepes okpemuid BOynoBano
BusiBiienns UYepes nonatku . OomexeHo / uepe3
Bpa3JMBoCTeil Ta IHTETpaIliio [UIATHITH MOLY b 1HTErpario (rmouoBa
(QVM) bynKuis)
Universal Bumarac Jlerkuit
I'nyukicTn Forwarder . Elastic Agent / areHr,
. . anpantepiB (DMS) . .
areHTiB (BiZHOCHO . Beats (rHyuknit) MIITPUMKA
" “n a0o0 arcHTIB
BOKKHI legacy OC
Bucoxka
. Jyxe BUCOKa . Cepenns
CKJIQJIHICTh . Bucoka cknagHicTh .
. CKJIQ/IHICTb, CKJIQ/IHICTb,
Cxaaanicrts / HaJIaIllTyBaHHS, A HaJTAIITyBaHHS Ta
. . 3actrapiumui Ul, .. CUJIbHA Ta
IMinTpumka BiJIMiHHA . aJIMiHICTpyBaHHS
o BHCOKI BUMOTH JI0 aKTHUBHA
KOMepIIiitHa KJlacTepa .
] 00CITyTOBYBaHHS CIIJIbHOTA
MiATPUMKA
Bucoxka
. JIETK1
IIpupaTtHicT Bucoka (gepe3 Bucoxka (uepes (
Cepenns (Bumarae areHTH,
nas OT JIO/TaTKM), aJie JOJIaTKM), ajie B .
(3acTapiii HAJI3BUYANHO CKJIaJIHa Ta SHatHolL BOynoBai
P ! . . KacTomi3arlii) FIM/VD,
CHUCTEMH) BHCOKA BapTiCTh opora
HYJIbOBa
BapTICTh)

Jlxepeno: ckinaaeHo Ha ocHOBI [40]

1.4.3 AnaJii3 KoMepuiifHuX JigepiB

Splunk Bxe Garato pokiB € migepoM "Mariunoro kBaapanty" Gartner st

SIEM [41]. Moro Oe33amepeyHa mnepeBara — HaJ3BUYailHA MOTYXKHICTb MOBH

nomryky (SPL), THyuYkicTh aHamMITHKKA Ta BEJIWYE3HA EKOCHCTeMa JOJaTKIB

(Splunkbase) [42]. OnHak, OTO TOJIOBHUM HEIOJIIKOM € MOJIEIb JIIEH3YBaHHSI, 110
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0a3yeTbcs Ha 00CsI31 TaHUX, IO 1HAEKCYIOThCs Ha AeHb [43]. ¥V cepenoBumiax OT,
K1 TEHEPYIOTh BETMYE3H1 00CATH TeIeMETpii Ta *KypHaJiB, BapTICTh JineH3ii Splunk
CTa€ aCTPOHOMIYHOIO, III0 POOUTH WOTO HEAOCTYITHUM JIsl 0araTh0X, OCOOIMBO IS
aKaJIEMIYHUX TOCIIKEHD.

IBM QRadar Takox € GaraTopiuanm ninepoM puaky [40]. Moro cuisHOO
CTOPOHOIO TPAJUIIIITHO BBAXKAETHCS MOTYKHUI MeXaHi3M Kopessiiii "3 kopoOku" Ta
yHIKaJdbHa 3[aTHICTh aHANI3yBaTH HE JIMIIE XYypHAIH, alle W MEpeKeBl MOTOKH
(QFlows) [44]. Ilpore, kopucTyBaul Ta aHAJIITHKH BIJA3HAYAIOTh '3HAUYHY
CKJIAQJHICTR" CHCTEMH, BHUCOKI BHUMOTH JIO0 OOCIYyrOBYBaHHS Ta '"3acTapuiuid i
He3po3yMinuil" iHTepdenc KopucTyBaya, 10 YCKJIAJHIOE MIBUJKE pearyBaHHS Ta

HaBYaHHS aHAJITHKIB [44].
1.4.4 Oo0rpynryBanns sBudopy Wazuh

Ha ocHOBI KOMIUIEKCHOTO aHami3y cTaHaapTiB MoHitopuHry (1.1),
cnenugiunux 3arpo3 aasa KIC (1.2) Tta nopiBHsUIBHOrO aHanizy TexHojorii (1.4),
BuOip miathopmu Wazuh ays momanmbIioro JOCHIKEHHS Ta MPAKTUYHOTO
pPO3rOpTaHHS B paMKax JaHOI MariCTepChbKOl aAucepTallii 0OIPyHTOBYETHCS HU3KOIO
KJIIOYOBHX, B3a€MOIIOB'I3aHUX apTyMEHTIB.

Wazuh o6pano He TomMy, 110 BiH € "kpamuM" 3a Splunk y 3aransHOMYy ceHcl,
a TOMy, 1110 MOTr0 apXiTeKTypa Ta Hal0lp BOYIOBaHUX (PYHKIIIN € ONTUMAIbHUMHU IS
BUPIIIEHHS crienu(IYHUX 3aBJaHb aBTOMATHU3aIlli MOHITOPUHTY B T€TEPOTCHHUX,
Bpa3JIMBHUX Ta KPUTUYHUX CEPEIOBUIIAX KOMIT FOTEPHO-IHTETPOBAaHUX CHUCTEM.

1. ApxXiTeKTypHa BIAMOBIIHICTh KOMIIEHCAIIHHUM KOHTpOJIsiM NIST

Sk 6yno BcranosieHo B miapo3aiii 1.1, craumapt NIST SP 800-82r3 Busnae
HEMOXIJIUBICTh ~ IpsMOro  ayauty 3actapumx OT-mpuctpoiB 1 BHUMarae
BIIPOBAHKCHHS "KOMIICHCAIIHHUX KOHTPOJIB". SIK OyJI0 BCTAHOBJICHO B MIAPO3.ILIL
1.2, mHaitHeOe3neunimn ataku (Triton) peami3yroTbCcsi dYepe3 MaHIMyJISIi0
KOH(pirypamiiinumMu ¢aityiaMu Ta IpoeKTaMHu Ha iHxkeHepHux craHiisx (EWS) Tta

cepsepax HMIL.
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Wazuh namae moryxuuii, BOynoBanuii monyib File Integrity Monitoring
(FIM) [45]. BcranoBnenns areata Wazuh nva HMI-craniito abo EWS no3Bosisie B
PEXKHMI PEAIbHOTO Yacy BiACTEKYBaTH Oy/b-AKi 3MIHU (CTBOPEHHS, MOAU(IKAIIIIO,
BUJIAJICHHS) Y KpuTUyHUX Qaitnax koHdpirypamii SCADA a6o npoekrax PLC [45].

Takum unnom, Wazuh no3Bosisie ieanbHO peastizyBaTH KOMIICHCAIlIHHUN
koHTposb SI-4 "Information Integrity", pekomenmoBanuit NIST, ans nportunii
3arpo3aMm HaBHUIIOTO PiBHs, MOAI0HUM /10 Triton. SIKI0 3710BMUCHUK a00 1HCaMaep
cnpobye moaudikyBaTH JOTIKy KoHTpoJiepa, FIM-momyns Wazuh HeraiiHo
3adikcye 3Miny y daiini npoekty Ha EWS 1 3reHepye crioBimeHHs, IIie 10 TOro, sK
HIKIJJIMBUAN KOJ] IOTPANUTh Ha KOHTPOJIEP.

2. IlpoaktuBHe yrpaBiiHHs BpaznuBocTsiMu B KIC

Sk Oyno mokazano B 1.2, KIC-cepenoBuia HacudeHi 3actapiaum [13, 1o
npamoe Ha HemiaTpumyBaHux OC (legacy OS) 1 mae 0e3mid  BIIOMHUX
BpasnuBocTed. PydHa IHBEHTapu3alisl HUX BPA3IUBOCTEN € Hee(hEKTUBHOIO.

Wazuh mae BOynoBanwmii Moy Vulnerability Detection (VD) [46]. Arent
Wazuh nepiogu4Ho ckaHy€e CIMCOK BCTAHOBJIEHOT'O MPOTrPaMHOro 3a0e3MeYeHHs Ha
KOHTpOJIbOBaHOMY By371 (Hanpukiaa, HMI) 1 Bignpas:sie fioro Ha cepBep. CepBep
Wazuh 3icraBnse neit cnucok 3 oHoBmoBaHuMHu 6a3zamu gaHux CVE (Common
Vulnerabilities and Exposures), Takumu sik NVD.

Ile mo3Boisiie aBTOMATU3YyBAaTH TIpolieC OE3MEePEPBHOTO MOHITOPUHTY
BpaznuBocTer Ha kpuTtuuHuX By3nax KIC [47]. CucTeMa He JHIle pearye Ha aTakw,
aJie i MpOaKTUBHO BKa3y€e Ha CIA0K1 MiCIIs, IO JO3BOJISIE TPIOPUTE3YBATH 3aXO0H 13
3aXUCTy (HAMPUKIIAM, BIPTYyadbHUN TATYMHT 200 TOJATKOBY CETMEHTAIIIIO).

3. ExoHoMmi4Ha Ta JOCIIIHUIEKA JOIIJILHICTE

Wazuh € moBHicTIO 6€3KOIITOBHUM PIIICHHSIM 3 BIIKpUTUM KojioM [48]. Lle
Mae€ JIB1 KJIIOUOBI MepeBaru Jijisi MariCTepChKoi JucepTallii:

1) [IpakTruHa: 103BOJISIE TPOBECTH TIOBHE PO3TOPTAHHS, TECTYBAaHHS Ta
BaJIiaIlito PiIlieHHs B 1abopaTopHUX yMOBax 0e3 Oyab-skux (DiHAHCOBHX BUTpAT.

2) AkanemivyHa: MpoO30pICTh KOJy Ta THYYKICTh KOH(QIrypailii (HamucaHHS

BJIACHUX TIPaBUJ, JEKOAEPIB) JO3BOJISIIOTH TITMOOKO JOCTIAUTH Ta MOIU(DIKyBaTH
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JoTiKy Kopensiii. 1le € HeMOXIUBUM y KOMEPIIMHUX "JOpHMX CKpUHBKax'", Jie
Jorika poOOTH MpUXOBaHa Bija AociigHuka [49].

4. YuidikoBana miardopma

Ha Binminy Bin 6ararpbox iHmmx SIEM, Wazuh He € npocTo arperatopom
XKypHamiB. BiH 3 camoro mouaTky MpOeKTyBaBcs K riOpuaHa miatdopma, M0
noequye SIEM (ueHTpani3oBaHui aHami3 xypHaiiB Ha cepBepi) Ta XDR/EDR
(rmrOOKMI MOHITOPUHT KiHIIEBUX TOYOK Yepe3 areHTiB) [50].

Ile mae 3HayHO OaraTIIMii KOHTEKCT JJIs BUSBICHHS 3arpo3. TpaauiiifHuii
SIEM OGauutes noaito: "XKypuan ¢aitpona: [P 192.168.1.10 (HMI) 3'ennaBcs 3i
snoBmucHuM IP 10.20.30.40". Wazuh Oauuth He auiie 1€, aje W OJHOYACHO
orpuMye mnoxito Bixm areHta Ha HMI: "IIpouec 'svchost.exe' (PID 1234) 3
0aTbKIBCHKUM TMporiecoM 'explorer.exe' iHII[iIOBaB MeEpeXeBe 3'€THAHHSA 3
10.20.30.40". Lle 103BOJIsIE MUTTEBO KOPEIOBATU MEPEKEBY MOAII0 3 KOHKPETHUM

CKOMITPOMETOBAHHUM IPOIIECOM HA KIHIEBIA TOYIII.

1.5 ITocTanoBKA 3aBIaHHS MaricTePCLKOI JUcepTamii

BignoBigHo 10 mOCTaBiIeHOT METH JOCHIIKEHHS, B PpOOOTI HEOOXiITHO
BUPIIIUTH HACTYITHI HAYKOBO-TEXHIYHI Ta MPAKTUYHI 3aBAAHHS:

1. [IpoananizyBaTu apxiTekTypy Ta HOpuHIUnu podotn SIEM-cuctemu
Wazuh nns ii BnpoBaaKeHHS.

2. 3A1iCHUTH TPAKTUYHE PO3TOPTaHHS Ta KOHQITYpallil0 KOMIIOHEHTIB
CUCTEMU: pO3ropHyTH rinepsizop VMware ESXi, BCTaHOBUTU CEpBEpHY YACTUHY
Wazuh na 6a31i Ubuntu Ta iHTerpyBaT reteporeHH1 KiIieHTChKi cuctemu (Windows,
Linux) mmsixoM BCTAaHOBJICHHS Ta PEECTpAIlii areHTIB.

3. HaymamryBat mexaHi3Mu aBTOMaTH3allii 300py >KypHalIiB Ta aHATI3y
naHuX O0e3MeKH B PO3TOPHYTIH iHPPACTPYKTYPI.

4. Po3pobutH creHapii Ta MNPOBECTH MOJAECIIOBAHHSA THUIIOBUX 3arpo3
Oe3neku, 30KpemMa HEeBJAIMX CHpo0 aBTOpU3allii, s eKCIepUMEHTAIbHOT

MEePEBIPKU MPaIe31aTHOCTI CUCTEMH.
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5. IlpoananizyBatu pe3yapTaTu eKCIIEPUMEHTY: JOCTIINTH
CHpalbOBYBaHHs MpaBwi Kopensamii B Wazuh, npoaHanizyBaTu 3reHEpOBaHi
KypHAJIU TO/1 Ta HA/IaTH OLIHKY €(EeKTUBHOCTI CHCTEMH 11010 BUSIBJICHHS 3arpo3.

6. BusHauuTH MEpCreKTUBU PO3BUTKY 3alpPOINOHOBAHOTO pIllIEHHS Ta
JOCTIANTHA MOJIMBOCTI MO0 iHTerpailii y MpOMHUCIOBI KOMIT IOTEPHO-1HTETPOBaHi
CepeI0BHIIIA.

7. Po3poOUTH KOHIIEIIIIIO CTapTaN-IIPOEKTY JIJIsi KOMepIiamti3ailii pillieHHs 3
aBTOMAaTH3allli MOHITOPHHTY, IO BKJIIOYA€ aHaji3 PUHKY, PO3POOKY PHUHKOBOT

CTparterii Ta MapKETUHTOBOI MPOTPaMH.

BucnoBku 10 posaiay 1

VY nepuioMy po3aii MariCTepchbKoi JucepTarii MpoBEAEHO KOMILICKCHUN
aHaJll3 TEOPETUYHUX Ta NPAKTUYHUX OCHOB MOHITOPHUHIY 3arpo3 y KOMII IOTEPHO-
IHTEIrPOBAaHUX CHUCTEMax. AHajl3 J03BOJIUB C(HOPMYJIOBATH HU3KY KIFOUOBUX
BHCHOBKIB, IO JISITJIM B OCHOBY TOJIJIBIIIOTO JTOCIIIKCHHS.

1. Bcranosneno, mo moHiTopunr KIC ¢yHnamMeHTanbsHO BiAPI3HAETHCS Bij
MoHITOpUHrY IT-cricTem uepe3 iHBepCito MpiOpUTETIB Oe3MekH, e PpizuyHa Oe3neka
Ta JOCTYIHICTh MPOLIECY € BXKIMBIIMIUMH 32 KOH(IIEHIIHHICTD, Ta YePe3 MACOBY
HasBHICTh 3actapiioro (legacy) oOnaanannHs. LI dakTopu yHEMOXIMBIIOIOTH
npsiMe 3acTocyBaHHs Oaratbox IT-Mmiaxo/iB, 30KpeMa aKTUBHOTO CKaHYBaHHS.

2. CyuacHi crtparerii moniTopunry KIC 06a3yroThcsi Ha MiXKHAPOIHUX
ctangaptax, 3okpema [EC 62443 ta NIST SP 800-82r3. KiitouoBUMU KOHIIEIIISIMH,
[0 BUIUIMBAIOTH 3 IIUX CTAHNAPTIB, €: 1) apXiTeKTypHa CETMEHTAIlisl MEpeki Ha
"3oun Ta Kanamu" (3a IEC 62443) nns xoHTpodro iHGOpMAIITHUX MOTOKIB;
2) BrmpoBajkeHHs "komneHcauniiHux koHTpomiB" (3a NIST SP 800-82r3) nns
MOHITOPUHTY THUX TPHUCTPOIB, SKI HE MIATPUMYIOTH ayJUT, IUIIXOM KOHTPOJIO
ixHporo oroueHHs (Hanpukmnan, HMI ra EWS).

3. JJannmadt 3arpo3 gy KIC eBosroriionyBaB Biji 3arajbHOTO MIKITUBOTO
[13 1o BucoKocmemiami3oBaHUX KiOep(hI3MUHUX aTak, pPO3pOOJICHHX MM

crpuyruHeHHs GI3UYHUX PYHHYBaHb. AHaI3 TMpPELEICHTIB, 30Kpema Stuxnet,
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CrashOverride Ta Triton, 1eMOHCTpY€ HAaWBUINMKA PIBEHB 3arPO3U: HIECIPSIMOBaHY
ataky Ha Cucremu I[HcTpymenranbHoi besnexu (SIS) 3 meroro HeiTpamizarii
3aXMCTy Ta CIIPUIUHEHHS TEXHOTEHHOT KaTacTpodw.

4. Texnomnorii SIEM € sanpom cydacHux 1eHTpiB MoHiTOpuHTy (SOC),
OCKIJTbKM BOHHU JIO3BOJIAIOTH IICHTPATI30BAaHO 30MpaTH Ta KOPEIIOBAaTH JaHi 3
pI3HOPITHUX JpKepen. BoHM eBOMIOIIOHYBa N Bl MPOCTUX arperatopisB >KypHasiB
JI0 1HTEJEKTYaJIbHUX CHUCTEM, 110 BKJIIOYaroTh NoBeaiHkoBui aHaniz (UEBA) ta
3acobu aBromaTu3aiii pearyBanus (SOAR).

5. [IpoBenenuit nopiBHsUIbHUM aHami3 mpoBiaHuX SIEM-pimens (Splunk,
IBM QRadar, Elastic SIEM, Wazuh) Ta nogansiiie o0rpyHTYBaHHS MOKa3aju, 110
matdopma Wazuh € ontuMaibHUM BUOOPOM JUIs 3aBllaHb JlaHOi aucepTalii. Llei
BUOIp OOTPYHTOBYETHCS HE 3aralIbHOIO TIEPEBATol0, a CIICHU(PIYHOI0 apXITEKTYPHOIO
BianoBigHicTIO BUKIMKaM KIC. 3okpema, HasBHicTh y Wazuh mnoTyxHHX
BOynoBanux moxnytiB File Integrity Monitoring (FIM) Ta Vulnerability Detection
(VD) no3Bonsie Oe3nocepeiHb0  peani3yBaTh  "KOMIIEHCAIIMHI  KOHTPOJH",
HeoOX1H1 st MOHITOpUHTY 3actapinux HMI/EWS ta mpotunii 3arpo3zam Tuiy
Triton. Mogens open-source Ta yHidikoaHa apxiTektypa (SIEM+XDR) pobmsts ii
171eaTbHOI0  TUIATGOPMOIO  JIJISE  aKaJEeMIYHOTO JOCHIKCHHS Ta MPAaKTUYHOI

peasi3allii aBTOMaTU30BaHOI CHCTEMH MOHITOPHUHTY.
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PO3/IL 2. PO3TOPTAHHS ABTOMATHU30BAHOI CUCTEMHU
MOHITOPHUHIY 3AI'PO3

2.1 Apxirekrypa ta npuauun poootu SIEM-cucremun Wazuh
2.1.1 3aranbHa xapakrepuctuka Wazuh sik SIEM-niiargpopmu

Wazuh € cywacnHoro Binkputoro miatgpopmoro kimacy SIEM Tta XDR,
OpIEHTOBAHOIO Ha 3a0€3MEUYECHHS KOMILJIEKCHOTO MOHITOPUHTY O€3MeKH, BUSBICHHS
IHIUJEHTIB, aHANI3y JKypHAJIIB Ta BIAMOBIJIHOCTEH HOPMAaTUBHUM BHMOTaM.
ApXITeKTypa CHUCTeMHM I[00yJ0BaHa MOJYJIBHO Ta MAacIITa0OBaHO: OKpeMi
KOMITOHEHTH BIIMOBIIAIOTh 3a 30Ip JaHUX, aHATITHYHY OOpOOKY, 30epeKeHHS
1H(dopmarii Ta ii momaneiny Bizyanmizailito. Taka CTpyKTypa Ja€ 3MOTy ajanTyBaTh
m1aTpopMy A0 PI3HMX MaclITadlB IHPPACTPYKTYpU — BIJ HEBEIUKHX POOOUMX
rpyn JI0 pO3MOJIIEHUX KOPIIOPATUBHUX Ta IHTEIPOBAHUX CEPETOBHILL.

OcHOBOI poOOTH CUCTEMHU € B3aEMOJIISI MK areHTaMU, BCTAHOBJIEHUMH Ha
KOHTPOJIbOBAaHUX BY3Jax, Ta IEHTPATHbHIMHA KOMIIOHEHTAMH — CEPBEPOM aHai3y,
1HJIeKcaTopoM Ta iHdopMaliitHo nanemto. JlogatkoBo Wazuh nigrpumye podoty
3 areHTless-KkepenaMu, TaKUMH SIK MepexeBe OOJIaJHaHHS YMd CUCTEeMaMH 0e3
MO>KJIMBOCTI BCTAHOBJICHHSI TpPAJIWIIMHUX AareHTiB. 3aBIAKH IIbOMY CHCTEMa
OXOIUTIOE TIOBHUM CIIEKTP AKTUBIB — BIJ KIHIEBUX MPHUCTPOIB 1 CEpBEPIB [0

XMapHUX CEPEOBUII Ta KOHTEMHEPU30BAHUX TLIIATHOPM.
2.1.2 Jloriuna apxirektypa cucremu Wazuh

Apxitektypa Wazuh ckiaga€eThcs 3 HOTUPHOX KIIFOUOBHX €J1eMEHTIB [S1]:
1. Wazuh Agent.

2. Wazuh Server.

3. Wazuh Indexer.

4. Wazuh Dashboard.
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Pucynok 1.1 — 3aransHa MmotyinpHa cxeMa apxiTektypu Wazuh [51]

2.1.3 Komnonent Wazuh Agent

Wazuh Agent — 1€ KIIEHTCBKMII MOAYJb, SKHH pPO3MINIYEThCA Ha
HIMPOKOMY CIIEKTP1 MPHUCTPOiB: POOOUMX CTAHIISAX, CEpPBEPAX, KOHTEHHEPHUX
By3JlaX, XMapHUX 1HCTaHcax Tomo [52]. OcHOBHa (YHKIlS areHTa MOJsrae y
nocTiitHoMy 300pi iH(pOopMallii Ipo OE3MEKOBUI CTaH CUCTEMH.

3aranpHuil HAO1p MOMIIMBOCTEH areHTa BKITIOYAE:

— 301p JIOTIB OIEpaIiitHOT CUCTEMH Ta 3aCTOCYHKIB,;

— BUKOHAHHA IHBEHTapU3alii anapaTHOro Ta MPOrpaMHOro 3a0e3MneyeHHs;

— KOHTpOJb mimicHocTI (aiinis (FIM);

— MOHITOpPHUHT KoHpirypauii 6e3neku (SCA);

— BUSBJICHHS PYTKITIB Ta aHOMaJIIif;

— peaxkirito Ha iHnuaeHTH (Active Response);

— MOHITOPUHT KOHTEHHEPHOI'O Ta XMAPHOI'O CEPEIOBHUIIIA.
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Pucynok 1.2 — MoaynesHa cxema apxitekrypu Wazuh Agent [52]

ATeHT 3I11CHIOE TOTIepeIHI0 00pOOKY JaHUX: HOpMaiizye dopMmar, Joaae
MeTanaHi (i1eHTH(iKaTop By3ia, YaCOBI MITKH, THIl JUKEPEIa), BAKOHYE JIOKAIbHI
NepeBIpKHU LUIICHOCTI (paitiiB, aHami3ye KOHGITYypallli Ha BIAMOBIAHICTh MOJITUKAM
oe3neku. [licia uporo nmoxaii mmdpyroThes (TunoBo AES 3 256-01THUME KITFOUaMu)
1 mepeaarotbest Ha Wazuh Server no 3axuiieHoMy KaHaiy [52].

Wazuh migTtpumye Takox —agentless-MOHITOPUHT JJIE  MEPEKEBOTO
oOJlaTHaHHS ¥ CHCTEM, JI€ BCTAHOBJICHHS areHTa HEMOXXJIWBE (HampuKIaa, JIesKi
anmaparui firewall a6o crapi UNIX-cucremn). Y 1pOMy BHUMAIKy JOT-JaH1

HaaxoaaTh yepe3 Syslog abo SSH 6e3nmocepenHbo Ha ceprep.

2.1.4 KomnonentT Wazuh Server

Wazuh Server € nieHTpaJIbHUM KOMIIOHEHTOM — JIOTTYHHUM SIIPOM CHUCTEMH,
y sIKOMY peajizoBaHo [53]:

— cIy>k0y MIJIKIIOYeHHs areHTiB (agent connection service);

— cyx0y peectpartii Ta Bujaui krodiB (agent enrollment);

— anaumizaTop noaiit (Analysis engine);

— knactepuuii gemoH (cluster daemon) st pobotu y OGaraToBy3i0Bii

KOH(Irypalriii;
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— inTerpoBanuii Filebeat, mo excrnoptye npoanainizoBaHi nojii 10 Wazuh

indexer.

Pucynok 1.3 — MopaynbsHa cxema apxitektypu Wazuh Server [53]

OcHoBHi ¢ynHkiii Wazuh Server:

1. KepyBanHs areHTamu: IEHTpaJli30BaHE JIOAaBaHHS, BUIAJICHHS,
NPUB’S3Ka 0 TPYyI, PO3MOBCIOIKEHHS KOH(ITypaliid, OHOBJICHHS.

2. IlpuiiManHs Ta Oy pepusanis noaiii: cepBep NpuiMae MOTIK MOBITOMIICHb
Bix areHtiB (TCP/UDP 1514 3a 3amoB4yBaHHSM), MOMIIIAE 1X Y BHYTPIIIHI YePTU
(FIFO) 1 po3nofiisie Mi>k MOTOKaMH OOPOOKHU.

3. JlekomyBaHHsS Ta HOpMaji3allis: 3a JOTOMOTOI JICKOACPIB IMOIIi
MEPETBOPIOIOTHCA Yy CTPYKTYpOBaHUM BUTJs (ToJis: JpKepeno, kopuctysad, IP-
ajzpeca, CTaTyc ornepartii ToIIo).

4.3acTocyBaHHS TPABWI: 10 HOPMATI30BAaHUX TMOJINA 3aCTOCOBYETHCS
npaBuia, fKl ONHCYIOTh YMOBHU BHSIBJICHHS MiA03pUIOT aKTUBHOCTI: HeBHala
ayTeHTu]ikailisi, CKaHyBaHHS IMOPTIB, 3MiHA KPUTUIHHX (HalIiB, 3ayCK M1T03PUTUX
MPOIIECIB TOIIIO.

5. 'enepaliisi CHOBIIIEHb 1 AKTUBHA PEAKIIisl: PHU CHPallbOBYBAHHI MPABUII
CTBOPIOIOTBCSI aliepTH, K1 MOXKYTh 3amyckatu Active response — BHKOHAHHS
cKkpunTiB OsiokyBaHHs [P, 3aBepiiieHHs mporieciB, BUAAICHHS IKIIIUBUX (PailiiB Ta

1HI 1.
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2.1.5 Komnonent Wazuh Indexer

Wazuh Indexer — 1e KkiacTepHa cHCTeMa TIONIYKY W aHATITHKH,
noOynoBana Ha ocHOBI OpenSearch [54]. Bona otpumye notik noxiit Bix Wazuh
Server uepe3 Filebeat ta:

— 1HJIEKCYE JaHl y 4aCOBUX 1HICKCAX;

— 3abe3neuye MIBUAKUHN MOLIYK, (PIIbTpaIliio Ta arperariii;

— CIY>KUTh CXOBHIIIEM JUTSI TOBTOCTPOKOBOTO 30€piraHHs KypHAITIB.

Indexer Moxe po3ropraTucs sK:

— OJIHOBY3JIOBUM BapiaHT JJII TECTOBUX a00 HEBEJIMKUX 1HCTAJIAIIIM;

— KJacTep 3 JEKUIBKOX HOJ JUIsl BEJMKUX 1HQPACTPYKTYP 3 BEIHUKOIO

KUIBKICTIO ar€HTIB Ta BUCOKUM IIOTOKOM ITOM1M.

Pucynok 1.4 — MoaynesHa cxema apxitektypu Wazuh Indexer [54]

2.1.6 Kommonent Wazuh Dashboard

Wazuh Dashboard — BeG-k0oHCOIIb, Yepe3 Ky aAMiHICTpaTOP Ta AaHATITHKU
SOC B3aemonitoTh 13 maTdopmoro [55].

OCHOBHI MOXKJIUBOCTI:

— Bi3yaJi3ailis aJiepTiB, )KypHAJIIB Ta METPUK OE3IMEKH B peaIbHOMY 4aci;

— KEpyBaHHSl areHTamu: TMEperjsj CTaTycy, BKJIIOYEHHS/BIAKIIOYEHHS

MOJ1yJIiB, HAJAIITYBaHHS )KepeJ JIOT1B;
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— 1HCTPYMEHTHU PO3pOOHMKA: TECTYBaHHS BJIACHUX IpPaBWJI 1 JEKOJIEPIB,
B3aemomia 3 APl Wazuh server ta Wazuh indexer.

Dashboard otpumye nani 3 Indexer Ta 3Bepraetscst 1o API cepsepa (mopt
55000/TCP 3a 3aMoBuYyBaHHSIM) nJisi BigoOpa)keHHs KOHQIrypariid, CTaTyciB 1
BUKOHAHHS KEPYBAJILHUX ormepariiid. Yci 3’egHanHs 3axumieni TLS, a goctyn

KOHTPOJIOETHCS POJISIMU I 00JIIKOBUMH 3amucamu [55].

Pucynok 1.5 — Be6-inTepdeiic maneni kepyBanus Wazuh

2.1.7 Tonmousorist po3roprannsa Wazuh

Wazuh migTpumye Kiibka THUIOBUX CIIEHApIiB  PO3TOPTAHHS, IO
BIJIPI3HSAIOTHCS 32 MACIITa0OBaHICTIO i BIIMOBOCTIHKICTIO [56]:

1. All-in-one

VYci ocHoBHI kommoHeHTH (server, indexer, dashboard) posropuyTi Ha
oqHOMY (¢i13u4HOMY ab0 BIpTyalbHOMY cepBepl. Takuil BapiaHT MiAXOIWUTH IJIsI
nabopaTopii, TECTOBUX CTEHAIB a00 HEBEIMKUX OpraHizaimiil 13 HEBEJIMKOIO
KUTBKICTIO BY3JIIB.

2. Single-node
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KoxeH KOMIOHEHT pO3ropTacThCs Ha OKPEMOMY CEpBepi: OJUH — IS
Wazuh Server, okpemuit — nis Wazuh Indexer, me onun — niis Wazuh Dashboard.
e moxparrye IpoyKTUBHICTH Ta JO3BOJISIE THYUKIIIIE MACIITA0yBaTH CIEMCHTH.

3. Multi-node

Jlnia BenuKuX iHPPaCTPYKTYp 3aCTOCOBYETHCS 0araToBY3JI0Ba apXiTEKTypa:

— knactep Wazuh Server (master + gekisibka workers);

— xiactep Wazuh Indexer 13 KiJIBKOX 1HACKC-HOJT;

— load balancer mepex cepBepamu JUISI  PIBHOMIPHOTO  PO3MOILTY
HABAHTAKEHHS.

Y Takiii KkoHbirypalii areHTH HajAcwialoTh Toxii Ha IP/iM’s
OanaHCcyBaJdbHUKA, a TOW po3moaulsie Tpadik MK By3naMu kiactepa. lle nae
MOKJIMBICTh ~TOPU3OHTAJILHO MaciiTadyBaTu OOpoOKy momiii 6e3 3MiHU

KOH(Iirypariiii Ha areHTax.

Pucynok 1.6 — Multi-node Tonosioris po3roprands Wazuh [56]

2.1.8 Ilpunnun poooru Wazuh sk SIEM-cucremu

[MIpunmmn po6orn Wazuh sk SIEM  MoxHa onucaTd y BHIJIAII

[IOCJIIJIOBHOCTI €TAIIiB:
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Eram 1: 36ip 1 mepenaBanHs Mo

1. Ha kintieBoMy By3J1i agent MepexoruIroe CUCTEMHI o1l (ayTeHTudikaris,
noctyn o (aiimiB, mii KOPUCTYBadiB), a TaKOX YHUTAE >KYpPHAIH TPHUKIATHUX
CEPBICIB.

2. JlomaTkoBi MOyl areHTa BEIyTh:

— MOHITOpHUHT HiIicHOCTI ¢aitnis (FIM);

— BUSIBJICHHS BPa3UBOCTEH HUIIXOM KOpEJAlii BCTAHOBIEHUX MAKETIB 13
0azamu CVE;

— aHaui3 KoH(Irypaliif Ha BiIMOBIIHICTh MOJTITUKAM O€3MeKH.

3. Arent ¢opmye nofii y BHYTpiltHEOMY (hopmarti, mudpye ix 1 Biampasise
Ha Wazuh server mo TCP/UDP 1514. Ilpu BcTaHOBIEHHI 3’ €QHAHHS
BUKOPUCTOBYETHCSI MEXaHI3M B3a€MHOI ayTeHTHGIKAIi 3a KIoyaMu, [Ki Oynu
BUJIaH1 ci1y>k0010 enrollment.

Etan 2: YUepru noniii Ta 6araronotroyHa oopodka

OTtpumani nojii norparisitots A0 yepr (queues) Wazuh Server. Mexanizm
peanizoBanuii 3a npuHuunoM FIFO, To0To noAii 00po0asitoTbes B TOMY K MOPSAKY,
y sikomy Oynu oTpumai. Lle no3Bose:

— BUPIBHATH HaBAaHTAXKCHHS MPH MIKOBHUX CIICCKAX;

— YHHUKaTH BTPATH MO y pa3i KOPOTKOYACHHUX MIEPEBAHTAKCHb;

— PpO3NOAUTATH 0OPOOKY M1k KUTbKOMA IMOTOKAaMHU aHai3y.

Eram 3: JlekoayBaHHs Ta HOpMati3alist

KosxHe BXigHE MOBIIOMIICHHS MPOXOINUThH Yepe3 JIAHITFOKOK JICKOICPIB:

— 0a3oB1 AeKoAepy PO3IMI3HAIOTH 3araiibHi Gopmatu Joris (syslog, JSON,
Windows Event Log To110);

— cmeriami30BaHl — JIJIi KOHKpETHUX 3acTocyHKIB (Apache, Nginx, SSH,
daiipsosu, VPN-cepBepu, cloud-cepsicu);

— pe3yibTaTH JIEKOAYBaHHS NMEPETBOPIOIOTHLCA HA HAOIp IMEHOBAHUX IOJIIB
(manmpukian, srcip, dstip, user, action, status).

Taka HOpMai3allisl Ja€ 3MOTy Jajl 3aCTOCOBYBAaTH yHIBEpCaJIbHI MpaBUiia

JI0 TIOIH PI3HUX JKEPEIL.
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Etan 4: 3acTocyBaHHs NpaBWJI Ta KOPEJISIIis

Ha nmactynnomy erami mmojii HaaXoaATh A0 ABUTYHa npaBui (rules engine).
[TpaBuia Wazuh BusHauatotecs B XML-daiinax i ckiiagaroThCs 3 YMOB:

— BIJMOBIAHICTh 3HAYeHHAM neBHUX ModiB (IP-ampeca, iM’s kopucTyBaua,
Ha3Ba MpoIECy);

— peryJisapHI BUPa3H HAJl TEKCTOM TMOBIJOMJICHHS,

— TIOPIBHSHHS PiBHIB BXKJIMBOCTI, CTaTyCIB OMEpaIlii;

— YacoBl YMOBH (KUIbKICTh MO/ 3a IHTEpBaI Yacy, MOCTiAOBHICTb Aiil).

Ha ocnoBi nux ymoB Wazuh 1103BoJ1sie€ peaizyBatu sIK IPOCTi, TaK 1 CKIaIHI
CIieHapii KOpesiii, HapuKJIaI;

— N HeBIaJIMX BXOIB y CUCTEMY MPOTATOM t CEKyH/ 3 ojHI€l [P-anpecu;

— 3MIHa KpPUTHYHUX KOHQIrypamiiHux (aiaiB 1 ofpa3y Micls LbOro —
3aycK He3HaloMoro OiHapHOro (aiiny;

— MOsBa HOBHUX CIIy’KO, SIKI CIyXalThb MEpEXKEBl MOPTH, Yy MOEAHAHHI 3
BiomuMu iHauKaropamu kommpomeraiii (I0OC) 3 6a3u Threat Intelligence.

[Ipu cnpanboByBaHHI IIpaBuia POPMY€ETHCS AJIEPT 13 PIBHEM KPUTHUYHOCTI,
kinacudikamiero  (Hampuknan, — authentication failure,  privilege escalation,
data exfiltration suspected), nocunanasimu Ha MITRE ATT&CK Tottio.

Etamn 5: 306epexxeHHs Ta 1HaeKcallisl MOIii

['enepoBani asieptu Ta noii nepeaatrotTbes Ha Wazuh Indexer yepes Filebeat.
Indexer:

— 3aIuCye iX B 1HJIEKCH, PO30UTI 32 YacoM (HAMpHUKIIad, T000B1 1HIEKCH);

— 30epirae OpuriHajgbHI OBIIOMJICHHS i HOpMasIi30BaHi MOJIS;

— Hagae API qyis mouryky i arperarti.

BaxmuBo, mo Wazuh no3Bossie HajmamroByBaTU TMOJITHKY JKHUTTEBOTO
nukiy ganux (ILM): crtapi iHAEKCH MOXYTb apXiByBaTUCs, BHIANATUCA a0o
nepeMillyBaTUCs Ha JCHIEBI CXOBHUIIA.

Etan 6: Bizyanizaiisi, ananmiTika Ta po3CiilyBaHHs 1HITUICHTIB

Uepes Wazuh Dashboard ananituku SOC oTpuMyIOTh TOCTYII J0:

— JIamOop/iB peaqbHOro Yacy: rpadiku, aiarpamu, KapTH, TaOIuI;
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— TaHeJed BIJMOBIIHOCTI CTaHJapTaM: Moka3 BiamoBigHocTI BuMmoram PCI
DSS, GDPR, HIPAA, NIST 800-53 Tomio;

— 3BITYBaHHS — IMOOYI0Ba PETYJISPHUX 3BITIB ITPO CTaH OE3MEKH, aKTUBHICTh
KOPHCTYBauiB, CTaTyC MaTYiB.

VY mporieci po3ciilyBaHHs 1HIIMICHTIB aHATITUK 3a3BUYAil:

— OTPUMYE aJiepT BUCOKOI KPUTHIHOCTI;

— BIJIKpMBA€ BIAMOBIAHUHN JAIIOOP/T 1 Ieperiisiiae 1eTaai3oBaHi Mmo/ii;

— ¢iapTpye momaii 3a [P-ampecoro, XocToM, KOPUCTYBaYEM;

aHa3y€e KOHTEKCT: TIOTEePEIH1 /Iii 3 TUM caMHUM OOJIIKOBUM 3aliCOM YU 3
TOT'O K XOCTa;

— mOpuiiMae pINIEHHS: €eCKaJOBaTH, OJIOKyBaTH, CTBOPIOBATH TIKET,
3aIyCcKaTH aBTOMAaTU30BaHy PEAKIIilo.

Etamn 7: ABTomaTu3oBaHe pearyBaHHs uepe3 Active Response

Onniero 3 BaxiuBux mnepeBar Wazuh e momynb Active Response, 110
JI03BOJISIE ABTOMATHYHO BUKOHYBATH 11 TIPH CTIPAIIOBAaHH]1 IEBHUX TIPABUII:

— OnoxyBaHnHs [P-agpecu Ha firewall abo y hosts.deny;

MIPUMYCOBE 3aBEPIUICHHS MPOLECY;

BUJIAJIEHHS MIKIJJIMBOTO (haiiiy;

— 3allyCK 30BHINIHBOTO CKpUITAa (HAMPHUKIIAM, 1HTErpaiis 3 CHCTEMaMU
TiKeTUHTY, opkectpaliii SOAR, mecenmxepamn).

Active Response Moke MmpairoBaTl y JBOX peKUMax:

— stateless — o;qHOpa3oBa Jist y BiJIMOBIIL HA aJIEPT;

— stateful — mapa niit Ay akTUBarii/qeakTuBarlii (Hapukiaz, OJOKyBaHHS

IP 1 nonanpiie po3010KyBaHHS MICI 3aKIHYCHHS Yacy).

2.1.9 be3neka B3aeMo/ii KOMIIOHEHTIB

Wazuh peanizye kigbka MeXaHi3MiB 3aXUCTYy MikK CBOIMH KOMITIOHEHTAMM:
1. ludpysanns tpadiky:
— areHT <> cepBep — BIacHUi npotokon 3 AES-mmdpyBanHsim;

— cepBep <> indexer — TLS (Filebeat — indexer);
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— dashboard < cepsep/indexer — HTTPS/TLS.

2. B3aemna aytenTudikaris:

— areHTH OTPUMYIOTh YHIKaJIbHI KITIOUl IIPU peecTpallii;

— noctyn 10 API 3axumaeTbest TOKCHaAMH/OO0TIKOBUMHE 3aITHCAMH.
3. CerMeHTaIlist MEPExKi:

— BIJKPUBAIOTHCS JIMIIIC HEOOX1THI TIOPTH:

1514/TCP — nepenaBaHHs JaHUX BiJl areHTIB,;

1515/TCP — peectpallisi areHTis;
9200/TCP — REST API ingekcatopa;
443/TCP — Beb6-1uTepdeiic Dashboard;
55000/TCP — API cepsepa.

— KOMIIOHEHTH MOXYTbh OyTH po3MinieHi B okpeMux VLAN/30Hax Oe3nexu.
3aBagaku  upoMy Wazuh He sMIie  KOHTpOJIOE CcTaH — Oes3neku

1H(PaACTPYKTYpH, a i caM BIANOBIIa€ BUMOTraM J0 3aXUCTy CUCTEM MOHITOPUHTY.

2.2 Posropranns Ta koH}pirypauis rinepsizopa VMware ESXi

Cepen pizHOMaHITTS pilieHb Ha puHKy, VMware ESXi 3aiimae noMinyoay
MO3ULII0 SK ETAJOHHWH TinepBi3op KopropatuBHoro piBHA. llepen Tum sk
po3rasaati Oe3nocepefiHii Mpolec pPO3ropTaHHS IbOrO MPOAYKTY, Ba)JIMBO
chopMyBaTl  PO3yMIHHS  HOTO  BHYTPINIHBOI  apXITEKTypH, TPHUHIIUIIIB
dbyukiionyBanus sapa  VMKkernel, MexaHi3miB B3aeMojii 3 amapaTHUM
3a0€3MEeUYCHHSIM Ta CTICH(IKK YIPABIIHHS pecypcamu.

VMware ESXi nanmexuts A0 rinepBizopiB mnepmioro tumy (bare-metal),
TOOTO BCTaHOBJIIOETHCS O€3MOCEpPeHhLO Ha araparHi pecypcu cepBepa W He
notpebye TMOMepeHbO I1HCTAILOBAHOI OMEpaIifHOl CHUCTEMHM 3arajbHOro
npusHayeHHs [57]. ®aktuuno ESXi € TOHKMM creniagi3oBaHUM MPOTrpaMHUM
1apoM, 110 BUKOHYE POJIb TOCEPETHNKA MIXK (h13MUHUM "3a71i130M" Ta BIpTYaTbHUMU
MamrHamu (BM) 1 3a0e3neuye ogHouacHe (DYHKIIOHYBAHHS KIJIBKOX 130JIbOBAaHHUX

CepeIOBUII] Ha OJTHOMY cepBepi [58].
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VY tepminosnorii VMware ESXi wacto no3navatots sik vSphere Hypervisor,
OCKUJIbKM BIH € 0a30BUM KOMIIOHEHTOM IulaTdopmu BipTyamsamii VMware
vSphere [59]. Came na ESXi-xocTtax 3amyckatoTbest Bci BM, Toi sIK 1HII €JIEMEHTH
exocuctemu: vCenter Server, iIHCTpyMEHTH PE3E€PBHOTO KOIIFOBaHHS, MOHITOPHUHTY
Ta aBTOMaTH3allii — 3a0e3MeuyI0oTh IEHTPaIi30BaHE KEPyBaHHs, KOOPAUHAIIIO U
iHTerpamito [60]. ¥V cywacHux narta-mieHTpax ESXi BHKOpHUCTOBYe€ThCS —SIK
cTaHJapTHa ratgopma sl KOHCOAalii cepBepiB, MOOYI0BH MPUBATHUX XMap,
TECTOBUX 1 HaBYAJIBHUX CTEHIB, a TAKOX I PO3MIMIEHHS KPUTUYHO BAKIIMBHX

cepaiciB [61].

2.2.1 Poab ESXi y BipryanizoBaHiii iHppacTpyKTypi

Ilepexin 1m0 BipTyamizaiii MOB’sI3aHUM 13 TParHEHHSIM OpraHizaii
3MEHIIUTH KUTBKICTh (PI3UYHUX CEpBEPIB, ONTUMI3ZYBATH BUTPATHU HA O0JIaIHAHHS 1
€JIEKTPOEHEPTII0 Ta MiABUIIUTH THYUKICTb [ T-iHQpacTpykTypu [58]. ¥V Tpagumiiinii
CXeMl OJlHa amapaTHa miatgopma 3a3Budail 00ciyroryBaia oy ceppepay OC Ta
OJIMH 3aCTOCYHOK, LII0 MTPU3BOAMIIO IO HU3BKOTO PIBHS BUKOPUCTAHHS PECYPCIB.

3anpoBamkeHHs ESXi no3Bosie [62]:

— KOHCOJIITyBaTH JIECATKHU JIOTIYHUX cepBepiB y Burisali BM Ha menmnii
KUIBKOCT1 (PI3UYHUX XOCTIB;

— JWHAMIYHO PO3MOJUISATH pecypcu (MpOLECOPHUN 4Yac, OINepaTUBHY
1aM’SITh, TMCKOBHUM IMPOCTIP) BIJAMOBIIHO JO MOTOYHOTO HaBaHTaKEHHS,

— MIHIMIZYBaTH TPOCTOI 3aBISKM MeEXaHI3MaM Mirpauii BipTyaJbHUX
MaliuH MK XOCTaMH 0e3 3yIMMHKK CEPBICIB Ta BUKOPUCTAHHIO KIJIACTEPIB BUCOKOI
JIOCTYITHOCTI;

— CHPOCTUTHU aIMIHICTPYBAaHHS Ta OHOBJICHHS 1H(PPACTPYKTYpH, OCKUIBKU

3HAaYHa YaCTHHA Olepalliii BUKOHY€ThCs Ha piBHI BM, a He di3udyHNX cepBepiB.
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2.2.2 Apxitektypa VMware ESXi

Apxitektypa ESXi moOGynoBaHa 3a MOIyJIbHUM MPUHIIMIIOM 1 BKJIIOYAE
KUJIbKa KJIFOYOBHX TapiB: sapo VMkernel, mporiecn KopucTyBambKoTo piBHS (Uuser
worlds), migcucremu 30epiraHHS Ta MEpPEXi, a TaKOX CTEK KepyBaHHSA U

iHTerpamii [63].

Pucynok 2.1 — 3araiibHa MojyJibHA apXiTekTypa rinepsizopa VMware ESXi

VMKkernel sik siapo rinepsizopa

Hentpaneanm enemerToM ESXi € VMkernel — cremiamizoBane sjpo,
ONTUMI30BaHe IiJ1 3a1a4i BipTyami3aiii [60]. BoHo Bukonye QpyHkiii:

— MJIaHyBaJbHUKA TIPOIECOPHOTO dYacy [UIsl BIPTyaJlbHUX MPOLIECOpPIB
(vCPU) BM;

— JHCTIeTYEpa OMNEPATHBHOI MaM’siTl, IO PO3MOJAUILE Ta ONTUMIZYE
BuKopucTanHd RAM mix pi3HUMU BipTyaJIbHUMH MalllUHAMH,

— MEHEeKepa BBOJIy-BHBOJY, BIAIOBIAAIBHOTO 32 POOOTY 3 AMCKOBHUMH

INPUCTPOSIMU Ta MEPEKEBUMU 1HTEpeicaMu;
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— MexaHI3My 130JIsI11i1, IKKi rapaHTye, 1o 3001 a00 aTaku y Mexax OJHI€q
BM He BIMBaroTh Ha poOOTYy 1HIKX [63].

VMkernel cTBOpro€ /Ui KOXKHOI BIpTyajdbHOI MAIlllMHU CTaHIAPTHUNA HAOip
BIPTyaJIbHUX MPUCTPOIB — MPOLECOPU, MEPEXKEB] afanTepu, KOHTPOJIEPH JIUCKIB,
BipTyasnbHi opTH To1Io. ['octhoBa OC "GauuTh" 1110 BipTyalbHy KOH(ITyparLiio sK
3BuuailHuil cepBep, Tomi sk VMkernel mposzopo BimoOpaxkae ii Ha ¢izuuHi
pecypceu [4].

Worlds Ta cuctemHi npouecu

VYceepenuni ESXi yci cyTHOCTI: BIpTyaJibHI MallMHH, CHCTEMHI CIY>KOWH,
areHTH MOHITOPUHTY — mpejcTaBieHi sk worlds (anamor mporeciB) [63]. s
KOXHOI akTUBHOI BM CTBOprO€ThCS KuTbKa Takux worlds, mo 3a0e3neuyyroTh
00poOKy 1HCTPYKIIiH roctboBoi OC, AoCTyN 10 MaM’ATi Ta poOOTYy 3 MEPEKEBUM 1
JTMCKOBUM BBOJIOM-BUBOJIOM.

OxpeMy rpyny CTaHOBJIATH Kepyrodl npouecu [59]:

— hostd — nokanbHMI 1eMOH KepyBaHHS XOCTOM;

— vpxa — areHT B3aeMozii ESXi 3 cepBepoM LEHTpasli30BaHOTO KEPYBAHHS
vCenter;

— JIOJATKOBI ~areHTH CTOPOHHIX pilleHb (pe3epBHE  KOMIIOBaHHS,
MOHITOPUHT, IHTETpalis 3 alapaTHUM 3a0€3MECUECHHSIM).

3aBasku Takii opranizamii VMware mocsrae 4iTkoi 130711l CIy»k0 Ta
MO>KJIMBOCTI THYYKO KepyBaTH iXHIM MPIOPUTETOM Ha PIBHI siIpa.

InTepdeiicu T0KAJBLHOIO Ta BiIIAJIEHOT0 KEPYBAHHS

[Tonpu minimanictuunuii au3aitn, ESXi mae BOynoBanuii Direct Console
User Interface (DCUI) — koHcoub, 110 BigoOpaxaeThcsi Ha (HI3MYHOMY MOHITOPI
cepepa [57]. Uepes DCUI apmiHiCcTpaTop BHKOHYE TMOYATKOBY KOHQITypaIliro:
3ajae mapoJib root, HamamrtoBye IP-ampecy 1 VLAN nnms mepexi KepyBaHHS,
YBIMKHEHHS/BUMKHEHHS CITyKO0 BIJaJICHOTO JOCTYITY.

J1J1st TOanbIIoro aaMiHICTPyBaHHSI BUKOPHUCTOBYIOTH [61]:

— BeO-kimeHT Host Client (migkmtoueHHst 6e3nocepenabo 10 ESXi uepes

Opaysep);
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— vSphere Client / vCenter Server, SKIII0 XOCT BXOJHUTh JI0 KJIacTePa;

— ESXi Shell Ta SSH — n7151 11arHOCTUKK ¥ BUKOHAHHS CKPUIITIB.

Higcucrema 30epiranust JaHNX

ESXi miarpumye pi3Hi TUIM CXOBHUIL, /1€ 30€piraloTbest Gpailiin BipTyalbHUX
MalluH [62]:

— nokanbHi qucku cepBepa (SATA, SAS, NVMe);

— mepexeBl SAN-cxoBuma Ha 6a3i Fibre Channel a6o iSCSI;

— NFS-cxoBwuia, 1o JOCTYITHI 110 MEPEXi K (aiIoBl pecypcH.

JUJ1st CiIBHOTO IOCTYITY KUTBKOX XOCTIB 70 0JHOTO LUN BUKOPUCTOBYETHCS
daiinosa cucrema VMFS (VMware File System) — cnerianizoBana kinactepua ©C,
o 3abe3neuvye OJOKOBHI JOCTYN 10 BIPTyaJIbHHMX JAHUCKIB MPHU OJHOYACHOMY
MOHTYBaHHI Ha Kinbkox ESXi-xocrax [60]. ¥ VMkernel peanizoBano momyiib
multipathing, gxuii 103BOJIIE BUKOPUCTOBYBATH JEKUIbKA (PI3MUHHUX MUIAXIB 0
CXOBHMILA, TMIABUUIYIOYH BIJIMOBOCTIMKICT, 1 Jai4d 3MOry OajaHCyBaTH
HaBaHTa)XEHHs [62].

Mepe:xeBa niacucrema

MepexeBa yactuHa ESXi cknmagaerbcsi 3 BIPTyalbHUX KOMYTaTOpIB Ta
ciy>k00Bux iHTepdeiiciB [58]. OCHOBHI MOHATTS:

— Standard vSwitch — BipTyanbHHil KOMYTaTOp, 110 MPALIOE€ HA OJHOMY
ESXi-xocrTi;

— Distributed vSwitch (VDS) — posnoaiiennit komyTtaTop, KoH(Irypartis
SKOTO LIEHTpasi30BaHo 30epiraerscs y vCenter;

— Port Group — soriyHa rpymna mopTiB Ha BIpTyaJIbHOMY KOMYTaToOpi;

— VMkernel-intepdeiicu (vimk) st cimyx6oBoro tpadiky — KepyBaHHS,
vMotion, goctyn 1o iISCSI/NFS-cxoBui, permikariii Touio.

ESXi minrpumye VLAN-cermeHTaiiito, moJiTUKA OOMEKEHHS MPOIYCKHOI
3natHocTi (traffic shaping) Ta BOymoBanuii Opanamayep 4151 KOHTPOJIIO TOCTYITY 10

ciryx0 rinepsizopa [61].
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Crexk kepyBaHHs Ta iHTerpamii

[Tpu migxmrouenHi 1o vCenter Server ESXi-xoctu 06’ €1HYI0ThCS B KJ1acTep,
y SIKOMY peaii3yroThCs pO3IUpeHi QyHKIIIT: IutanyBanHs pecypciB (DRS), knactepu
Brucokoi goctymnHocti (HA), nenTpamizoBani nomituku 0e3neku [59]. B3aemois
MK xocToM 1 vCenter BimOyBaeThCs uepe3 arenra vpxa Ha ESXi ta cimyx0y vpxd Ha
vCenter [63].

Kpim Toro, ESXi namae API ta SDK nnsa interparii 31 CTOPOHHIMHU
PIIIEHHSAMU — CHUCTEMaMH PE3EPBHOIO KOIIIOBaHHS, MOHITOPUHTY, aBTOMAaTH3allli

(PowerCLI, REST-API tomro) [58].

2.2.3 KarouoBi MokJIuBOCTI Ta ocodauBocTi ESXi

KomnakTHa Ta cneuniajizoBana apxiTtekrypa

[acTansmiitauit 06pa3 ESXi Mae MoOpiBHSHO HEBEJIUKUN PO3MIP, OCKUIBKH
MICTUTD JIMIIE HEOOX1AHUI MiHIMYM KoMroHeHTiB: VMkernel, 6a30Bi npaiiBepu,
KOHCOJIb KepyBaHHSI Ta cucTteMHi ciy:xOu [60]. Biacytnicts moBHowinHOI OC
3arajbHOTO MPU3HAYCHHS 3MEHIIYE TUIONTY MOTEHIIHHOT MOBEPXHI aTak, CHpOIILY€e
OHOBJICHHSI Ta MO3UTUBHO BIUIMBA€E Ha CTa01IbHICTh. ESX1 MOXe BCTAaHOBIIOBATHUCS
Ha TPaJuIliiHI JUCKH, a TakoX Ha SD-kaptu a6o USB-nHakonu4ayBaui, 110 3BIJIbHSE
OCHOBHI JIUCKOBI MaCUBH JUIsl TaHUX BIPTYaJIbHUX MaIIUH [62].

IIpoayKTHBHICTH Ta MACIITAOOBAHICTH

VMkernel ontumizoBano nisi po6oTu 3 OaraTosAEpHUMH POILIECOPAMH,
BEJIMKUMH OOCSTaMH TaM’ATi ¥ BUCOKOWIBHAKICHUMHU Mepexxkamu [58]. CyuacHi
Bepcii ESXi miaTpumMyroTh COTHI JTOTIYHUX MPOIECOPIB Ta TepabaiTu orepaTUBHOT
maMm’siTi Ha OJWH XOCT, IO JO3BOJIIE PO3MINIYBAaTH UIIUPOKUH CHEKTP
HaBaHTaXXEHb — BIJ[ JIETKUX CITY>KO0 KatayoriB 10 npoayktuBHux CYB/] [59].

Ha piBHi rinepBizopa QyHKIIOHYIOTh MexaHi3mu [60]:

— Resource Pools — noriyni rpynu BM 13 3aganuMu rapaHTisiMu Ta
JIMITaMH PECYpCIB;

— TexHojorii ontumizauli mam’ati (ballooning, mpo3ope cminbHE

BUKOPHUCTAHHS CTOPIHOK, KOMITPECIs, CBOITIHT);
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— npioputu3anis goctyny 10 CPU 1 1UCKIB IS pi3HUX TPy BIpTYaJIbHUX
MalIyH.

Be3neka ta HaxiliHicTh

ESXi mupoko BUKOPUCTOBYETHCS B CEPENOBUINAX 13 IMiABUIICHUMHU
BUMOTaMH 70 Oe3neku — 0aHKIBCHKUX, TEIEKOMYHIKAIIHUX, MPOMHUCIOBHX [57].
Ha piBHi rinepBizopa peanizoBaHo:

— Role-Based Access Control (RBAC) — rHyuky cucremy poJsiei i
JI03BOJIIB;

— LIEHTpaJII30BaHE BEJICHHSA >KyPHAJIB ayJUTY 3 MOXJIUBICTIO €KCIIOPTY 10
SIEM-cucrewm;

— miaTpuMKy Secure Boot 1 mepeBipKy HM(PPOBHX MIANHCIB MOAYJIB Ta
OHOBJICHb;

— mudpyBaHHA BIPTyaJIbHUX JTUCKIB Ta vMotion-Tpadiky (3a HasBHOCTI
BIIMOBIAHUX JirleH31# vSphere) [61].

Apxitektypa ESXi 3abesneuye xopcTky i13omsmiro BM: 3061t abo
KOMIIPOMETAIlisl OJIHI€T MAIlMHUA HE BIUIMBAIOTh HA 1HI, 32 YMOBH KOPEKTHOTO
HaJAIITyBaHHS MEPEXKEBUX TOJITUK 1 pO3MEXyBaHHs qocTymy [60].

InTerpauist 3 KOpnOpPaTUBHOI IHPPACTPYKTYPOIO

BaxnuBoro mnepeBaroto ESXi e rimOoka iHTerpaiisi 3 yCTaTKyBaHHSAM
MPOBIIHMX BUPOOHUKIB cepBepiB, ski mnocradaioth OEM-30ipku ESXi 3
nonepeaHb0 BOYJIOBAHMMH JApaiiBepaMH Ta 1HCTPYMEHTaMH MOHITOPUHTY [62].
Takox rinepBi3op MATPUMYE B3AEMOJIIIO 3 MOMYJISIPHUMHA CUCTEMAMU PE3ECPBHOTO
KOIIIOBAaHHA Ta MOHITOPUHTY, IO BHUKOPHCTOBYIOTH crerjamizoBani APl nmms

cTBOpeHHs 3HIMKIB BM 0e3 3ynuHku cepBiciB [58].

2.2.4 Tlpouec incranasiii Ta nepsuHHOI KoOHGIirypauii VMware ESXi

[Tepen moyaTkoM pO3ropTaHHS OyJI0 BHKOHAHO ITiJATOTOBKY aIrapaTHOTO
3abe3rneueHHs. KpuTUuHO BaXIJIMBOIO YMOBOIO Il (PYHKIIIOHYBaHHS TilepBizopa €

aKTUBallll TexHoJorid amapatHoi Bipryamizamii (Intel VT-x abo AMD-V) y
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HanamtyBaHHsIX BIOS/UEFI cepsepa. be3 1i€i omiii 3anmyck 64-01THHUX TOCTbOBHUX
oTepaliiHuX CUCTEM OyJIe HEMOKIIUBUM.

[Ipomenypa posropTaHHs TimepBizopa Ha MIATOTOBICHOMY amapaTHOMY
3a0€3IeUeHH] CKJIaJIa€ThCsl 3 JBOX JIOTIYHUX eTamiB: 0e3mocepeHbO1 1HCTANISIIT
sqipa CUCTeMH Ta 0a30BOT0 HajmamTyBaHHs iHTEpdeiicy kepyBanas (DCUI).

Etan 1: Iacransmis rinepeizopa

1. 3aBaHTa)X€HHSI 1HCTANSATOpA: MICJisi BUOOPY MPIOPUTETY 3aBAHTAKECHHS
(Boot Priority) 8 BIOS 3 USB-HoCIs1, po3mmourHA€ETHC iHIMai3aIlis 3aBaHTaKyBada
ESXi. 3a 3amoBuyBanHsaM cuctemuuit po3ain ESXi 3aiimae 120 I'6 nnst 306epiranus
PI3HUX CUCTEMHHUX JAaHHUX, MPOTE IIe 3aHaATO 0araTto, TOMY 3MEHIIYEMO JTaHHM
po3ain. [ns mporo Hatuckaemo kombOiHamiro knasim Shift + O, micist goro crae
JIOCTYITHUM KOMaHJHUN pPSATOK, B SKOMY TPOMUCYEMO JOJIATKOBO KOMAaHIY
systemMediaSize=min 1 HaTuckaemo kjaBimy Enter (pucynok 2.2). Cucrema
aBTOMATUYHO MPOIHUIIE MIHIMAIBHUN 00’ €M CUCTEMHOTO PO3/I1TY MPU MOAATIBIIOMY

BCTAHOBJICHHI.

Pucynok 2.2 — Inimiamizanis 3aBantaxyBada ESXi

Jlami Ha ekpaHi BiJoOpa)kaeThCsl MPOLIEC PO3MAaKyBaHHS MOMAYJIB sijipa B
OMepaTuBHY MNaMm'siTh (PUCYHOK 2.3), micisi 4Ooro y BEpXHIM YacTHHI €KpaHa
3a3HavaeThes Bepcis sanapa (Build Number) Ta koHbirypariist ¢pizudHoro mnporecopa
1 maM'ati (pUCYHOK 2.4).

Loading ESXi installer
|

Loading /nfnic.vOB
Loading /nhpsa.vid
Loading /nipni.vip
Loading /nnlx5_cc.v0B

Loading /nnlx5 co.vOO
Loading /nnlx5_rd.v00
Loading /ntg3.vO0

Loading /nvne_pci.vOB
Loading /nvmerdna.v0B
Loading /nvmetcp.vid
Loading /nvmxnet3.v00
Loading /nunxnet3.vdl

Pucynok 2.3 — Po3nakyBaHHs MOJYJIIB siipa B ONIEPAaTUBHY MaM'ATh
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Pucynox 2.4 — BikHo Bepcii gpa Ta koHdpiryparti (pi3ugyHoro nporecopa i nam'sri

2. IlpuBiTaHHs Ta mepeBipKa CyMICHOCTI: 3'SBIII€TbCS €KpaH MPUBITAHHS
(pucynok 2.5). Hartuckanns xknaBimi Enter iHIIIIO€ TepeBIPKY CYMICHOCTI
oOnajaHaHHs. SKI0 BUSBIECHO KPUTUYHI HEBIJIMOBITHOCTI (HAPHUKIIAJ, BIICYTHICTh
amapaTHO1 BipTyaui3alii a0 HECYMICHUW MEpEeXEeBUN KOHTPOJEP), IHCTAIATOP

3YIIUHUTB POOOTY.

Pucynox 2.5 — Bikao npusitanus ESXi

3. Jlinensiiina yroga (EULA): nis mpojoBXKEHHsT HEOOXIIHO MPUMHATH

YMOBH JIIEH31HHOT yrou (pUCYHOK 2.6), HaTUCHYBIIHU KiaBiury F11.
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(ESC) Do not Accept (F11) Accept and Cont inue

Pucynox 2.6 — Bikao ymoBwu minen3iiinoi yroau (EULA)

4. BuOip OTuCKOBOrO MPOCTOPY: IHCTAISTOP CKaHye AOCTYIHI iHTepdelicu
30epiranHs mannx. HeoOXigHO 0OpaTH MUTLOBUIM AWCK Ta HATUCHYTH KiaBinty Enter

(pucyHok 2.7).

YMuare, WYMware Virtual 5 (mpx.vmhbal:CO:TO:LO) 142.008 GiB

(Esc) Cancel (F1) Details (F5) Refresh (Enter) Cont inue

Pucynox 2.7 — BikHO BUOOpPY JUCKOBOTO MTPOCTOPY

Skmo Ha AMCKY BXKE€ € MaHi, 3'SBUTHCSA TMOIMEPEHKEHHS IMPO iX IMOBHE
3HUIIEHHS, OCKUIBKM 1HCTaJSATOpP MEPEpO3MITUTh AMCK TiJ (GaljIoBy cHUCTEMY

VMES.
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5. HanamryBanHs KJjaBiaTypu: OOMpaeMoO pO3KIAIKy KiaBiaTypu 1
HaTUCKaeco kiasimy Enter (pucynok 2.8). s cepBepHHX CHCTEM CTaHIAPTOM €

US Default.

U5 Default

(Esc) Cancel (F9) Back (Enter) Cont inue

Pucynok 2.8 — BikHO HanmamryBaHHs KlaBlaTypu

6. BcTanoBieHHss maposis  agMmiHICTpaTopa:  3alaéMO  MapoJb IS
CymnepKopucTyBadya root Ta HaTHCKaeMo kiaBimry Enter (pucynox 2.9). Cucrema
aBTOMAaTUYHO NEPEBips€ CKIAIHICTh Mapoisi. BiH Mae MiCTUTH MiHIMYM 7 CUMBOJIIB
Ta BKJIFOYATH TPH 3 YOTUPHOX KATETOPii 3HAKIB: BEIUKI JITEPH, Mai JTiTepH, Tudpu

Ta CreniajibHl CUMBOJIH.

Passuords match.

(Esc) Cancel (F9) Back (Enter) Continue

Pucynoxk 2.9 — BikHO BCTaHOBIICHHS MapoJis aMiHICTpaTOpa

7. ®@inamizamis: HatuckanHs kiuainm F11 (pucynok 2.10) 3amyckae mporiec
KOIIIOBaHHs (haiiiB Ta KOHDIrypailii 3aBaHTaXyBalbHOTO cekTopa (pucyHok 2.11).

[Tpomec 3aiimae KiJibka XBHJIVH.
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(Esc) Cancel (F9) Back (F11) Install

Pucynok 2.10 — BikHO MiArOTOBKH (piHAIBHOTO 3aBaHTAKECHHS

Caching the required files for ESXi

28 ¥

Pucynok 2.11 — BikHo npouiecy komitoBaHHS ¢ailniB Ta KOH(Iryparii

3aBaHTAKyBAJIBHOTO CEKTOpa

8. 3aBepiieHHs] Ta TMEpPe3aBaHTAXEHHS: TICAS YCIIIMIHOI  1HCTAJALIL
3'sBasieThess moBigomieHHs "Installation Complete" (pucynok 2.12). HeoOximgHO

BUTATTH IHCTAJIALIIMHUI HOCIH Ta HATHCHYTH KJaBimry Enter s mepe3aBaHTaXeHHS

ESXi (pucynok 2.13).

Remove the installation media before rebooting.

(Enter) Reboot

Pucynok 2.12 — BikHO MOB1IOMJIEHHS IIPO YCHIIIHY 1HCTAJSIIIO
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Reboot ing Server
The server uill shut doun and reboot.

The process will take a short tinme to complete.

Pucynok 2.13 — BikHo nmoBigoMiIeHHs 1po nepe3aBanTaxkenns ESXi

Etan 2: Kondiryparist mepexi kepyBanus (DCUI)
[Ticns mepe3aBanTakeHHs1 3aBaHTaxkyeThesi Direct Console User Interface

(DCUI) — 4opHO-XOBTHI KOHCOJBHUM 1HTEpPelc (pucyHok 2.14).

Pucynok 2.14 — Direct Console User Interface (DCUI)

3a 3amoBuyBanHsM ESXi orpumaB [P-aapecy uepes DHCP, omnak s
cepBepHOi 1H(PpaCTPpyKTYpH, 0COOIUBO ISl CUCTEM O€3MeKH, HeoOXiHa CTaTHYHA
aapecartis.

[Ipouec HanamryBaHHs:

1. Bxin y pexxum HanamryBaHHs: Hatuckaemo F2 (Customize System/View
Logs) Ta BBOAUMO JIOTIH 100t 1 CTBOpEHHMIA paHilie mapoib (pucyHok 2.15), micns

4Ooro HaTHUCKaeMo Kiasiury Enter.
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Authent icat ion Required

Enter an auvthorized login name and password for
localhost..

Conf igured Keyboard (U5 Default)

Login Mame: [ root
Password: [ -

<Enter 0K <Esc> Cancel

Pucynok 2.15 — BikHO BXOly Y peXHM HaJIAIITYBaHHS 3 MONEPEIHBOIO

aBTEHTHU(DIKAIIEIO

2. HamamtyBanHss Mepexi: y MeH0 oOupaemo nyHKT Configure
Management Network 1 HaTuckaemo kiasiury Enter (pucyHnok 2.16). [lani y mento,
mo poskpwiocs obupaemo IPv4  Configuration Ta HaTHCKaeMO KIaBIlLy

Enter (pucynok 2.17).

System Customization Conf igure Managenent Metwork

Conf igure Passuord Hostname:

Conf igure Lockdoun Mode localhost

onf igure Management Netuwork IPv4 Address:

Restart Management Network 192.168.1.127¢

Test Management Network

Netuwork Restore Options Network identity acquired from DHCP server 192.168.1.1

Conf igure Keyboard IPvb Addresses:

Troubleshoot ing Opt ions feB0: :20c:29ff : febc :dc96/64

View System Logs To view or modify this host”s management network settings in

detail, press <{Enter>.
View Support Information

Reset System Configuration

Pucynok 2.16 — Bikno HanamtyBans System Customization

Conf igure Management Network IPv4 Configuration

Network Adapters Autonatic
VLAN (optional)
IPv4 Address: 192.168.1.127

Subnet Mask: 255.255.255.0

IPv6 Conf iguration Default Gateway: 192.168.1.1

DNS Conf igurat ion

Custom DNS Suffixes This host can obtain an IPv4 address and other netuworking

paraneters automatically if your network includes a DHCP
server. If not. ask your network administrator for the
appropriate settings.

Pucynok 2.17 — BikHo HanamtyBanb Mmepexi Configure Management Network
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3. BcranoBnenns cratuuHoi IP-agpecu: 3miHioemo mnepemukad 3 "Use

dynamic [Pv4 address" na "Set static [Pv4 address and network configuration"

(pucyHok 2.18).
[P

IPv4 Conf iguration

This host can obtain netuork settings avtomatically if your network

includes a DHCP server. If it does not, the following settings must be
specified:

C ) Disable IPv4 configuration for management netuork
( ) Use dynamic IPv4 address and netuwork configuration

(o) Set static IPv4 address and network configuration:

IPv4 Address [ 192.168.1.12¢ 1
Subnet Mask [ 255.255.255.0 1
Default Gateuway [ 192.166.1.1 ]
Up/Doun> Select <Space> Mark Selected <Enter> OK <Esc> Cancel

Pucynox 2.18 — Bikno nanamryBaubs [Pv4 Configuration

4. HanamryBanust DNS: y mento DNS Configuration 3MiHIOEMO IepeMUKay
3 "Obtain DNS server addresses and a hostname automatically" na "Use the
following DNS server addresses and hostname" 1 Bkazyemo azapecy nuito3y Ta im's

xocTa (pucyHok 2.19).

DNS Conf iguration

This host can only obtain DNS settings automatically if it also obtains
its IP configuration auvtomatically.

( ) Obtain DN5 server addresses and a hostnane auvtomatically

(o) Use the following DNS server addresses and hostname:

Primary DN5S Server [ 192.168.1.1 ]
Alternate DNS Server [ 1
Hostnane [ localhost 1
<Up/Doun> Select <Space> Mark Selected <Enter> OK <Esc’> Cancel

Pucynok 2.19 — Bikno namamryBans DNS Configuration
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5. 3actocyBaHHs 3MiH: Hatuckaemo Esc s Buxony. Cucrema 3amurtae
NIATBEP/KEHHS] HA  Mepe3almyck  MepexkeBux  areHTiB. Haruckaemo Y

(pucynok 2.20).

Conf igure Management Netuwork: Confirm

You have made changes to the host s management netuwork.

Applying these changes may result in a brief netuork outage.
disconnect remote management software and affect running virtual
machines. In case IPv6 has been enabled or disabled this will
restart your host.

Apply changes and restart management netuwork?

<Y> Yes <N> Ho «Esc> Cancel

Pucynok 2.20 — BikHO miATBEpKEHHS MEPEKEBUX HATAIITyBaHb

[Ticnst mepe3aBaHTaKEHHS MOYKEMO IMOOAYUTH OHOBJICHY 1H(OpMAIliI0 TIPO

koHpiryparito ESXi B DCUI (pucynox 2.21).

Pucynok 2.21 — DCUI 3 onoBinieHoto iH(popmarttiero npo koHdirypamio ESXi

B pesynabTari MM MaemMoO MOBHICTIO (YHKI[IOHAJbHHUI TiNEpBI30p, SKUN
JOCTYITHUN y Mepexi. Tenep Gpi3uuHuil TOCTYII 10 cepBepa OubIie He MOTpiOeH —
BCE MOJAJIbIIEe KEpyBaHHSA, CTBOPEHHs BIpPTyaJbHMX MAaIlWH Ta HaJaIITyBaHHS

MOHITOPHHTY 3I1MCHIOBATUMETHCS BIIAICHO Yepe3 BeO-Opaysep.
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2.2.5 octyn no intepdeiicy kepyBanusi VMware Host Client

[Ticns ycnimHoi koHIryparli Mepexi KepyBaHHs IMOAaibIla B3a€EMOIIS 3
TinepBi3opoM 3MINCHIOEThCS depe3 BeO-iHTepdeiric VMware Host Client. Ile
noBHICTIO (yHKIIOHATEHUM HTMLS-KIi€HT, KUl T03BOJISE KEPYyBaTU XOCTOM,
BIpTyJIbHIMH MalllHHAMH, CXOBHUIIIEM Ta MEPEKEI0.

1. BcTaHOBIEHHST 3aXWINEHOTO 3’€MHAHHA: I JOCTYIy N0 TaHemi
KepyBaHHs He0OX1aHO y BeO-Opay3epi pobouoi craHiii BBectu IP-aapecy, 3agany
Ha nonepeanbomy erami (https://192.168.1.127).

Baprto 3a3HaunTH TEXHIYHY OCOOJMBICTH MEpHIOro BXoay: ockinbku ESXi
BUKOpUCTOBYe camormianucanuid  SSL-ceptudikar (Self-signed certificate),
3r€HEepOBaHUI aBTOMATUYHO MiJ Yac 1HCTasAUli, Opay3ep BUAACTh MONEPEIHKEHHS
npo "He3axuileHe 3'eqHaHHs". Y paMKax JIOKaJbHOTro J1a00paTOpHOTO CTEHAY IIE €
HOPMOIO, TOMY HEOOX1/IHO 10/IaTH BUHSITOK O€3IMEKHU Ta MPOIOBXKUTH 3aBaHTAXKEHHS
CTOPIHKH.

2. ABropu3zariiss Ta oriaa  iHQOpMmaiiiHOT MaHenmi: Uil BXOMIY
BUKOPHUCTOBYIOThCSI OOJIIKOBI JlaH1 CynepKopucTyBaua root (pucyHok 2.22). Ilicns
aBTOpM3aIlli BIAKPUBAETHCA TOJIOBHA 1H(GOpMaIliliHA TMaHenb, fKa HaJae

KOHCOJI1JIOBaHy 1H(QOopMaIlito Mpo cTaH XocTa (pUCYHOK 2.23).

Pucynok 2.22 — Bxia 1o maHesni KepyBaHHS uyepe3 BeO-Opay3ep pobouoi cTaHiii
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Pucynok 2.23 — I'onoBHa iHpopmariitna manenb ESXi Host Client

2.2.6 IlinroroBKa CXOBHUIIIA JAHUX

[lepen cTBOpEeHHAM BIPTYalbHUX MAIIMH HEOOX1THO 3aBAaHTAXKUTH 00pasu
onepariinux cucteM (ISO-daiinu) Ha nokanbHe cxoBuile cepBepa. ESXi
BUKOPHUCTOBYE JIOTIUYHY CTPYKTYpY 30€piraHHs JaHMX, 1110 Ha3uBaeThcs Datastore.

[Ipotiec miArOTOBKM BUKOHYETHCS HACTYITHUM YHHOM:

1. V nHagiramiifHoMmy MeHI0 00upaemMo po3aii Storage (pucyHok 2.24).

Pucynok 2.24 — Po3gin Storage y nasiraiiitnomy merto ESXi Host Client

2. BinkpuBaemo Bkjiaaky Datastore Browser (pucyHok 2.25), kyau 3a

nonomororo ¢pyHkiii Upload 3aBantaxxyemo He0OXi1H1 0Opa3u.
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Pucynok 2.25 — Bikno Datastore Browser

Lleli Kpok € 3aBeplIaibHUM Yy MArotoBli Iwargopmu. ['imepsizop
PO3TOPHYTO, MEPEXKY HANAIITOBAHO, 1HCTAJIALINHI (ailin 3aBaHTakeHO. CUcTeMa

rOTOBA IO CTBOPEHHS BIPTYaJIbHOI 1HPPACTPYKTYpH.

2.3 Posropranns ta kougirypauisa Wazuh na 6a3i Ubuntu

[licnss ycmimHOTO HaJalITyBaHHS TiNEepBi3opa HACTYMHUM €TaloM €
CTBOPEHHsI BIpTyalibHOT MammHu (BM), sika BUKOHYBaTMME pOJIb LIEHTPAJIBLHOTO
cepBepa cucreMu MoHiTopuHry Wazuh. Sk 6Ga3oBy omepartliiiHy cuctemy OYJio
oOpano Ubuntu Server 22.04 LTS. Ileit BuOip 3yMOBIIeHUN CTaOUIBHICTIO Bepcii
(Long Term Support), MHPOKOIO MiATPUMKOIO CIIIBHOTH Ta TOBHOKO CYMICHICTIO 3

koMIioHenTamMmu Wazuh.

2.3.1 CTrBopenns BipryajabHoi Mmamunau B VMware Host Client

[Ipouiec cTBOpeHHSI HOBOi CYTHOCTI Yy BIPTyajbHIN 1H(pacTpyKTypl
BUKOHYETHCS Yepe3 MaliCcTep HaJlallTyBaHb:
1. Tnimianizaris: y HaBiramiiHii nanesai ooupaemo posain Virtual Machines

ta HaTtuckaemo Create / Register VM (pucyHoxk 2.26).
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Pucynox 2.26 — Po3nin Virtual Machines y nasiramitnomy merto ESXi Host Client

2. Bubip tumy ctBopeHHs: y MeHIo ooupaemo Create a new virtual machine

Ta Hathuckaemo Next (pucyHok 2.27).

Pucynok 2.27 — BikHO BUOOpY THUITYy CTBOPEHHSI

3. Bub6ip imeni ta roctboBoi OC: y moi Name nponucyemo Wazuh, y Guest
OS family oGupaemo cepen 3ampomnoHoBaHoro cmnucky Linux, a y Guest OS

version — Ubuntu Linux (64-bit) Ta HaTuckaemo Next (pucyHok 2.28).

Pucynok 2.28 — BikHo Bubopy imeHi Ta roctboBoi OC
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4. Bubip cxoBuia: obupaemo jokaiabHui Datastore, miaroToBieHuN Ha

nonepeaHix eTanax Ta HaTuckaemMo Next (pucyHok 2.29).

Pucynok 2.29 — BikHo BUOOpY CXOBHIIA

5. HanamryBaHHs pecypciB: BUXOASYH 3 OOUYMCITIOBAIBHUX MOMJIHMBOCTEH
po3ropuyToro rinepsizopa ESXi, 6ysio BuieHO HACTYITHI PECYpPCH JIJIsi CTBOPEHHS
BM, sxi mnpexacraBneni Ha pucyHky 2.30. Ilicns mepeBipku KoHpiryparrii
HatuckaeMo Finish. HoBa BM 3'sBunacs B iHBeHTap1 rinepBizopa (pucyHok 2.31).

3anyck BM BukoHyeThCS KHONKOKO Power on
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Pucynok 2.30 — BikHO HanamTyBaHHS peCypciB

Pucynok 2.31 — CtBopena BM B inBeHTapi rinepsizopa ESXi
2.3.2 Incransuisa Ta nepBuHHa kKOHpirypauis Ubuntu Server

[Ticns 3aBeplIeHHS! MiITOTOBKM BUKOHYEThbCs 3aBaHTakeHH BM 3 ISO-
oOpa3y, 110 3ammycKae iHcTansTop Subiquity, sKuit BHKOPUCTOBYETHCSA CaMe y BepCii
Ubuntu Server 24.04 LTS. [Jlani Subiquity aBTOMaTW4HO iHIIIATI3ye ApailBepH,
3aBaHTaXy€ MOAYJI1 s]ipa Ta TOTy€ TEKCTOBUM 1HTEpPeiic iHCTasA1T (pUCYHOK 2.32).
Ha npoMy erami mepeBipsS€ThCsl CYMICHICTh BIPTyaJIbHOTO OOJagHaHHS (Mepexa,

JUCKH, KOHTPOJIEPH).
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Pucynok 2.32 — [Ipouec inimianizanii gpaiiBepiB Ta 3aBaHTaXKEHHSI MOJIYJIB sApa

Kito4oBi etanu HajmamTyBaHHS IMiT 4ac BCTAHOBJICHHS:
1. Bubip mMoBu iHcTanmsaTopa Ta kiuasiaTtypu: obupaemo English (US) mus

YHUKHEHHSI PO0JIeM 3 KOJIyBaHHSAM Y JIorax Ta TepmiHaii (pucyHok 2.33).

Pucynox 2.33 — BikHo BuOOpy MOBH 1HCTAJIATOPA Ta KJIaBlaTypu

2. BuOip tuny incransmii: ooupaemo Ubuntu Server (pucyHok 2.34).
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hoose the type of insta

Additional options

[ 1 Search for third-party drivers

Pucynox 2.34 — BikHo BuOOpy THIY 1HCTaJISIIIT

3. HanamTyBaHHs MepeKeBUX MapamMeTpiB: Ha I[bOMY €Talll 3aJIUIIECHO
orpuManHsa aapecu no DHCP, mo npeacraBineHa Ha pucyHky 2.35 (3MiHa Ha
CTaTUYHY ajpecy Oy/e BUKOHAHA MICIS IHCTAJSAIIL NIl JEMOHCTpalii podboTu 3

KOH(pirypamiitHumu ¢aiaamn)

=& to talk to other machi and which preferably pro

[ Create bond » ]

Pucynok 2.35 — BikHO HanamtyBaHHsI MEPEXKEBUX MAPaMETPIB

4. HamamyBaHHS JpKepena perno3uTopiiB: MPOMOHYEThCS BHOIp A3epKaja
penosutopiro Ubuntu (pucynok 2.36). Jlns Bepcii 24.04 BUKOPHUCTOBYETHCS
n3epkaio archive.ubuntu.com, miniOpanuii aTomatuyHo. Lleit mapameTp Bu3HaYae,

3 AKX CEpPBEPIB Omeparliiiia cucTeMa HaJalll 3aBaHTaXKyBaTUME TTaKETH.

http://ua.archive.ubuntu.comn/ubuntu/

* location

Pucynok 2.36 — BikHO HanamryBaHHs JHKEpeia perno3uTopiiB
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5. Po3mitka aucky: BukopucTtano omiito "Use an entire disk" (pucyHok 2.37)

13 ctBOpeHHsIM LVM-rpynu A rHy4KOro KepyBaHHs IPOCTOPOM (pUCyHOK 2.38).

[ Help ]

up

oup with LUKS

Custom s ge layout

Pucynok 2.37 — BikHo BuOOpy KepoBaHOi KOH(ITypallli CXOBHUIIA

conf iguration

TEM SUMMARY

/ new e
hoot new e

AYAILABLE DEWICES

volume group

USED DEVICES
ubun LY
ubun , to be formatted a T4, mao

local disk
~tition 1

, to be formatt na I sboot
Py of lum al]y

Pucynox 2.38 — BikHo HamamtyBanHs KOH(ITyparii cXoBHINa

[Ticns minxTBepkeHHs (pUCYHOK 2.39) iHCTaNATOpP BUKOHYE (hopMaTyBaHHS

Ta CTBOPEHHS (halIOBUX CHCTEM.
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Pucynok 2.39 — BikHo miaTBep)KEHHS HaJAIITyBaHHS KOH(Irypallii CXOBHIIA

6. HanamryBanus mnpodisis KOpUCTyBaya: CTBOPEHO aJIMIHICTPATUBHOTO

KOPHUCTYBaua, IM’s1 cepBepa Ta 3aaH0 napodib (pucyHok 2.40).

Profile configuration [ Help 1]

you will use to log in to the system. You can configure SSH access on a later screen, but a

TOUR name:

Pucynok 2.40 — BikHo HanamtyBaHHs NpoQisi KOpUCTyBaya

7. HanamryBannss SSH: aktuBoBano onuito Install OpenSSH server, o
JIO3BOJIUTH MIJKJIIOYATHCS IO CepBepa BIIAJICHO OJpa3y IicIs 3aBepIICHHS
1HCTali (pucyHok 2.41).

55H configuration

'e to enable secure remoie acc to your

AUTHORIZED

Pucynok 2.41 — Bikno HanamrtyBanas SSH
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8. KomitoBanHsa cucTeMHUX (ailliB Ta BCTAaHOBJEHHS CHUCTEMHU: IICIs
MIITBEPPKEHHS KOHQITyparlii 1IHCTaAIATOp NEePEXOIUTh 10 KOMIIOBAHHS CUCTEMHHX
daitniB, BcTaHOBIEHHS sAapa Linux, koH(irypyBaHHs 3aBaHTaxyBaua GRUB,
CTBOpeHHS (ailIoBUX CcHCTEM 1 pO3ropTaHHS 0a30BOi CTPYKTypH CHUCTEMH

(pucyHoK 2.42).

Installation complete! [ Help ]

['grub-pc']

Pucynox 2.42 — BikHo KomitoBaHHSI CUCTEMHUX (haiiiIiB Ta BCTAHOBJICHHS CUCTEMU

[Ticns 3aBepII€HHS BCTAHOBJICHHS 1HCTAISTOP MPOMOHYE Mepe3aBaHTaXKUTU
BM. Ilepen num notpiOHo Bix’eanatu [SO-o00pa3, mo0 YHUKHYTH MOBTOPHOTO
3aImyCKy 1HCTaJsToOpA.

[Ticns mepe3aBaHTakeHHs 3amyckaeTbesi HoBa cuctemMa Ubuntu Server
24.04. KopuctyBau 0auuTh €KpaH KOMaHIHOTO psJKa JJii BXOHy, J€ MOTPiOHO
aBTOPU3YBATHUCS, BBIBILIW MAapojb, SSIKUWA OyB CTBOPEHHUH Mij Yac HaJlalITyBaHHS

KopucTyBaua npodiyis (pucyHok 2.43).
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Pucynok 2.43 — BikHO KOMaHIHOTO PsiJIKa JI1 BXOJy 3 YCIIIIHOI aBTOPU3ALIIEI0

2.3.3 Hlicasincraasuiitne HanamrTyBanasa Ubuntu Server

Ilepen posropraHHsM KOMIOHEHTIB Wazuh HEOOXiIHO TPUBECTH
onepauiiHy CHCTEMY JO CTAaHJAapTU30BAHOIO BUIUISAY, LI0 3a0€3MeUHTh
CTaOUIBbHICTH Ta OE3MEKY.

1. OHOBNIEHHs MakeTHOi 0a3u: MEpIIMM KPOKOM € aKTyalli3alisi CIUCKY
pPEerno3UTOpPiiB Ta OHOBJIEHHS BCTAHOBJIIEHOTO MPOrPAMHOr0 3a0e3NeyeHHs MAJis
3aKpUTTS BiloMUX BpasznuBocTedd. Ha pucynky 2.44 mpenctaBieHO KOMaHIY, IO

OyJa BBeJieHa Ta MPOLEC OHOBJICHHS.
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:~% sudo apt update && sudo apt full-upgrade -y &% sudo apt autoremove -y
http://ua.archive.ubuntu.com/ubuntu noble InRelease
http://ua.archive.ubuntu.com/ubuntu noble-updates InRelease [126 kB]
http://ua.archive.ubuntu.com/ubuntu noble-backports InRelease

[126

R B W N

.archive.ubuntu.com/ubuntu noble-updates/main amd64 Packages [1,619 kB]
.archive .ubuntu.com/ubuntu noble-updates/main amd64 Components [175 kB]
.archive _.ubuntu.com/ubuntu noble-updates/restricted amd64 Components [212 B]
.archive.ubuntu.com/ubuntu noble-updates/universe amd64 Packages [1,500 kB]
.archive.ubuntu.com/ubuntu noble-updates/universe amd64 Components [377 kB]
.archive.ubuntu.com/ubuntu noble-updates/multiverse amd64 Components [948 B]
.archive.ubuntu. com/ubuntu noble-backp ‘main amd64 Components [7,156 B]
.archive.ubuntu. com/ubuntu noble-backpor estricted amd64 Components [216 B]
.archive.ubuntu.com/ubuntu noble-backports/universe amd64 Components [10.9 kB]
.archive.ubuntu.com/ubuntu noble-backports/multiverse amd64 Components [212 B]
ecurity.ubuntu.com/ubuntu noble-security/main amd64 Components [21.6 kB]
:16 ) ecurity.ubuntu.com/ubuntu noble-security/restricted amd64 Components [212 B]
:17 )://security.ubuntu.com/ubuntu noble-security/universe amd64 Components [52.2 kB]
:18 http://security.ubuntu.com/ubuntu noble-security/multiverse amde4 Components [212 B]
Fetched 4,144 kB in 2s (1,759 kB/s)

Pucynox 2.44 — OHOBNIEHHS TAKETHOI 0a3u

2. HanamryBanust cratuunoi [P-aapecu: st cepBepa 6e3meKd KPUTHUYHO
BAKJIMBO MAaTH HE3MIHHY MepexeBy aapecy. B Ubuntu 22.04 3a Mmepexy BianoBijiae
ytunita Netplan. Byno BigpemaroBano koHgirypauiiHuii ¢ain y aupexropii
/etc/netplan/50-cloud-init.yaml (pucyHok 2.45) Ta 3aCTOCOBaHO 3MiHU 3 IEPEBIPKOIO

MEpEeXEBUX HAJAIITYBaHb (PUCYHOK 2.46) 3a IOMOMOTOI0 BIJMIOBITHUX KOMaH/.

GNU nano 7.2 Jetc/netplan/50@-cloud-init.yaml *

- 192.168.1.100/24

192.168.1.1

Pucynok 2.45 — BigpenaroBanuii koHdirypauiiuuii (aiin MepexxeBux

HaJIalITyBaHb
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sudo nano /fetc/netplan/5@-cloud-init.yaml
sudo netplan apply
ip a
tate UNKNOWN group default glen 1006

inet 127.¢ /8 scope host lo
valid 1ft forever preferred 1ft forever
inet6 ::1/128 s e host noprefixroute
valid 1ft fo er preferred lft forever
2: ens33: <BROADC J T,UP,LOWER_UP> mtu 1500 gdisc fq_codel state UP group default glen 1000

link/ether @@ :29:d2:20: d - Ff:FF
altname enp
inet 192.168.1. /24 brd 192.168.1.255 scope global ens33
: f d_1ft forever
/64 scope link
valid 1ft forever preferred 1ft forever
:~% ip route
default via 192.168.1.1 dev ens33 proto static
192.168.1.8/24 dev ens33 proto kernel scope link src 192.168.1.16080
:~$

Pucynox 2.46 — 3acTocyBaHHsI 3MiH Ta MIEPEBIpKa MEPEKEBUX HAJIAIITYBaHb

3. CuHXpOHI3allis 4Yacy: Jisi KOPEKTHOI KOPEeJsIii Mol Oe3nekyu yac Ha
cepBepl MOBUHEH OYTH 1l€aibHO TOYHMM. HamamryBaHHS 4YacoBOTO IMOsICY Ta
nepeBipka CTaTtycy NpeACTaBlieHI Ha PUCYHKY 2.47 3 BIANOBIIHUM BBEJICHHSIM

KOMaH.

Pucynok 2.47 — HanamTyBaHHs 4aCOBOT'O TIOSICY Ta MEPEBIPKa CTaTyCy

4. IlipgknrodyeHHs mo SSH: micis HajamTyBaHHS MEPEXKi MmoaibIna pooora 3
CEpBEPOM BHUKOHYEThCA 4Yepe3 SSH-kmieHT, 10 J03BOJISE 3pYyYHO KOTMIIOBATU
KOMaHaAu Ta KoHQirypamiiini ¢aitmu. Jns uporo HeoOximHo B ESXi vy
HajamTyBaHHsIX BM natucHytn Connect to SSH. VYV BikHI, 110 BIIKPHETHCS

BBOJMMO 1M’s1 KOpUCTyBaua Ta HatuckaeMo Connect (pucyHok 2.48).
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p Connect to "Wazuh" using SSH.

User name: ‘ wazuh-user ‘

Fort: ‘ 22 ‘

Options: ‘ ‘

Connect Cancel

Pucynox 2.48 — Iligkmouenns uepe3 SSH-kIEHT 10 cepBepy

Hami y Ttepminani Windows, 10 BIAKPHETHCS MOTOKYEMOCS 3
IIPOJOBXKEHHAM 3’ €HAHHS, MPONUCYIOYH Y€S B KOMAHIHOMY PSIAKY Ta BBOAMMO
napoib npoduis kopuctyBada (pucyHok 2.49). Ilicas ycnimHOi aBTOpH3auli

3’ ABJISIETHCS €KPaH MPUBITAHHS (JIUB. PUCYHOK 2.43).

wazuh-user@wazuh: ~

The authenticity of host '192.168.1.10@ (192.168.1.100)" can't be established.
ED25519 key fingerprint is SHA256:mr oVIerkZyHEwhuB6dwPeibuShelUG83ni/Edx(.
This key is not known by any other names.

Are you sure you want to continue connecting (y [[fingerprint])? ves
Warning: Pe dded "192.168.1.100" (ED25519) to the list of known hosts.
wazuh-us

Pucynok 2.49 — 3aBepiieHHs migkiIodeHHs dyepe3 SSH-kImeHT 10 cepBepy y

tepminan Windows

2.3.4 IlokoMnoOHeHTHEe po3ropTanHs miaardpopmu Wazuh

Jiist 3a0e3nedeHHs MUO0KOro KOHTPOJIIO HaJl KOH(DIrypalliero Ta po3yMiHHS
apXITEeKTypHUX 3B'S3KiB OyJI0O OOpaHO METOJl TMOKOMIIOHEHTHOI 1HCTAaJSAIIi 1
posropuyto Tomosorito All-in-one. Ile#t migxim mepembavyae BCTAHOBJICHHS BCIX
TphOX KIII0U0BUX KoMIOHEHTIB (Indexer, Server, Dashboard) na ognomy xocri.

Posroprannst BAKOHYBaJIOCS y MOCIAOBHOCTI, PEKOMEHI0BaHIH O(DIIiHO0
JIOKyMEHTAITIEI0 PO3pOOHUKA, 3 ajanTari€eo KoHpirypamiitHux Qaimi min

cneniudiky po3pobJIeHOT BIpTyallbHOI MEPEXKI.
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Posroprannst ta kongirypauis Wazuh Indexer

Posroprannst komnonenta Wazuh Indexer nmepenbayae BUKOHaHHS HU3KH
MOCJTITOBHUX JiH, CIPSIMOBAaHUX Ha BCTAHOBIICHHS MONTyKOBOTO pymris OpenSearch,
reHepario cepTudikariB Ta HaJamTyBaHHS 0€3MeYHO1 B3a€MO/IIT MK eJIeMeHTaMu
cucremu Wazuh.

Ha mepmiomy erari 3AiiCHIOETbCS 3aBaHTAXXCHHS CITY>KOOBHX CKpUIITIB
Wazuh (wazuh-certs-tool.sh Tta config.yml), mo 3a6e3neuyroTh aBTOMAaTH30BaHY
rerepanito TLS-ceptudikatiB ans BciX By3miB apxiTektypu. [licims xoperyBaHHs
KoH(pirypaitiitHoro ¢aiiny BinOyBaeThcsi (OpMyBaHHsS KOPEHEBOTO ceprudikara,
kirouiB s Indexer, Dashboard, Filebeat Ta agmMiHicTpaTHBHOTO JOCTYMY.

HactynHuMm KpokoM € nogaBaHHs oQiliiHoro penozutropito Wazuh, iMmnopt
GPG-kiroua mianucy Ta BCTaHOBJICHHS MakyHka wazuh-indexer. I[licns iHcTamsmii
KOMITIOHEHTY BHUKOHYe€Thcs KOH(QIrypauiss OpenSearch, 3oxkpema BuzHaueHHs IP-
aZpecH By3Jia, HA3BM KJIaCTEpa, MOYATKOBUX master-By3JiB, IUIIXIB O CIY>KO0BUX
KaTaJIOTIB Ta MiAKIIOYeHHS cepTU(]iKaTiB, 3SreHEPOBAHUX HA MOINEPEIHLOMY €TaIll.

[licns xomitoBaHHS cepTU(dIKaTIB y CiIy»k00BUil Katanor /etc/wazuh-
indexer/certs 1 BCTaHOBJCHHS HEOOXIAHUX aTPUOYTIB JOCTYIy BigOyBaeThCs

akTuBalis ciyxou Indexer uepes systemctl (pucynox 2.50).

Pucynok 2.50 — IliaTBep/keHHsSI aKTUBHOTO cTaTycy ciykou Wazuh Indexer

JlonaTKOBO BUKOHYEThCS 3amyck ckpumrta indexer-security-init.sh, sxwuii
cTBoproe 1HaeKkc Oesnexku OpenSearch Ta 3acTocoBye cTaHAapTHI KoHiryparii
noctymy (posii, MEMiHTU, TIOJITHKN).

diHaTbHUM €TaroM € IMepeBipKa Mpale3JaTHOCTI KiacTepa 3a JOIOMOTO0

HTTP-3anutiB go nopty 9200. Otpumanss iHdopMallii mpo By30J1 Ta CTaH KJiacTepa
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CBIIYNTH TMPO KOPEKTHE HaJAIITyBaHHS Ta TOTOBHICTh Indexer mo iHTerpaiii 3
IHIIUMH cKJIagoBuMu Wazuh.

Yci komanau, KoHGIrypariiai ¢aitnu Ta ciyk00B1 MapamMeTpu HaBelEHl Y
Honatky A.

Po3sroprannst Ta koHgpirypauis Wazuh Manager

Ha nmouatkoBoMy ertami 10 cuctemu aogaetbess GPG-xmrod po3pobHUKa Ta
penozutopiit Wazuh, miciis 4oro 3A1MCHIOETBCS OHOBJIEHHSI CIUCKY IMAaKyHKIB 1
BCTaHOBJICHHS cepBicy wazuh-manager pa3oMm 13 HeOOXiTHUMU 3aiexHoCTAMU. Lle
cTBOproe 0azoBe cepenopuiie SIEM, 3naTtHe nmpuiimMaTi Ta 0OpOOJISITH MOIIT Bif
areHTIB.

HactynHum kpokoM € HanmamTyBaHHsI KomrnoHeHTa Filebeat, sikuii BUkoHye
poJib TpaHcmopTHOTO piBHA Mk Wazuh Manager Ta Wazuh Indexer (OpenSearch).
Ha cepBepi BctanoBmoeThes filebeat, 3aBaHTaxyeTbest TUTIOBUI KOH(ITYpaliiHUAN
¢aiin ana iHTerpanii 3 Wazuh, a Takoxx ma0iioH iHaekcy Ta Mmoayiab wazuh. Jlns
3a0e3mnedeHHs 0e31eyHOr0 0OMIHY JaHUMH BUKOpUCTOBY€EThCs TLS: Ha 6a31 paniiie
3reHepoBaHUX cepTU(IKaTIB CTBOPIOIOThCA okpemi ¢aiinm nans  Filebeat,
HAJIAIITOBYIOTHCS IUIAXU 10 cepTU(IKATIB 1 KITF0UiB, a 00JIIKOBI JaH1 JJIsl JOCTYITY
1o Indexer 36epiratoThes y 3axuiienomy cxosuil (keystore).

KitouoBuM enemeHTOM po3ropTaHHs € KoHirypaiiss camoro Wazuh
Manager y daitmi ossec.conf. ¥ mpomy aitm 3am1ar0ThCs TJI00aNIbHI MTapaMeTpu
JIOTYBaHHSI Ta OMOBIIIEHb, MOJITUKA MOHITOPUHTY UUIICHOCTI (ailyiB (MOAYJIb
Syscheck), mepeBipka cucTeMd Ha HASBHICTh PYTKITIB 1 HeOaKaHUX 3MiH
(Rootcheck), 36ip iHBeHTapuzarmiitnux gaHux (Syscollector), a Takox GyHKIIi1
BUSIBJICHHSI Bpa3MBOCTEN Ta mepeBipku koHbiryparii (Vulnerability detection,
SCA). Oxpemuii 610k KoH(]iryparii Biamnosinae 3a iHTerpaiito 3 Wazuh Indexer:
BU3HAYAIOThHCA ajipeca By3na, npotokoia HTTPS, a Takox ceptudikatu ta Kitoul,
cninbHi 3 Filebeat.

[Ticns 3aBepIieHHsT HANAMTYBaHHS KOHQITYpaIiiHuX (PailliB BUKOHYETHCS
axktuBalis ciayx6 Wazuh Manager (pucynok 2.51) ta Filebeat (pucynox 2.52) uepes

systemctl 1 mepeBipka ix mpare3gaTHOCTI.
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:57 EET; 28s ago
n/wazuh-control start (code=exited, status=8/SUCCESS)

(limit: 4545)
1.6G (peak: 1.6G swap: 24.0K swap peak: 24.0K)

CGroup:

[N
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o

- [V IV IR By ]
e e e e e e e e

h-remoted. ..
h-logcollector. ..

onitord

3:54 w E outer: INFO: Loaded router module.

ontent_manager: Loaded content _manager module.

h-modulesd: inventory-harvester: INFO: Loaded Inventory harvester module.
: Started wazuh-modulesd. ..
: Compl d.

2]
(==}
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rvice - Wazuh manager.

Pucynoxk 2.51 — [linTBepaKEHHSI aKTUBHOTO CTaTycy cinyxou Wazuh Manager

rootiwazuh:~# sy start tilebeat
vazuh:~# filebeat t output
elasticsearch: https://192.168.1.1
parse url...
connection. ..
parse host...
dns lookup...
192.168.1.1

's certificate chain verification is enabled

TLSv1.3

dial up...
talk to server...
version: 7. 2

Pucynok 2.52 — I[TigTBepkeHHs] akTUBHOTO cTaTycy ciy»xou Filebeat

3anyck wazuh-manager 3a0e3nedye poOOTy OCHOBHMX CIIyk0 (301p JIOTiIB,
KopeJsiiiss mojiid, oOpoOka NpaBui, yHpaBiiHHS areHtamu), Tonai sk Filebeat
BIJINOBIJIa€ 3a Tepenady 3reHepOBaHMX KypHaiiB Oesmeku 1o Indexer mmst
MoAaNbIIOT 1HACK ALl Ta Bi3yari3allii.

JleTamizoBaHui JICTUHT KOMAaHJ[ PO3TOPTaHHS, a TakKoX (pparMeHTH

koHirypaiiitnux ¢ainis filebeat.yml 1 ossec.conf naBeneni y Jlomatky b.
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Posropranns ta kongirypauis Wazuh Dashboard

Ha mepmomy erami g0 cuctemu iMmoptyeTbest GPG-kimrou Ta momaerbes
oimiitamii pernozutopiit Wazuh, mo 3abe3nedye JOCTYI 10 aKTyalbHUX MaKyHKIB
Dashboard. Iliciss oHOBIEHHS 1HJIEKCY TMaKETIB BHUKOHYEThCS BCTAHOBJICHHS
koMmrioHeHTa wazuh-dashboard, y pe3ynbrari 4oro CTBOPIOETHCS 130JIbOBAHE
cepenoBuiie Ha 6a3i Node.js 3 iHTerpoBaHnMH MOAYJIsSIMH B3aemoii 3 OpenSearch.

HacTymHMM KpOKOM € HalallTyBaHHS 3axHIICHOTO JIOCTYIY, SIKHA
peami3zyetbcsi uepe3 TLS-ceptudikaTu, 3reHEpoBaHI Ha TMOMEPEAHIX eTamax
posroptanus SIEM-cuctemu. Ceptudikatu dashboard.pem, dashboard-key.pem Ta
root-ca.pem J0JAI0ThCs A0 Ciyx00Boi aupekropii Dashboard, oOmexyroThcs y
npaBax JOCTYIy Ta BUKOPUCTOBYIOThCA sl IM(pyBaHHS 3’ €IHaHb Ha NopTy 443.
[le rapanTye 3axuIIeHU JOCTYN N0 BeO-1HTEpdeEiicy Ta BUKIIOYAE MOXKIUBICTDH
MEPEXOIICHHS TaHUX.

VY xoupirypamiitnomy ¢aiini opensearch dashboards.yml Bu3HauaroThCs

KJIF0UOBI napameTpu podbotu Dashboard, cepen sikux:

[P-anpeca Ta mopt BeO-cepBepa,

— aapeca Wazuh Indexer niist Bukonanss 3anutiB 10 OpenSearch,

— msix go ceprudikaris TLS,

— HaJIAIUTyBaHHS TPUBAIOCTI CeCli KOpUCTYyBaya.

[Ticns mporo HamamToByeThbes (aitnm wazuh.yml, skuii BU3HA4ae crocio
nigknrodeHHs Dashboard no Wazuh Manager yepes iioro REST API na nopry
55000. ¥V mpomy aitmi 3amatorbest URL, mopt Ta 00MiKOBI jJaHl KOpUCTyBada
wazuh-wui, o matoth goctyn 10 APl Manager.

[Ticns 3actocyBanHsa koHpirypauii cepBic Wazuh Dashboard aktuByerbes
yepe3 systemctl (pucynok 2.53), momaeTbes 10 aBTO3aBAHTAXKEHHS Ta 3aITyCKAEThCS

K OKpema ciry>x0a.
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Pucynok 2.53 — [liaTBepakeHHs1 aKTUBHOTO cTaTycy cinyxou Wazuh Dashboard

VY1 KOMaHIM BCTAHOBJIEHHS, @ TAKOX HaJAIITOBaH1 KOHPIryparlliiiti dhaiinu
HaBeZeHo y JloaaTtky B.

JIns mepeBipku Tpane3aaTHOCTI CUCTeMH Yy BeO-Opaysepi OyJio BIAKPUTO
aapecy https://192.168.1.100. Ilicins BBeaeHHs JoriHy admin Ta 3reHEpOBAHOTO
napoJisi (pucyHok 2.54) BIIKpUBa€eThCs rojioBHA naHenb Wazuh (nuB. pucyHok 1.5).
Cucrema MoBiIOMJISIE TIPO AKTUBHHMM CTaTyC YCIX KOMIIOHEHTIB Ta TOTOBHICTBH IO

MM IKJIFOYEHHS areHTIB.

Pucynox 2.54 — BikHo BBeZieHHS 00JIIKOBUX JaHUX JJIsl aBTopm3aliii y Wazuh
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2.4 BcraHoBJIeHHs1 Ta peecTpauia areHTiB Ha Windows ta Linux

CucremMax

Opniero 3 nepesar miargopmu Wazuh € HasBHICTH BOYJIOBAHOTO MaicTpa
posropranHus (Deploy new agent) y BeO-iHTepdeiici, Skl aBTOMAaTU3y€E TPOIIEC
CTBOPEHHS IHCTAALIAHUX KOMaH[ JJIsl PI3HUX onepauiiHux cucreM. Lle MiHimizye
PHU3UK JIOACHKOI MOMUJIKY MPU BBEJCHHI KOHPITYpaLIiHUX TaHUX.

[Ipotiec renepariii crieHapit0 BUKOHYETHCS Y JIEKUIbKa KPOKIB Y€pe3 MEHIO
Agents => Deploy new agent (pucyHok 2.55):

1. Bubip omepamiitnoi cucremu: Bkazyerbcsa tunn OC (Windows, Linux,
macOS) Ta apxiTekTypa (x86_64, arm64).

2. HanamryBanHsa miakiaodeHHs: y moii Server Address Bkasyerbcsi IP-
ajpeca abo ToOMeHHE iM's MeHekepa (y Hamomy Bunaaky — 192.168.1.100).

3. IlpucBoeHHs iMeH1 (OMIIOHATIBHO): 3aJa€ThCS YHIKAJIbHE 1M'Sl areHTa JJIst

imeHTudikailii B cuctemi.

Pucynok 2.55 — Iarepdeiic maiictpa pozropranns areHTiB y Wazuh Dashboard
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B pe3ynbrari cuctema reHepye TOTOBUM PSIOK KOJTY, IKHI MICTUTh KOMaH]Ty
3aBAaHTAKCHHS, I1HCTAJAIINI Ta peecTpallii areHra 3 HEOOXIIHUMHU KIHYaMu
(pucynok 2.56). Lleit migxin OyJ0 BUKOPHCTAHO SIK 0a30BHUU AJiA MOAATBIIOrO

pPO3rOopTaHHS.

PucyHnok 2.56 — 3reHepoBaHuil psiIOK KOy AJI 3aBaHTAKEHHs, IHCTaJALIT Ta

peectpartii arenta y OC Windows

[Ipouiec posropranns arenta y OC Windows Oyio BUKOHAaHO 4Yepe3
iHTepdeiic komanaHoro psaka PowerShell 3 mnpaBamm  aamiHicTparopa
(pucynoxk 2.57), 1m0 J03BOJWJIO aBTOMAaTU3yBaTH Iiepefady IapameTpiB
koH(pirypairii. 3anmyck ciayx0u arenta BukoHaHo komannoo NET START Wazuh.
JInst miaTBepAXKEHHS yCIIITHOTO 3aIyCKY Ta peecTpallii BUKOpucTaHo komanay Get-

Service WazuhSvc.

Pucynox 2.57 — Posropranns arenta y OC Windows depe3 iHTepdeiic

kKoMaHHOTO psiika PowerShell 3 mpaBamu agminicTpaTopa
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Ak BUAHO 3 puUCyHKY 2.57, ciyx06a mae craryc Running. Ile cBiguuth mnpo
T€, M0 areHT YCHIIIHO 3'€IHAaBCS 3 MEHEIKEPOM, OTPUMAB YHIKaJbHUN KIIIOY
m@pyBaHHS Ta pO3MOYaB Mepeaady Mmofiil Ha cepBep.

st OC na 6a3i Linux (Ubuntu 22.04) Gynio 3reHepoBaHO ClLEHapiil, KU
TakoX OyB OoTpuUMaHMii yepe3 iHTepdelc MaiicTpa po3ropTaHHs areHtiB y Wazuh

Dashboard.

Pucynoxk 2.58 — 3renepoBaHuii psiIOK KOy JJIS 3aBaHTAKEHHS, IHCTAJIAIT Ta

peectparii arenta y OC Linux

[Ipouiec posropranns arenta y OC Linux BUKOHYBaBCS y TepMiHaAM 3
mpaBaMu CymnepkopucTtyBada root (pucyHok 2.59). 3reHepoBaHa MONEPEIHHO
KOMaHJla aBTOMAaTUYHO J0JAa€ PENO3UTOPIN, 3aBaHTaXXye MakeT Ta peaarye (aiin

KoH(irypairii /var/ossec/etc/ossec.conf, IponucyoUun aapecy MeHeKepa.

_amd64.deb && sudo WAZUH
1_amd64.deb

) [application,
gent_4.14.1-1_amd64.deb’

wazuh-agent_4.14.1-1_amd64.deb B —————————--=——————————--- ————————
2025-12-01 ©4:52:56 (6.77 MB/s) - ‘wazuh-agent_4.14.1-1 amd64.deb’ saved [13112530/13112538]

[sudo] password for wazuh-user:

Selecting previously ted package wazuh-agent.

(Reading database . files and re currently installed.)
ring to unpack . h-agent_4.14.1-1_amd64.deb ...

Unpacking zuh-agent (4.14. .

Setting up wazuh-agent (4.14.1-1) ...

Pucynok 2.59 — Posropranns arenta y OC Linux depe3 Tepminai 3 mpaBaMu

CYIIEpKOpPUCTYyBa4a
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[Ticnst BUKOHaHHS 1HCTAJALII CIyx)0y OyJI0O aKTMBOBAHO Ta 3aIlyIIEHO.
KoHTposb mparne3gaTHOCTI BUKOHAHO IUISXOM TIEPEBIPKU CTaTyCy CHCTEMHOTO
IOHITa. BiZICYTHICTh MOMUJIOK y BUBOJI KOMaHIN MIATBEPKYE CTaOUTbHY pOOOTY

nporiecy 300py JoriB (pucyHok 2.60).

uh-agent.service.

Pucynok 2.60 — Craryc cinyk6u Wazuh Agent y cepenosuiii Linux

JI1s 0CTaTOYHOTrO MiJATBEPIKEHHS TOro, 1m0 oouasa areHTH (Windows Ta
Linux) KOpEeKTHO I1HTErpoBaHi B cUCTeMy Oe3mneku, OyJio BHUKOHAHO MEPEBIPKY

CIUCKY aKTUBHMX areHTiB uepe3 BeO-inTepderic Wazuh Dashboard (pucynok 2.61).

Pucynox 2.61 — Ciricok akTUBHUX areHTIB, 3apeecTpOBaHUX Ha cepBepl Wazuh

Ha pucunky 2.61 BigoOpaxkeno, mo arentu 3 ID 001 (Windows) ta 002
(Linux) maroTh cratyc Active. lle 3aBepiiye etan moOynoBu 1HGPACTPYKTYypH
MOHITOpUHTY. CHCTeMa TOoTOBa J0 TMPOBEACHHS EKCIEPUMEHTAIBHOI YaCTHHH 3

MOJICTIOBaHHS KiOEPIHIIUIEHTIB.
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BucHoBkM 10 po3ainay 2

VY npyromy po3ziii MaricTepchbkoi aucepralii Oya0 BUKOHAHO MPAKTHYHY
peasizailifto aBTOMAaTH30BaHOI CHCTEMHM MOHITOPUHIY 3arpo3 Ha 0a3i SIEM-
mwiatpopmu Wazuh. B xomi BuUKOHaHHS poOOTH OyJlO JOCSITHYTO HACTYITHUX
pe3ybTaTiB:

1. JochimkeHo apXiTeKTypy Ta NpUHUIUNN (QyHKIioHyBaHHS SIEM-
cuctemu. [IpoBeseHo neranbHUN aHali3 KOMIOHEHTHOI 0a3u ratdopmu Wazuh
(Indexer, Server, Dashboard, Agents). BuznaueHo, 1o MopayJibHa CTPYKTypa Ta
BUKOPUCTAaHHS IMHU(PPOBAHUX KaHATIB 3B’S3Ky 3a0€3MeuyloTh BUCOKHM pPiBEHb
MacmTaboBaHOCTI Ta 3axuIiieHocTi. OOIpyHTOBAaHO BUOIp TOMOJOTII PO3rOpTaHHS,
sIKa BiJIMOBITa€ BUMOTaM JI0 Cy4YaCHUX CHCTEM BHUSIBJICHHs BTOPTHEHb Ta 3a0e3meuye
IUJTICHICTD JaHUX Ha BCIX eTarax 0OpoOKH.

2. Po3ropHyTo BIpTyalni3oBaHy 1H(pacTpyKTypy. B sKocTi OCHOBH s
71a00paTOPHOTO CTeHAY OyJ0 00paHO Ta 1HCTAJIILOBAHO TIMEPBI3OP MEPIIOTO THUITY
VMware ESXi. e no3Bonuio 3a0e3neunTu 13011110 00UUCTIOBAIBHIX PECYPCIB
Ta HAOJMM3UTH YMOBH €KCIIEPUMEHTY JI0 PEATbHOTO TIPOMHUCIIOBOTO.

3. PeanizoBaHo cepBepHY yacTHHY cucTeMu Oe3neku. Ha 6a3i onepartiiHoi
cuctemu Ubuntu Server po3ropHyTO UEHTpalbHI KOMIIOHEHTH MIaTGOpPMH Y
koH(pirypamii All-in-one. 3a0e3nedyeHo 3aXHUCT KaHaANIB YHPABIIHHS Ta Nepenayi
JAHUX [UISIXOM TeHepallii Ta BrnpoBamkeHHs SSL-ceptudikariB, 1m0 rapaHTye
KOH(D11eHIIHICTB 310paHoi iHPpopMallii.

4. IToGynoBaHO MEpeXy MOHITOPHUHTY. 3AIMCHEHO YCHINIHY I1HTETpaIlito
PI3HOPIAHMX KIHIIEBUX TOYOK Yy €IWHUA KOHTYp Oesneku. PeanizoBaHo
BCTAHOBJICHHS Ta peecTpailito arentiB Wazuh ansa onepauiiinux cuctem Windows
ta Linux i3 3actocyBanHsMm wmeToniB aBromatuzamii (PowerShell, Bash), mro

JTI03BOJIWIIO LIEHTPAJI3yBaTH 301p KypHaJiB MOA1H 3 yciel iHhpacTpyKTypH.
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PO3/IL1 3. TOCJIIKEHHA EOEKTUBHOCTI ABTOMATHU30BAHOI
CUCTEMMU MOHITOPHUHI'Y 3AI'PO3

3.1 Mope/roBaHHSA CUeHAPiiB HEBAAJTHUX ABTOPHU3aLii

OaHuM 13 HaWOLTBII MOMIMPEHUX BEKTOPIB aTak Ha iH(opMalliitHi cucTeMu
€ CIpoOM HECAHKIIIOHOBAHOTO IOCTYITy 4epe3 miaoip mapouiB (Brute-force) abo
BUKOPHCTAaHHS KOMIIPOMETOBAHUX OOJIIKOBUX HMaHUX. 3rimHo 3 matpuieio MITRE
ATT&CK, us texnika kinacudikyerncs sk T1110 (Brute Force).

Mertor0 1aHOrO eTammy JOCHIIKEHHS € MepeBipKa 31aTHOCTI cuctemMu Wazuh
JIETEKTYBaTH CHpPOOM HEBIanoi aBTEHTU(]IKALll HA PI3HOPITHUX OMEpaALIHHUX

cuctemax (Windows ta Linux) 3a 701OMOTror0 cTaHJapTHOTO HA0OPY MpaBuUII
3.1.1 Cuenapiit ataku Ha Windows-areHr

JIyist MOJeNIOBaHHS 1HIUJEHTY OYyJI0O BUKOPHUCTAaHO POOOYY CTAHINIO T
yrpasiiHasIM Windows 10, Ha sikiii monepeIHbO BCTAHOBJICHO Ta 3apEECTPOBAHO
arent Wazuh.

XiJl eKCTIEpUMEHTY:

1. 3aiiicHeHo cnpoOy JOKalbHOIO BXOJAY B CHUCTEMY 3 BHKOPUCTAHHAM
ICHYIOYOTO OOJIIKOBOTO 3amuCy KOpUCTyBaya, ajieé 3 BBEICHHSAM 3aB1JOMO
HEMPaBWIHHOTO NapoJis (pUucyHok 3.1).

2. i moBToproBanucs 3 iHTepBasioM y 10-15 cexyna, o0 imiTyBaTu
"pyuni" cpo6u miadopy.

Ha piBHi oneparriiiHoi cucTeMu 111 il reHepyroTh moAito 3 kojgom Event ID
4625 ("An account failed to log on"). Arent Wazuh 3uuTye 1110 oAi0 B pealbHOMY
yaci Ta mepedae ii Ha cepBep A aHAJI3y 1 3aCTOCOBY€ BJIACHE MPABUIIO MJIS
kiacudikanii miei moxaii 3 kogom Event ID 60122 ("Logon Failure - Unknown user

or bad password").
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Pucynox 3.1 — Imitaiis HeBaanoi cripodu Bxoay B cepeaonuiil Windows

3.1.2 Cuenapiit ataku Ha Linux -arenr

AHaJIOTTYHUN €KCIIEPUMEHT OYJI0 MPOBEICHO Ha CepBepl Mij YIIPaBIiHHAIM
Ubuntu 22.04 LTS. Ockinbku Linux-cepBepu Haigacrimie aaMiHICTPYIOThCS
B1JIJIaJIEHO, MOJIeJIFOBAJIacs cripo0a MiIKIF0YeHHs yepe3 npoTokoa SSH.

XiJl eKCTIEpUMEHTY:

1. IHimiioBano SSH-3'ennanns 3 XOCTOBOI MAaIIvHU: ssh
administrator@192.168.221.130.

2. BBemeHo HEOAHOPA30BO HEMPABWIBHHUM MMapoyib IS 1CHYIOYOTO

KopucTyBaua (pucyHok 3.2.).

CAWindows\SYSTEM32\cmd.exe

LI T L |
M =

o
M BRI
o
M =

1]
[xl]
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58
1
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Pucynok 3.2 — ImiTanis HeBaaaoi cupoOu BXOay B cepeaoBuil Linux

i nii ¢ikcyroTbes MokanbHUM AeMoHOM sshd Ta 3ammcyroTees y Qaitn
/var/log/auth.log. Arentr Wazuh MoHiTOpUTh 1IeH (paiii 1 mpu MOsB1 3aMUCIB TUITY

"Failed password" iHiIitoe CTBOpEHHSI aJiepTy.
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3.1.3 Anauai3 pesyabtatiB y Wazuh Dashboard

Onpazy micis BUKOHaHHS MaHImyJIsii y BeO-inTepdeiici Wazuh Dashboard

po3ainy Threat Hunting 6yio 3adikcoBaHO CIUIeCK aKTUBHOCTI (pUCYHOK 3.3).

Pucynox 3.3 — BinoOpaxeHnHs noiit Hepaanoi aBropuzaiiii B Wazuh Dashboard

Jlns mepersisany aeraniei IHuuaAeHTy 0yio Bukopuctano Guibtpu Events, 1o
JTIO3BOJIJIO BUOKPEMUTH TOMIi 3a pIBHEM KPUTHUYHOCTI Ta 1A€HTU(DIKATOPOM

npaBuia (pUCyHOK 3.4).

Pucynok 3.4 — BinoOpaxeHnHs nofiit Hesnaioi apropusanii B Wazuh Dashboard
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Ak BUIHO 3 pUCYHKY 3.2, cCTeMa YCIIIIHO 17IeHTU]iKyBana crpoOr BXOTY
Ha 000x 1maTdopmax. KoxHa rmofis oTpumasa BiJIIMOBIIHUI piBeHb HEOE3IEeKH, 1110

IpUBEPTAE yBary ajMiHicTpaTopa.

3.2 AHaJi3 cnpanbOBYBAHHSA NMPABUJI TA *KYPHAJIIB MOXil

EdextuBnicte SIEM-cuctemu Bu3HauaeThcss He nmmie ¢GakToM 300py
iHbopMarlii, a i 3AaTHICTIO IHTEPIPETYBATH MO/1i, BUABIIAIOUN IPUXOBAH1 3arpo3u
cepel] BeIMKOr0 MacuBY AAHUX. Y 1IbOMY I1JIPO3/1JI1 IPOBEACHO JETATbHUIN aHali3
MEXaHI3MIB 00pOoOKM I1HIUAEHTIB y cucremi Wazuh Ha mnpukiaal cleHapiis,
3MoAeNboBaHuX y 1. 3.1. JlocmixeHHs POKYCY€eThCS Ha IBOX KIIFOUOBHX MPOLIECAX:

HOpMaJTi3allii "cupux" JIOTIB Ta KOPEJSIli B3aEMOIIOB’ I3aHUX MOJIIH.

3.2.1 HopMmauizaunist JaHMX Ta AaHAJI3 OAUHUYHMX MOAII

[Tepmmm etaniom 06poOku ganux y Wazuh € nopmamizartis. Lle mporuec, i
yac SIKOro JEKOJEepU PO30HMParOTh HECTPYKTYpPOBAHI CHCTEMHI MOBIIOMJIEHHS Ta
nepeTBoprotoTh ix y eauHuit dopmat JSON. Ile nosBossie yHiikyBaTH aHami3
noii, otpuManux 3 pizHuX mxepen (Linux, Windows, MepexxeBe 001aiHaHH).

PosrnsHemo crpyktypy mnoaii, 3adikcoBaHOi MiJ 4Yac CIpoOW HeBAAIOl
aBTopu3ailii Ha cepsepi Ubuntu (quB. m. 3.1.2). Ha pucyHnky 3.5 HaBeieHO peanbHui

JIOT anepry, COPMOBAHOTO CHCTEMOIO.
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Pucynok 3.5 — /leranizoBana kapTka KpUTHYHOIO IHIUJEHTY HEBAAIIOL

aBTopuzarii SSH

AHaJli3 KJIIFOYOBUX MOJIIB JIOTY:

1. InenTudikaris ta knacudikaiis (rule):

— 1d: 5760: cucrema imeHTH(IKYBaIa MO0 32 CTAHIAPTHUM ITPABUIIOM JIJIS
SSH-cepgicy ("Authentication failed").

— mitre: aBTOMAaTUYHO BHU3HAYEHO TEXHIKM aTaKW 3TITHO 3 MaTPHIICIO
MITRE ATT&CK — T1110.001 (Password Guessing) ta T1021.004 (SSH). Lle
BKa3zye Ha CrnpoOy OTpUMMAaHHS JOCTYIy 4depe3 Mmiadip Mapois Ta MOXKIUBE
TOPU30HTAJIbHE TIEPEMIIIICHHS 3JIOBMUCHUKA MEPEXKEIO.

— BianoBigHICTh CTaHAapTaMm: TIOAisS aBTOMATUYHO CITIBCTaBJeHA 3
Bumoramu peryisatopie — PCI DSS (Bumoru 10.2.4, 10.2.5 moma0 MOHITOPUHTY
noctyny), GDPR (3axuct nepconansuux nanux) ta NIST 800-53.

2. KonrekctHi nani (data):

— srcip:  192.168.221.1 — npexoxep ycmimHO BHOKpemuB IP-agpecy
JUKepelia aTakHy.

— dstuser: administrator — 3a)ikcoBaHO iM'si KOPUCTyBaya, SIKM HaMaraBcs

BUKOPUCTATH aTaKyKYHUH.
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Ileit npuknan aemMoHCTpye, sk Wazuh 30aradye "cupuid" TeXHIYHUN JIOT
aHaJITUYHOIO 1HGOpPMAIlI€l0, HEOOXITHOI I PO3CIITyBaHHS 1HIUJICHTIB Ta

MPOBEJICHHS AYIUTY.

3.2.2 MexaHi3M KopeJsiuii moaii

S0 omMHMYHA TOMMITKA MOYKE OYTH HACIIJIKOM JIFOACHKOTO (PakTopy, TO
cepisi TaKuUX TOMHJIOK € O3HAKOK IIJIECTIPSIMOBAHOI aTaku. JI7s BUSBICHHS
noniOHux martepHiB Wazuh BUKOPHUCTOBYE MeXaHI3M KOpEJNAIii 3 MmapaMmeTrpamu
yacToTH (frequency) Ta yacoBoro BikHa (timeframe).

JUist AOCHiDKEHHST [bOTO0 MEXaHi3My OyJlio MpOoaHalli30BaHO KPUTHUUYHHIMA
IHIIMJICHT, 1110 BUHUK BHACIIZOK cepii HeBaaaux crnpod Bxoay Ha Windows-areHri
(muB. . 3.1.1). Ha pucyHky 3.6 HaBeJeHO peajbHUMN JIOT aJepTy BUCOKOIO PIBHS

H€6€3HCKI/I, C(l)OpMOBaHOFO CUCTCMOIO.
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Pucynok 3.6 — [letanizoBana kapTka KpuTHuHOTro iHIMAeHTY "Multiple Windows

Logon Failures"

AHani3 MexaHi3My BUSBJICHHS aTaKu:
1. Arperais noziit (rule.frequency: 8): KJIFOUOBUM MOJIEM Yy JAHOMY ajepTi
e mapametp yactotu. IIpaBmio ID 60204 (Level 10) aktuByBajgocs JMIIE MiCIsA

HaKoOMM4YeHHs 8 moaii-TpurepiB (mooanHokux mnomMuwiok EventlD 4625) 3a
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KOPOTKHM MPOMDKOK 4acy. Lle no3Bossie cucteMi GpuIbTpyBaTH BUIIAIKOB] TOMUIKA
KOPHUCTYBAayiB 1 pearyBaTH JIUIIEC HA aHOMAJIbHY aKTUBHICTb.

2. JloxazoBa 6a3a (previous_output): JJOT MICTHTh IIOJI€ previous output, B
AKOMY 30epiracTbCs IOBHA ICTOpisS MOMEpeaHiX & MoAid, IO MPHU3BEIU 0
CHpallloBaHHs MpaBwia. Lle KpUTUYHO Ba)xJIMBO AJSl IMUQPPOBOI KPUMIHATICTHKH,
OCKIJIbKH JTO3BOJISIE BITHOBUTH TOYHY XPOHOJIOTIIO aTaKH.

3. AHaJi3 BEKTOPY aTaKu:

— LogonType: 2 Bka3ye Ha Tum Bxoxay "Interactive". Ile cBiguuth mpo Te,
10 CpoOu MiAOOPY Maposist 3/11HCHIOBATIUCS JOKAIBHO (d4epe3 Pi3uyHy KOHCOJIb a00
KOHCOJIb T1IIEpBi30pa), a He yepe3 MepekeBuil mpotokosl SMB/RDP.

— targetUserName: Admin: ataka Oyna cnpsMoOBaHa Ha MPUBLICHOBaHUMN
OOJIIKOBHIA 3a1THC.

4. Eckanarisi piBHS 3arpo3d — CHUCT€Ma aBTOMATHUYHO I1JBUINNJIA PIBEHb
kputnuHocTi iHIUAeHTy A0 Level 10 (High), mo Bumarae HeraiiHoi peakiii
anminictparopa. [lomis Takox kiacudikoana sk T1110 (Brute Force) 3rigno 3
MITRE ATT&CK.

[IpoBenenuit aHami3 MIATBEPIKY€E, IO po3ropHyTa cuctema Wazuh
ycnimHo peanizye ¢ynkuii SIEM. 3aBasku mexaHismMaM HOpMmalli3alli, cucreMa
npuBOAUTH pi3HOPIAHI AaH1 (Syslog Linux, Windows Event Channel) no eaunoro
dbopmaty, a MeXaHi3M KOpeJsllii J03BOJIsI€ aBTOMAaTUYHO BHUSBIISATH CKJIQ/IHI aTaKH,
0a3yl04YMCh HAa YaCTOTHOMY aHali31 MOAlH, Ta HaJJaBaTh BUYEPIHY 1HPOPMALIIO JIJIs

pearyBaHHs.

3.3 OuinwoBanHsa edekTHBHOCTI cucremu Wazuh moao BusiBJeHHs

3arpo3

Ha ocHOBiI mpoBeaeHMX y MOMEPENHIX MIAPO3/iIaX EKCIIEPUMEHTIB 3
MOJIC/TIOBaHHsl KiOCpIHIMACHTIB, OYJI0 MPOBEICHO KOMILJIEKCHE OIIHIOBaHHS
edexTuBHOCTI po3ropHyToi SIEM-cucremu Wazuh.

Ominka 3aiiicHIOBasiacsd 3a YOTUPMA KIIOYOBUMHU KpPUTEPIsIMH, SIKI €

BU3HaYaIbHUMHU JiJ1s1 cucTeM kKiiacy EDR/XDR: mBuakicTh 1eTeKTyBaHHS, TOYHICTh
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kiacudikaii, MOBHOTa KOHTEKCTHUX JAaHUX Ta BIAMOBIAHICTh PETYJISATOPHUM

BHUMOT'aM.

3.3.1 AHaJti3 IBUAKOCTI Ta TOYHOCTI peakmil

B xomi excnepumenty 3 arakoro Brute Force (m. 3.2) cucrema
MIPOJIEMOHCTPYBaJia 3AaTHICTh TMPAIIOBATH B PEKUMI pealbHOTO dacy. Yac Mik
reHepamiero noxii Ha kiHnesid toumi (Windows/Linux) Ta mosiBOl0 anepty Ha
1H(dopmariiiHii naneni ckiaB MeHIe 1 cexkynnu. Lle miarBepkye, o apXiTekTypa
Ha 0a3l areHTiB 3a0e3leuye MIHIMaJIbHI 3aTPUMKH Mepeiadl JaHuX, 0 KPUTHYHO
BXKJIMBO JIJIs1 OTIEPATUBHOTO pearyBaHHS.

[Toxa3Huk TOYHOCTI OYyB MIATBEPHKEHUN KOPEKTHOIO pOOOTOIO0 MEXaHI13MY
kopessii. CucreMa yCHilHO po3pi3HuIia 1Ba TUIH aKTUBHOCTI:

— Tloogunoki momusku (Level 5): iHTeprnipeToBaHi, sIK MOTEHIIIHHI TOMWIKA
KOPHUCTYBaYiB.

— Cepiiini nomunku (Level 10): iHTepnpeToBani, K ijecIpsIMOBaHa aTaka.

Taka OaraTopiBHEBa JIOTIKAa JI03BOJISIE MIHIMI3yBaTH KUIBKICTh XHUOHUX
CIpPALIOBaHb, HE MEPEBAHTAXKYIOUM AIMIHICTpAaTOpa 3ailBUMHU CHOBILIEHHSMHU PO

PYTHUHHI MMOJI1i, aJieé TApAHTOBAHO CHOBIIIAIOYHN PO KPUTHUYHI THITUIACHTH.

3.3.2 Ouinka iH()OPMATHBHOCTI Ta KOHTEKCTYaJi3alil

EdexkTuBHICTh CHCTEMH MOHITOPUHTY 3aJ€XHTh HE JuIle Bif Qakty
BUSIBJICHHS 3arpo3M, a ¥ BiJ SKOCTI HamaHoi iH(opmarlii ams ii po3ciiTyBaHHS.
[IpoBenennii anam3 JSON-noriB mokasas, 1o Wazuh aBromMmatuuHo 30aradye moii
MeTaJJaHUMHU, SIK1 3HAYHO CITPOIYIOTh poOoTy aHamituka SOC:

— ATpulymis artaku: wiTka (Qikcamis mxepena (srcip), o0'ekTa araku
(dstuser) Ta BekTopy (logonType).

— Knacudikaris MITRE ATT&CK: aBromMaTtnyHe 3iCTaBIEHHS HIUACHTY
3 taktukamu T1110 (Brute Force) ta T1021 (Lateral Movement) mo3BoJsie

3pO3YMITH CTPATET1i0 3I0BMUCHHUKA.
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— XpOHOJIOTIYHMM  KOHTEKCT: HAasABHICT, TOJIA previous output y
KOpEJIbOBAHUX aJiepTaxX [03BOJISi€ BIJIHOBUTH IOBHY XPOHOJIOTIIO aTtaku 0e3

HEOOX1THOCT1 pyYHOTO MOIIYKY B apXiBax JIOTIB.

3.3.3 Ouninka iHGOpMATHBHOCTI Ta KOHTEKCTYaJ i3amii

Pesynbrati TecTyBaHHS JO3BOJIAIOTH CTBEP/DKYBATH, IO PO3TOPHYyTa
koH(pirypamiss Wazuh 3abe3nedye BUCOKHI piBEHb 3aXHINEHOCTI iH(OpMaIiiHOT
iHQpacTpykTypu. 3BelleHa OIlIHKa e(EKTUBHOCTI CHCTEMH 3a pe3yJibTaTaMu

OCIIIIKEHHS HaBeAeHa B Taomum 3.1.

Ta6mui 3.1 — Oninka epextuBHocTi SIEM-cucremun Wazuh

Kpurepiii
.p p PesyabTar XapakTepucruka
OLiHIOBAHHS
. OO0po0Oka Ta Bizyaizallis Mo/ii BiI0yBa€ThCS B
OnepaTtuBHicTh Bucoxka p Y 5 A oy

pexxumi near real-time

ATeHTCchbKa apXiTeKTypa J103BOJISIE MIKI0YaTH
MacmradoBaHiCTh Bucoxka piznopiani OC (Windows, Linux, MacOS) 6e3
3MIHHM JIOTIKH cepBepa

ABToMaTnuHMH Mamnidr noaii Ha sumoru PCI DSS,

BinnosignicTh Bucoka .
VITOBIA GDPR, NIST cnpourye npoxoKeHHs ayAUTIB
BOynoBani nmpaBuiia kopemnsuii epeKTUBHO
AHAJITHYHI Bricoxi BUSIBJISIFOTH B1JIOMI ATEPHH aTak, MPOTE JUIs
MOKJIUBOCTI crenu(piYHUX 3arpo3 He0O0X1/1HE HAIICAHHS

KaCTOMHUX ITpaBHJI

OTpuMaHi pe3yJIbTaTH CBiAYATh MPO T€, 0 BIPOBAKEHHS cucTeMu Wazuh
JIO3BOJISIE aBTOMATU3yBaTH MIPOIIEC BUSBIICHHS IHIIUACHTIB 1HPOpMaIliiiHO1 Oe3MeKH.
Cucrema noBena cBOIO €(QEKTUBHICTh Yy JIETEKTyBaHHI aTak Ha eTami Crpoou
OTPUMaHHS JOCTYMy, HAJAl4Y¥ BHUYEPHHY [OKAa30BYy 0a3zy Mg MPOBEICHHS
po3ciiayBanb. OYHKIIIOHAIBHI MOMJIMBOCTI TUIATOPMHU TOBHICTIO BiJMOBIAAIOThH

BUMOTaM JI0 Cy9aCHHUX CUCTeM MoHiTopuHTY 3arpo3 y KIC.
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3.4 IlepcnieKTUBH PO3BHUTKY Ta MOKJIMBOCTI iHTerpauii Wazuh y inmmi

cepeaoBHINA

Hocmimkena y poOOTi cuctemMa MOHITOpHMHTY Ha 0a3i Wazuh wmae
apXITEeKTypHY THYYKICTb, HEOOXIJHY JJIs1 3axuCTy KiOep(di3nuyHux cucreM. B
yMOBax mepexoay 1o kouuentii [uayctpii 4.0, e Mexi Mk iHQOpMaIiitHUMH Ta
OTEpaIlifHUMHU TEXHOJIOTISIMH CTHPAIOTHCS, BIPOBAKEHE PIIICHHS BIIKPHBAE

3HAYHI IMMCPCIICKTUBU I 3aXUCTY aABTOMATU30BAHUX BI/IpO6HI/I‘-II/IX KOMIIJIEKCIB.

3.4.1 I'in0boka iHcHeKuis MPOMMCJIOBUX IPOTOKOJIIB

Crnenudika KOMITIOTEPHO-IHTEIPOBAHUX CHUCTEM TOJIATA€ Y BUKOPHUCTAHHI
CHeIliai30BaHUX MPOTOKOMIB OOMIHY JaHuMH. [lepCrieKTUBHUM HAaNPSMKOM
PO3BUTKY cuCTeMU € iHTerpaiis Wazuh 3 MoayissMu riMOOKOro aHasi3y MaKeTiB
(DPI) nnst monitopunry Tpadiky B Mepexax Industrial Ethernet.

Ile mo3BoJisie peanizyBaTi KOHTPOJIb HA PiBHI TEXHOJIOTTYHOTO MPOLIECY:

— AmHaini3 nNpoTOKOJiB: BUSBJICHHS aHOMaliil y ctangaprax Modbus TCP,
PROFINET, EtherCAT ta OPC UA.

— Bamijamiss koMaHA: cuUcTeMa 37aTHA BIAPI3HATH JICTITUMHI KOMaHIH
3UUTYBaHHS JaHWX BIiJI HECAHKIIIOHOBAaHUX crpoO 3amucy B perictpu I1JIK, mo
MO>KYTb MIPU3BECTH JI0 3yIMHKNA KOHBeepa abo aBapli.

— Mounitopunr HMI-naHeneii: BCTaHOBJIEHHS areHTIB Ha OINEpPaTOPCHKI
CTaHIli J03BOsE (hiKCYyBaTH HETUIIOBI JIii MepcoHATy ab0 CIpoOH MEPEeXOTUICHHS

KepyBaHHs 1HTEep(decoM.

3.4.2 3axucT poOOTOTEXHIYHMX KOMILJIEKCIB

CygacHa poOoToTexHika 0a3yeTbCs Ha BIJKPUTUX CTaHAAPTAX, TAKUX SK
ROS (Robot Operating System), siki 4acTO HE MarOTh BOYJOBaHUX MEXaHI3MIB
mm@pyBaHHs Ta aBTeHTU(ikamii. Iuterpamis Wazuh y KOHTYp KepyBaHHS

MIPOMUCIIOBUMH MaHIMyJIsITOpaMu Ta MoOUTbHUMU poboTamu (AMR) 3a6e3neunTs:
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— I{umicHICT, MPOMIMBOK: BUKOpUCTaHHS MoxayJiss FIM mist koHTpodto
HE3MIHHOCTI BHMKOHYBAaHOTO KOJy Ta KoHQIirypamiiaux ¢aiinie pobora. ILle
YHEMOXJIMBIIIOE€ aTaKy THUIY "TiJMIHA JIOTIKH pyXy', SKi MOXYTb HPU3BECTH 0O
(b13UYHOTO TOIITKOHKEHHS 001aTHAHHS.

— Moumitopunar ¢moty (Fleet Management): mieHTpamizoBaHuii 30ip JIOTiB
0e3MeKu 3 AeCATKIB MOOLTbHUX POOOTIB, IO AO3BOJISE BUABIISITH CKOMITPOMETOBAHI
BY3JIM, SIKI HaMararoThCs HAJCWJIATH XMOH1 HaBIraImiiiHI J1aHi 1HIIUM y4YacHHUKaM

poro.

3.4.3 MOHITOPHUHI CerMeHTy NPOMHUCI0BOro IHTepHeTy peyei

VY posramyXeHHX CHUCTEMax aBTOMaTH3allli BUKOPUCTOBYETHCS BEJIHMKA
KUIBKICTh JAaTYHUKIB Ta BUKOHABUMX MEXaHI3MIB 3 00MEKEHUMH 00U CITIOBAJILHUMH
pecypcamu. J{ns Takux npuctpoiB Wazuh npononye pexum "Agentless monitoring"
(Oe3areHTHHIT MOHITOPHHT).

[TepcriekTHBY BUKOPUCTAHHS:

— Kontpons nepudepii: monitopunr nuio3iB 0T, sxi arperyroTh naxi 3
JATYMKIB Mepes BianpaBkoro B xMapy adbo SCADA.

— BusBneHHs aHOMaiii TeJleMETpli: aHall3 MOTOKIB JAaHUX (HAMPHUKIA,
yepe3 npoTokosl MQTT) nns BusiBIEHHS MIAMIHU 3HA4€Hb JATYMKIB, IO €

KPUTUYIHUM IJIs1 CUCTEM aBTOMATUYHOI'O PCryJIrOBaHHA.

3.4.4 3abe3neueHHs 0e3MePEPBHOCTI TEXHOJIOTIYHUX NMPOLECiB

Ha BiaMiHy Big  KOpPHOPAaTUBHUX MEpEX, J€ TMPIOPUTETOM €
KOH(D1ICHINIIHICTh, y CHCTEMaX aBTOMATH3allii TOJIOBHUM € JOCTYITHICTh Ta Oe3mneka
nepconany. ApanTariisi npaBui pearyBaHHs (Active Response) mig Bumoru OT
TI03BOJIAIE:

— [3omsiro 3amicTh OJIOKYBaHHS: TIPY BUSIBJIICHHI 3arPO3U CUCTEMAa MOXKE HE
0JIOKYBaTH KOHTpoJiep (110 HEOE3MEeUHO JJIs IIPOIIeCy), a JOTIYHO 130JIF0BATH HOTO

B1J1 30BHIIIHBOI MEPEXKi, 3aTUIIAI0UN JIOKAJIbHE KEPYBaHHS.
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— InTerpanito 3 cuctemamu [1A3: B3aemois 3 cuicTeMaMy IPOTHABAPIHOTO
3aXUCTY JUIsl aBTOMaTUYHOT'O NEPEBEICHHS TEXHOJIOTTYHOIO Mpoliecy B Oe3neuHui
CTaH IMPH BUABJICHHI KPUTUYHOI KiOepaTaku.

Posropuyra SIEM-cuctema € yHiBepcaiabHOIO IIATPOPMOIO, MPUAATHOIO
JUI 3aXMCTY KPMTUYHOI iH(pPACTpYKTypH. [i MOXIMBOCTI BHXOAATH 3a MEXKi
knacuuHoi IT-Gesmexku, m03BONIAIOUM peani3yBaTh KOMILUIEKCHUN 3aXUCT pPIBHIB
yIOpaBIiHHS, KOHTPOJIO Ta BUKOHAHHSA Y Cy4YaCHUX AaBTOMAaTHU30BaHUX Ta

pOOOTOTEXHIYHUX CHCTEMaX.
BucnoBku 10 po3ainay 3

Y  TperboMy  po3AuIl  MaricTepchbKoi  aucepTaiii  IPOBENIECHO
EKCIIEpUMEHTAJIbHE  JOCHIDKEHHS  €(EeKTHBHOCTI  PO3FOPHYTOI  CHCTEMH
MOHITOPHHTY 3arp03 y CEpeI0BHILI, HAOIMKEHOMY JI0 pealbHUX YMOB €KCILTyaTalil
KOMII'IOTEPHO-IHTETPOBAHUX CHCTEM. 3a pe3ylbTaTaMH MPAKTUYHOI YaCTHHU
3p00JIEHO HACTYITHI BUCHOBKHU:

1. 3MomenboBaHO clieHapii KibepaTak Ha TeTeporeHHy IH(PpPacTpyKTypy.
BiaTrBopeHo cipoOu HECAaHKIIOHOBAHOTO AOCTYIY /10 CEPBEPIB YIPaBIiHHA Ha 0a3l
OC Windows Linux, a Tako 3M0/IeJTbOBAHO aTaKy MiAO0PY MapoIiB JJIs EPEBIPKH
peakIlii CHCTEeMH Ha IHTEeHCUBHI 3alIUTH aBTeHTUDIKaIII1.

2. IlinTBepKEeHO €(PEKTUBHICTh AITOPUTMIB KOpEJsLii noaid. AHami3
KYpHAJIIB MPOJAEMOHCTPYBAB 3AaTHICTh CUCTEMH aBTOMATUYHO BUSIBIISATU CKJIAJIHI
naTepHH atak. MexaHi3M 4aCTOTHOTO aHali3y (103BOJIMB YCHIITHO BiAPUILTPYBaTH
NOOAMHOKI TIOMUJIKM BXOAYy Ta I1ACHTH(IKYBaTH IJIECIPIMOBAaHY aTaky,
aBTOMAaTUYHO €CKaJyBaBIIM piBeHb 3arpo3u no kputumuHoro (Level 10) 13
30epeKeHHSIM 1CTOpIi IHIIUICHTY.

3. [IpoBeneHo oLiHIOBaHHS e(peKTUBHOCTI cucteMu. Ha ocHOBI anamizy
IIBUIKOCTI T4 TOYHOCTI JAETEKTYBaHHS BCTAHOBJICHO, 110 PO3TOPHYTE pPIlIEHHS
3abe3reuye  0OpoOKy mojii y  pexuMi pealbHoro dyacy. Cucrema

IPOJAEMOHCTPYBaja BUCOKY 1H(GOPMATUBHICTh, aBTOMATUYHO 30aradyloud ajaepTu
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KOHTEKCTHUMHU AaHuMu (Maminr Ha 60a3zy 3HaHb MITRE ATT&CK Ta BUMOru
cranaaptis PCI DSS, GDPR, NIST), 110 3Ha4HO cKOpoUy€ 4ac Ha PO3CIIiTyBaHHS.

4. BuzHaueHo cTpaTerito iHTerpaiii B ipoMHciioBi cucteMu. OOTpyHTOBaHO
JOIUIBHICTh BUKOpUCTaHHS Iutatopmu Wazuh mng 3axucty kiOepdizudaHHX
CUCTEeM Ta pPOOOTOTEXHIYHMX KOMIUIEKCiB. [IpoaHamizoBaHO MOMJIMBOCTI
MacIITa0yBaHHS apXITEKTypU i MOHITOPUHTY TPOMHCIOBUX MPOTOKOJIIB,
3axucty SCADA-cuctem Ta 3a0e3neyeHHs1 O€3MepepBHOCTI TEXHOJOTTYHHUX

IPOLIECIB.
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PO3J1J 4. PO3POBKA CTAPTAII-ITPOEKTY "SECUREVISION"
4.1 Onuc Ta TEXHOJOTTYHUN AYJAUT i€l CTapPTAN-NIPOEKTY

Crapran-npoekt "SecureVision" cipssMoBaHUI Ha CTBOPEHHS KOMIUIEKCHOT
aBTOMATHU30BAaHOI CHCTEMHU JJIsi MOHITOPUHTY MOJIH O€3NeKH y TIeTepOTreHHUX
Mepexax, Mo mnoeanye ¢yHkmioHansHicTh SIEM  Wazuh Ta MoxiauBoOCTI
BipTyamizauiinoi iHdpactpykrypu VMware ESXi. Ilponykt opieHToBaHMil Ha
oprasizaiii, mo noTpedyroTh OromkeTHoro, ane mnpodeciiitnoro SOC (Security
Operations Center), 31aTHOTO 1HTErpyBaTu JaHi sk 3 kinacuunux [T-mepex, Tak 1 3
IPOMHUCIIOBUX CHCTEM.

Tabmuus 4.1 nogae 6a30Buil onuc 1€l cTapTamny, HalpsIMH 3aCTOCYBaHHS
m1aTpopMyU Ta KIKOYOBI BUTOAM ISl PI3HUX Ipyl KopuctyBadiB. lle mo3Bosisie

C(bOpMYBaTI/I II0YaTKOBE OadYeHHS IIPOAYKTY Ta BU3HAYUTH Horo I_IiHHiCTB.

Tabmuusg 4.1 — Onuc 14€ei crapTan-npoeKTy

3micT inei HanpsiMku 3acTocyBaHHA Buroam nJisi kopucrysaua

3MEHILEHHS PU3HKIB,
LEHTpasi3allis yIpaBIiHHI
0e3nekoro

KopnoparusHi IT-
1HPACTPYKTYpH

BianoBigHicTh cTaHgapTamMm
JlepxaBH1 yCcTaHOBU (ISO 27001, NIST),
MiBUIICHHS KOHTPOIIO

CTBOpEHHS aBTOMAaTU30BaHOT

1aT(OpMHU MOHITOPUHTY Ta

pearyBaHHs Ha Kibep3arposu
Ha 6a3i SIEM Wazuh ta

VMware ESXi ) BesnepepBHHUil MOHITOPUHT
[Tpomucnosi 06’extu Ta [oT ITEpEpBI PHHL,
MIHIMi3aIlisl BIUIUBY aTaK

XMapHi mpoBaiepu Ta MacimTaboBaHICTb,
JlaTa-1eHTpU ONTHUMI3aIlisl BUTPAT

[Tomana xapakTepuCcTUKa MiITBEPHKYE, MO MPOIYKT MA€E MIUPOKUMA CIIEKTP
3aCTOCYBaHHS Ta 3/aTHUW 3aJOBOJIbHUTA TOTPEOM PIZHUX CETMEHTIB PUHKY.
3okpeMa, 1HHOBAIIIWHICTh PIIICHHS TMOJsATaE B TIOEAHAHHI aBTOMAaTH3aIlli,

MacIITabOBaHOCTI Ta TMPOCTOTH BIPOBAKEHHA. lnes crapramy Bi3HAYA€THCA
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BHCOKOIO KOMEPIIIITHOIO MEPCTIEKTHBHICTIO Ta MOMJIMBICTIO IIBUAKOI afamTalii 10
3MiH PUHKY.

J17is BU3HAYEHHS KOHKYPEHTOCITPOMOXKHOCT1 MPOEKTY HEOOX1THO MPOBECTU
MOPIBHSUIBHUHM aHaJIi3 MOr0 TEXHIKO-€KOHOMIYHHMX BJIACTUBOCTEH 3 ICHYIOUMMHU Ha
PUHKY aHajoramu. AHajii3 cOKyCOBaHO Ha TPbOX Ipymax KOHKYPEHTIB: JOpOTi
Enterprise-pimenns (Splunk), cmemiamizoBani cuctemu mist OT Ta "camo306ipai"

Open-Source inctansuii. [lopiBHsHHS npeAcTaBieHo y Tabnuii 4.2.

Tabmuusg 4.2 — IopiBHsUIIbHA XapaKTEPUCTHKA 3 AHAJIOTAMHU

. CueuniajiizoBani
.., IIpoexT Enterprise SIEM I .
Kpurepiii " c ey OT Security
SecureVision (Splunk, QRadar) .
(Nozomi, Claroty)
VYHiBepcalbHUN I'muboxka anamiTuka . .
. ['muboxuii aHami3
OcHoBHA MeTa moHiTopuHr [T/OT BEIIUKUX JaHUX I
MPOAYKTY CEPEIOBHIIL JIs TOJIOBHUX O(iCiB HPOMHCIIOBHX
" MIPOTOKOJIIB
HIHPOKOTO PUHKY KOpIoparii
IinoBuii Huzpkuit/Cepenniit [Ipemiym (Bucoka [Ipemiym (Bucoka
COIMENT (oraTa 3a BapTICTh BapTICTh arapaTHUX
BIIPOBAJYKEHHS]) JIEH311/TTIITUCKN) CEHCOPIB)
. . AnapaTtHo-
Bipryanizoana XwmapHa (SaaS) a6o porpamHi
ApxiTekTypa (VMware ESXi + p : porp
Baxke On-Premise KOMIUIEKCH
Ubuntu)
(Network Taps)
. . Bucoxka (morpedye Cepenns (motpedye
CkaagHicTh Huzpka (immopt OVA- ( peoy el (notp Y
cepTu(hiKOBaHUX 3MIHH MEpeXeBOi
BIIPOBA/I’KEHHS o0pa3zy) . .
1HKEHEPIB) TOTOJIOT1)
I'ayukicts Linux Ta Posyminus
Kuarouosa [TotyxHa ekocucTema, i
e .. Wazuh, ynmakoBana y . cnenudiku
BUIMIHICTY 3py4yHuit hopmar s Al-aHamTHK3, KOHTpOJIEpiB "3
(YTID) py p rodanbHa MiATPUMKA poJIep "
ESXi KOPOOKHU

AHaniz mnokazye, mo npoekt "SecureVision" 3aliMae BUIbHY HIIIy MiX
JOPOTUMHU KOMEPLIHHUMH MPOJYKTaMU Ta CKJIaJHUMH Yy HaJAlITyBaHHI "ToauMu"
Open-Source iHcTpyMeHTamH. ['0JIOBHOIO mepeBaror € OajaHC MDK BapTICTIO
BOJIOJIIHHS Ta TOTOBHICTIO 710 POOOTH B cepeAoBHIii BipTyami3aiiii. [IpoaykT Burpae
32 paxyHOK YHIBEPCAJIBHOCTI Ta MOXJIMBOCTI MOHITOPHUHTY BCI€l CYMyTHBOI
1H(PACTPYKTYpH, HE BUMAralouu Mpu [bOMY LIOPIYHUX JILEH31MHUX MIaTexiB. Le

€ BUpIIAIbHUM (DAaKTOPOM IiJ] Yac OI0PKETHUX CKOPOUEHB y JIEP:KaBHOMY CEKTOPI

Ta HpOMI/ICJIOBOCTi.
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HacTtymHMM KpOKOM € BHM3HAQU€HHS CHJIBHHX, CIA0KUX Ta HEHTpaTbHUX
CTOpIH MPOEKTY B MOpiBHAHHI 3 KoHKypeHTaMu (Enterprise ta DIY -pimenns). Le
J03BOJIUTH C(HOPMYBATH YHIKAIIbHY TOproBenbHY npomnosuiliro (Y TII) ta 3po3ymitu,
Ha SKHX XapaKTePUCTHKaX BapTO POOWTH aKICHT y MapKETHHTOBIH cTparerii.

Pesynbratu ayuTy XapakTepuUCTHK HaBeACHO B Tabm. 4.3.

Tabmuua 4.3 —

Bu3naueHHs CUIILHHX,

XapaKTEPUCTHK 171€1 MPOEKTY

CllabKUX Ta HEHUTpaTbHUX

TexHiko- Konkypenr 2
Ne . .o Konkypenr 1 -
€KOHOMiYHAa Miii npoekT (camocrTiiina
n/m (Splunk) .
XapaKTepPUuCTHKA 30ipka)
Banti
1. | DapTicth beskomrToBHo | [lyxe Bucoka | be3komToBHO
jineH3yBanus 113
5 HIBuakicTh Bucoka (Ready Cepes Husbka
pPO3rOpTaHHs Image)
PiBeHb TexHI4YHOT O6mexeHa [ToBHa (24/7 :
3. . . BincyTtns
H1ITPUMKH (Community) Vendor)
o 1 " . . .
4. yHKHlOHa‘H 3 bazosuit + Pozmmpenuii bazosuii
KOpPOOKH
. i . : )
5. | Bumoru mo "3amiza" (CUelflfrIl[tIfl) Bucoki BapiatusHi
Anarrramis i OnrTuMi3oBaHoO Huseka
6. . A . . Husbka
BIpTyasizallio (ESXi) (yHiBepcai)

[IpoBenenuit anami3 JEMOHCTPYE, 110 MPOEKT MAE€ YITKO BUPAKEHI CHUIIbHI
CTOPOHM: BIJICYTHICTh JIILIEH3IMHUX IUJIATEXKIB Ta ONTHUMI3all0 MiJ BipTyalabHe
cepenoBuiie VMware. [{e € KOHKYpEeHTHOIO MepeBaroro i Aep>KaBHUX TEHAEPIB
Ta TPOMHUCIOBUX 3aMOBHHKIB, fIKI MParHyTh MiHIMI3yBaTH OTEpalliifHl BUTpPATH
(OPEX). Cnabxa cropoHa — BiZICYTHICTh BEHIOPCHKOI MATPUMKH 24/7, sika MOXKe
OyTH KOMIIEHCOBaHAa HaJaHHSIM BJIACHUX IOCIYT 3 CYNpPOBOAY, IO MEPETBOPHUTH
HEIOJIIK Ha HKEPEJIo JOJATKOBOTO JJOXOIY.

JIist mATBEpAKEHHS. MOKIIMBOCTI peatizallii IpOeEKTY HEOOX1THO MTPOBECTH
TEXHOJOTIYHUN ayAuT OOpaHuX 1HCTPYMEHTIB. BakimBO mepekoHaTucs, 110 BCl
ckaagosi pimeHHs (Wazuh, Ubuntu, VMware) cymicH1 Mik 00010 Ta TOCTYTIHI JUIsI
BUKOPHUCTAHHA 0€3 IOpUINYHUX a00 TEXHIYHUX OOMeKeHb. Y Tabnuili 4.4 HaBeIeHO

aHaJI13 TEXHOJOTIYHOI 31IHCHEHHOCTI.
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Ta6nuis 4.4 — TexHosoriyHa 31HCHEHHICTD 1]1€1 MPOEKTY

Ne TexunoJorii HasiBHicTh HoctynHicTh
Inest mpoekTy o e .o -
3/n peanizamii TEXHOJIOTiH TEeXHOJIOT i
. . HasBna. Hocrynna (Free/Trial
1 Cepenosuiie I inepisop IaaycrpianbHuii Bepcii, KOpropaTuBHi
' BipTyautizamii VMware ESXi yerb A petl, KOpTop
CTaHJAPT BipTyasizamii JIEeH3il).
. . ocrynHa (Open
Onepariiiina Ubuntu Server | Hassnaa. CtabinbpHa Ta Hocry (Op
2. Source,
cucreMa LTS 6e3neuna OC
OE3KOIITOBHA)
Wazuh . . :
Cucrema (Manager Hasasna. [Toryxuui HocrtynHa (ineHsis
3. MOHITOPHUHTY geh Fork OSSEC + Elastic GPLv2, Bigkputuit
(SIEM) Indexer, Stack KOJI)
Dashboard)
Hocrynna. He
. Arentn Wazuh, | HasBua. Po3poGaeHo B
36ip maHuX Ta . . N notpedye
4. cKkpunTH Active | pamkKax maricTepcbkoi
pearyBaHHs J0JJaTKOBOTO
Response poboTtu
o0J1aiHaHHs

TexHosioriyHa peanizailisi NPOEKTY € TOBHICTIO 3[1MCHEHHOIO, OCKUIbKU
0a3y€eThCs Ha 3pUIMX Ta MEPEBIPEHUX TEXHOJOTIAX 3 BIIKPUTUM KO0M. Bcl Kitro4oBi
KOMITIOHEHTH B)K€ 1HTErpOBaHI Ta MPOTECTOBaHI B pamMKax MPAKTHUYHOI YACTUHU
Mmarictepcbkoi nuceprtarii. ['i0puane Bukopuctanns Ubuntu Ta VMware cTBoproe
HAJIHY OCHOBY JJIi KOMEPIIMHOTO MPOIYKTY, III0 HE BUMAara€ BUHAXOJY HOBHX

TEXHOJIOT1i, a JIMIIE iX MPaBUIbHOI KOHPIrypalli mij NoTpeOu pUHKY.

4.2 AHAJIi3 pPUHKOBHUX MOKJINBOCTEH 3aIyCKYy CTAPTAN-NIPOEKTY

AHami3 pHUHKOBUX MOXIMBOCTEH € KIIOUYOBUM €TalioM  OIliHKU
NEPCIIEKTUBHOCTI CTapTamy, OCKUIbKM CaM€ PUHKOBI YMOBHM BH3HAYaIOTh YCIIIX
BIIPOBA/DKCHHS  1HHOBAIIIWHUX pimieHb. [IpoBenemMo KOMIUJICKCHUN — aHai3,
COpPSIMOBaHUN HA BHMBYEHHS TOMMTY, MPOIO3HMIIII, IIIHOBUX KIIEHTIB, a TaKOX
MO>KJIMBHX 3arpo3 1 TIepeBar.

Mertoto 11p0ro aHaiizy € BU3HaYeHHs crnenu@iuHux (akTopiB, MO0 MOXKYTh
BIJIMBATU HA YCHIIIHICTh NPOEKTY. Pe3ynbTaTh aHamizy A03BOJSATH cPOpMyBaTH
pexoMeHaaii ams e(pEeKTHBHOIO PUHKOBOTO BIPOBAHKEHHS Ta 3a0e3MeueHHs

KOHKYPEHTHUX IepeBar.
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VY Tabmuii 4.5 HaBeAEHO KJIIOUOBI XapaKTEPUCTUKH MOTEHIIMHOTO PUHKY

st cucteMu "SecureVision".

Tabmuis 4.5 — [lonepeaHs XxapakTepuCTUKa MOTSHIIMHOTO PUHKY CTapTarl-

MIPOEKTY
Ne i/ IToxa3HUKH cTaHY PUHKY (HAiMeHYBaHHSI) XapakTepucTHKA
1 KinbKicTh TOJIOBHUX I'PaBLiB, O 6
2 3aranbauii 06csr punky SIEM-pimiens, mip. qonapis 6,5
3 JluHnamika puHKY (SIKICHA OLIIHKa) CtpiMKoO 3pocTae
Bucoxka KoHKypeHLis Ta
4 HasBHiCTE 0OMEXEHB /151 BXOLY HEOOXiHICTh
ceprudikarii
[Tommpeni crangapTu
5 Crnenudiuni BUMOTH A0 cTaHAapTH3amii Ta ceprudikamii ISO 27001, NIST,
GDPR
6 Cepennst HopMa peHTa0enbHOCTI B Tamy3i (abo puHKY), %o 18-25

Punok SIEM-pimmeHb NeMOHCTpY€ 3HAaYyHE Ta CTAOUTIbHE 3POCTaHHS, IO
MiATBEP/DKY€E TEPCHEKTUBHICT, BHUXOAY HOBOTO TMPOAYKTy. Hes3Baxaroum Ha
HAsSIBHICTh TIOTYXHUX KOHKYPEHTIB, CTpIMKE 30UIbIIEHHS KiOep3arpo3 CTBOPIOE
NIJBUIIEHUN TMONUT HA HOBI I1HCTPYMEHTHM MOHITOpPUHTY. Bucokuii piBeHb
CTaHJapTU3allli TMIJBUIIYE BUMOTH JI0 NPOAYKTY, aje BOJHOYAC CTBOPIOE
MO>KJIMBICTB Ut ioro mudepenitiaitii. PeHTabenbHicTh pUHKY POOUTH 1HBECTHINT
pUBAOIMBUMU.

JIyisi BU3HAUEHHSI PUHKOBOTO TOTEHINATY TPOEKTY HEOOXITHO JETATHHO
IpoaHaNi3yBaTH IPyIHU CHOKUBAYIB, SIKI MalOTh NOTPEOy B CUCTEMAaX MOHITOPUHTY
3arpo3. OCKIJIbKH MPOEKT OPIEHTOBAHUH Ha HIIly JOCTYMHUX Ta O€3MEeYHUX PilIeHb
(On-Premise), Mu BUAUISIEMO TPH KIIOYOBI CETMEHTH: JCpP>KaBHHM CEKTOp,
npomucioBui 613Hec Ta IT-mocepennukiB. Y Tabmuili 4.6 HaBeACHO ACTAIBHY
XapaKTEPUCTHUKY IUX TPYII, iXHI MOBEIIHKOBI 0COOIMBOCTI Ta crienu(ivHi BUMOTH

1o npoaykry "SecureVision".
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Tabnuig 4.6 — XapakTepuCTHKA MOTCHIIIMHUX KIIIEHTIB CTAPTAN-TIPOEKTY

BiagminnocTi y

MaJIUM KJII€HTaM

Ne IToTpeda, mo HinsoBa noBeAinui pisuux | Bumoru cnoxxuBauis
n/n (popmye puHoOK ayauTopist NMOTeHUiHHUX 10 TOBapy
HIJILOBUX IPyN
[ukn kymiB .
N CyBepeHiTer 1aHuX:
JIOBT'UH, ! .
o noBHa 130Js1is (On-
periiaMeHTOBaHU I . . :
. . Premise), BiACyTHICTh
HeoOxinHicTh Jep:xkaBHi nporeaypaMu MADIIX
BUKOHAHHS YCTAHOBHM Ta TEHJEPIB. PHIX
, . KOMITOHEHTIB.
3aKOHO/IABYMX 00'exTH Bucoka uyTnuBicTh .
1 . . Iina: nHysnboBa
Bumor (KC3I) ta KPUTHYHOI JI0 HassBHOCTI . . i
. . . BAPTICTH JILEH31H.
IMIIOPTO3aMILIEHHsI | iH(pacTpyKTypH JIOKyMEHTalli Ta .
- Jlokanizanis:
I13 (G2B) ceptudikaTis. .
. HNIATPUMKA
Pimenns N .
. YKpaiHChKOT MOBH Y
PUHAMAETHCS .
. 3BITaX.
KOJIET1aJIbHO.
CrabisibHicTh:
MaCUBHUI
[Iparmatnuna .
: MOHITOPHUHT 0€3
MOBEIIHKA.
. HAaBAHTAKEHHS HA
[ToTpeba y 3axucTi . Bumararots
Cepenni : MEPEKY.
Oe3rnepepBHUX . MJIOTHOTO ..
. NPOMHMCJIOBI CyMicHicTh:
TEXHOJIOTTUHUX . tectyBanHs (PoC) .
2 o niAnpueMcTBAa Ta MiITPUMKA
MIPOIIECIB BiJl nepes MOKYIKOIO. .
. arpoxXoJITMHT U 3actaputux OC
kibepaTak Ta BosTtbcs, 110 akTBHE
N (B2B) (Legacy), mo
MIPOCTOIB CKaHYBaHHS
KEpYIOTh BEpPCTATaAMH.
3YNUHUTH co
HapiiinicTn:
BUPOOHHMIITBO. . e
B1IMOBOCTIHKICTb Ha
piBHiI ESXi.
IBoasmiss ;anux
. KJII€HTIB:
IBuaxuil MUK .
. . MO>KJTUBICTH O€3MEUHO
NPUIHATTSA PIlICHb. O3TLISTH TOCTYT ISt
[ToTtpeba B lyxatoTh po i
THCTpYMEHTI JUIs IHCTPYMEHTH, 1110 PISHHX 3aMOBHIKIS B
Py 8 MSP-npogaiinepu Py - OJIHIN CHCTEMLI.
HaJaHHS TJIATHUX JTO3BOJIIOTh .
3 Ta IT-ayrcopcepu HIBuaKicTD:
HOCITYT 00CITyroByBaTH
. (B2B2C) . pO3TOpTaHHS HOBOTO
KibepOesnexu 0araro KJI€HTIB :
KJIIEHTA 32 XBWJINHU

MaJIUM ILITaTOM
iHxkeHepiB. Pokyc Ha
MapKUHAIBHOCTI.

(uepez OVA).
Exonomisi: Hu3bKa
co01BapTICTh

00CIJIyrOBYBaHHSI.

AHani3 UITbOBOI ayAUTOpPii MOKa3ye, M0 XO4a BCl Ipynu NOTPeOyIOTh

MOHITOPUHTY 3arpo3, iXHI MOTHMBH KapAWHAJIbHO BIAPIZHSIOTHCS: AEPIKCEKTOP

KEepPY€EThCS BUMOTaMHU 3aKOHY, NMPOMHCIOBICTh — CTpaxoM 30uTKiB, a MSP —

OaxxaHHsAM 3apoOutu. lle BuMarae BiA crapTamy THYYKOCTI: JUIsl TEpUIOi TpyIu
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HEOOX1JIHO TOTyBaTh TMaKeT JOKYMEHTIB JJisi TEHJAEpIB, IS JApyroi
JIEMOHCTPYBATH CTaOUIBHICTD, a JJIsl TPEThO1 — 3pYYHICTh MacIITaOyBaHHS.
HactymauM KpokoM € aHaji3 3arpo3 1 MOKJIWBOCTEH, IO J03BOJIHTH
po3pobuTH cTpaTerii I 3MEHIICHHS PU3UKIB Ta MAaKCUMAaJIbHOTO BHKOPHCTAHHS
PUHKOBHX TIEpeBar.
AHaJi3 30BHINHKOTO CEPEAOBHIINA JO3BOJISIE BUSBUTH (PAKTOPH, 1110 MOKYTh
HETraTMBHO BIUIMHYTH Ha ycHix mnpoekTy. Jliist crapramy B cdepi kibepOesneku

KPUTUYHUMU € 3arpo3u, MOB's3aHl 3 CYMICHICTIO, KaapaMHu Ta KOHKYPEHIIIEIO 3

xMapaMu. Y Tabauill 4.7 BUBHAYCHO 5 KIIOYOBUX (paKTOPIB 3arpo3.

Tabmuig 4.7 — dakTopu 3arpo3

JACPIK3 aKyrIiBJ'IS{X

Ne daxkTop 3micT 3arpos3u Mo:k1uBa peaxkuisi KOMIAHII
. Crapi gep>kaBHI CUCTEMH o
CxItagHICTb Po3po0Oka cnenianizoBaHuX
) a6o TJIK moxyTh HE . : .
1 | imTerpamii 3 Legacy- . . Linux-nuio3iB y1st 300py JIOTiB
HIATPUMYBATH Cy4acH1 .
CUCTEMaMHU 0e3 areHTiB
areHTu
. OBT1 IIPOLEAYPH TEH/IEPIB [TapTHEPCTBO 3 AOCBIAYEHUMU
bropokparis B A POEAYp s1ep _1apTHEep AOCBIA
2 Ta BUCOKI BUMOTH 0 IHTErpaToOpamH, 110 BJKE MarOTh

JIOKyMEHTAIT{ aKpeUTAIIO.
"Broma Bif Ilepconan kiieHTa [TonepenHe TOHKE HAJTAIITYBaHHS
3 crioBimeHs" (Alert ITHOpYBaTUME CUCTEMY MIpaBUJI KOPEJIALIT i1 TUITOBI
Fatigue) yepe3 XUOHI CrIpaIfoBaHHs podisIi KIIEHTIB.
. AkneHT Ha Oe3neni qanux: "Barri
. Microsoft/Google H A
Konkypenirist 3 > JIOTH 3aJTUIIAIOTHCS Y BalOMY
4 MIPOTIOHYIOTH JICTIITHH CTapT, .
xMapHumu SIEM . . .| mepumerpi”, 0 KPUTHUYHO IS
ane 30epiraroTh JaHi y Xmapi
JIEPKCEKTOPY
Buxopucrtanss areHTiB Ha
5 [Mudpysanus HemoxnuBicTh aHamnizy KIHIIEBUX TOYKAX IJIs
Tpadiky 3amu(poBaHMX MaKEeTIB MIEePEeXOIIEHHS MOAIN 710

mudpyBaHHs

InentudikoBani 3arpo3u BHUMAararoTh IMPOAKTHUBHOI CTparterii, 0COOIMBO B
poOOTI 3 JepXKaBHUM CEKTOPOM. 3arpo3a OrOpOKpaTii HIBEIIOEThCS Uepes3
MapTHEPCHKY MEpEexXy, a KOHKYPEHI[iS 3 XMapaMH TMEPETBOPIOETHCS Ha TepeBary
3aBIsAKM apxXiTekTypi On-Premise. OCHOBHMI akIEHT CiiJ poOMTH Ha ajanTarii
MPOYKTY T 3aCTapiii CHCTEMH, SIKi BCE I11€ MACOBO BUKOPHUCTOBYIOTHCS B Y KpaiHi.

ITopsin 13 3arpo3amMu PUHOK IPOMOHY€E 3HAYHI MOXJIMBOCTI, 3YMOBIICHI

T100aJTbHUMH TPpCHOAAMHX Ta JIOKAJBbHORO CI/ITyaIIi€IO. BI/IKOpI/ICTaHH}I 10050.¢
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MOXKJIMBOCTEM A03BOJIMTh IIPOEKTY HMIBUALIC MaCHITa6YBaTI/IC}I Ta BaKpiHI/ITI/ICSI y

Him. Y Ttabnui 4.8 HaBeaeHo 5 paKkTOPiB MOKIIMBOCTEH.

Tabmuus 4.8 — @akTopu MOKIUBOCTEN

Ne dakTop 3MicT MOKJIMBOCTI Mo:xuBa peakilisi KOMIaHil
. @diHaHCyBaHHSA 3aXUCTY Yuacte y Tenaepax Prozorro 3
JlepxaBHi iporpamu e AN
1 . KPUTUYHOI 1HQPACTPYKTYPH 3 MPOMO3UILEI0 "HallKpala
Kibep3axucry . o
OI0JKETY Ta I'PaHTIB iHa
. ) - [To3unionyBaHHs 5K
Tpenn Ha BingMoBa B11 poCiiiCBKOTO Ta .
2 . . . YKPaTHCHKOTO MPOIYKTY Ha
IMIIOPTO3aMIIIICHHS nopororo 3axigHoro 113 .
0a31 BIIKPUTOTO KOIY
[TinkiroueHHs 3aBOIIB 110 Po3poOka MmoaymiB st
Industry 4.0 ta A : UB A P A
3 L MEpEK1 CTBOPIOE HOBI moniTopunry [oT/OT
nudposizarris .
BEKTOPH aTakK npoTokoJiB uepe3 Wazuh
. MacoBuii niepexia Ha [TocTayanHs TPOYKT
[TonynsipHicTh Jepexia . POAYKTY
4 . L VMware ESXi B nepaxcexkTopi | BUKIIOYHO sIK rToTOBOro OVA-
BipTyasi3anii } .
Ta O613HeCl AIIa€HCy
L Kpusa 3mymnye nrykaru [Tpomno3uttis GyHKIIOHAIEHOTO
Onrumiszaiis P yiiye my P uis Gy g )
5 . JIEIIEBII1 aHAJIOTH anasora 3a 10-20% BapTocTi
OI0JKETIB s
Splunk/QRadar KOHKYPEHTIB
HaiiGinpimr  mepcneKTHBHOI  MOMKIMBICTIO €  JIep)KaBHI  IPOTpamu
ki0ep3axucTy Ta TpeHA Ha IMmopro3amimieHHs. "SecureVision" 1aeanbHO

BIIMCYETHCS B 110 HINTY, MPOMOHYIOYH JieTalibHe, O€3MeYHe Ta JOCTYITHE PIIICHHS.

BukopucTaHHS TpPAaHTOBUX KOIITIB MOXE CTaTH JApaiBepoM JUisl MIJIOTHUX

BIIPOBAKEHB Y TPOMUCIIOBOCTI Ta JIEPKCEKTOPI.

AHami3 KOHKYPEHTHOTO CEepe/lOBHUIa € HEOOXITHUM eTaroM sl BUOOpY

MpaBUJILHOI PUHKOBOI HIIII Ta CTpaTerii MoBeAIHKU. BiH 103BoJIsi€ 3p0O3yMITH, 32

SKUMU caMe TpaBuIaMu BiI0yBaeTbcst 00pOoThOA HA pUHKY CHCTEM KibepOe3mneku. Y

Tabnuii 4.9 HaBeAeHO CTYNEHEBUW aHaji3 KOHKYPEHIIi, 0 BU3HAYA€ XapaKTep

B3a€EMO/IiT MIDK KITFOUOBHMH T'PaBIISIMHU.
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Tabmuis 4.9 — CtyneHeBuid aHali3 KOHKYPEHIllT Ha PUHKY

. BnuauB Ha gigabHIiCTH
Oco0smmBocTi . A
Y 4omy NpoSIBJISIETHCS 1aHA nignpuemMcTBa (MOKIUBI il
Ne | konkypeHTHOrO
cepeIoBHIIA XapaKTepuCcTHKA KOMIIaHii, mod 0yTu
P KOHKYPEHTOCIIPOMOKHOI0)
MonomnojicTuuna HeoOxiHIiCTh 9iTKOTO
KOHKYpeHuisi. Ha punky nosunionyBanus (Y TII). Komnanis
1 Tun MIPUCYTHI TTI00aJBHI JIiZIepH, IIOBUHHA YHUKATHU IPSIMOI0
KOHKYPpeHuii ajie iCHye 0e3J1i4 HIlIeBUX MOPIBHSHHS 3 TIraHTaMH,
inTerparopiB Ta Open-Source (oKyCyIOUNCh Ha BY3bKiit
pilleHb cneriagizami
Hanionanamii Apnarnrraris IpOAYKTY 111 JIOKAJIbHI
. (Jlokanbuuii). OcHOBHA 7 HIPOLYKTY
PiBenn peautii: MoBHA MiATPUMKA
. 00poTHOa PO3rOpPTAETHCS 32 .. . .
2 KOHKYPEHTHOI . YKpaTHChKOT MOBH Yy 3BiTax,
OIO/IKETH YKpPaiHChKHUX . .
0opoTHLOM eDIKABHIX YCTAHOB T2 BIJIIOBIIHICTH BUMOTaM
p e HBY/JICC331
IPOMUCIIOBUX MIANPUEMCTB
BuyTtpimnborasny3sesa. [TpoBoANTH MPOCBITHULIBKY
KoukypeHniiist Bi10OyBa€eTbCs po0OTY 3 KIIIEHTAMU, TTOSICHIOIOYH,
3a rasay3eBoro e o
3 MDXK PiI3HHUMH 3ac00aMu o SIEM — 11e BepxHiii piBeHb
03HAKOI0 ) N .
3axucty (SIEM vs EDR vs aHATITUKHU, IKUH 00'€THY€E NaH1, a
Firewall) HE 3aMIHIO€ 1HII 3aC00n
ToBapHo-BuaoBa. BuOip mixx | IIpononyBaru rHyuky ¢iHaHcoBYy
. KOMEPUIHHUMHU TIEH31IMHU MOJIEJTb: KJTIEHT IUIATUTh 32
KounkypeHnuist 3a )
4 . (CAPEX) ta cepBicHUMHU HaJAIITOBAHY CUCTEMY Ta
BU/IaMHU TOBapiB .. :
MoJIeIsIMU Ha 6a3i BUTLHOTO eKCIIepPTHY MIATPUMKY, a He 32
I13 (OPEX) JIeH311
. . . AKIIEHTYBaTH yBary Ha Oe3merli
HeuinoBa (akicua). Kimentu [AKLICHTY yBary | -1l
3a xapakTepom : pimenns (Supply Chain Security):
o0uparoTh NPOAYKT 3a piBHEM | . .
5 | KOHKYpPeHTHHX . . BIIKPUTHH KOJI T03BOJISIE POBECTU
JOBIpH, TPO30POCTI KOAY Ta : !
nepeBar . ayJIUT Ta TapaHTyBaTH BIJICYTHICTH
rapaHTii CyBepEHITETY JaHUX " "
3aKJIaJI0K
Cepeans (y oOpanii Himi). Y BuxopucTtoByBaTu cTparerito
cermeHTi Enterprise "brakuTHOTO OKeaHy'": 3aX0/IUTH B
6 3a KOHKYPEHIIisl HaJ[BUCOKA, aJie B Ti CETMEHTH (3acTapiii
iHTeHCUBHiCTIO | Himl OIOKETHUX CUCTEM ISt BHUPOOHUIITBA, OOIKETHI
MIPOMHUCIIOBOCTI Ta YCTaHOBH), SIKi ITHOPYIOTHCS
JEPIKCEKTOPY BOHA TTOMIpHA BEJIMKHMHU BEHIOpAMHU

[IpoBenenuit aHai3 CBIQYUTD, IO [ cTapTanmy "SecureVision" HalOUIbII
BUT1JTHOTO € CTPATETisl YHUKHEHHS MPSAMOi KOH(PPOHTAIII 3 TTI00aTsHUMH OpEeHIaMU.
KonkypenTHa 60poTh0a Ma€e BeCTHCS HE Y IJIOMIMHI (DYHKIIIOHAIbHUX NIEPETOHIB, a
y TJIOMIMHI JIOKasi3alii Ta noBipu. Dokyc Ha HAIIOHATHLHOMY PiBHI KOHKYPEHIIIi
JI03BOJIIE TIepeTBOpUTH Henomiku Open-Source pimieHHs (BiACYTHICTh BEIMKOIO

OpeH1y) Ha KJIFOYOB1 IIepeBaru Jyis JAep>KaBHUX 3aMOBHUKIB.
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[Ticnst OIIHKM KOHKYpPEHIIi BHUKOHAEMO OUIBII TOTJIMOJEHUNA aHami3

KOHKYPEHTHHX YMOB y raiy3si 3a metomoMm I[loprepa. Pe3ynbTaTu 1HBbOro aHaiizy
HaBeaeHo B Ta0ymi 4.10.

Ta6muis 4.10 — Ananiz koHKypeHIlii B raimy3i 3a M. [Toptepom

. . XapakrepucTuKa cuTyauii B
CkuagoBi anagizy P P . yan BucHoBku (BriiuB Ha po€KT)
rajysi
IHTeHCUBHICTB: cepeaHs.
Punok po3nineHuit Mix M#u He KOHKYPYEMO 3 TiraHTaMu
Hpsami riiobanpbHUMU BeHopamu (Splunk) |  gepes miny. OcHoBHa 60poThOa
KOHKYPEHTH B Ta JIOKaJbHUMH 1HTETPATOPaAMHU. iizie 3a yBary KJII€HTa 3 IHIIUMU
raaysi ['moGanpHi TpaBIli MPONOHYIOThH iHTerparopamu. Hara
HOTY>KHUM, aje JOPOrui NpoayKT nepepara — crieniajizaiis Ha
ESXi/Linux
3arpo3a: BUCOKA.
. . . | HeoOxigHO MOBECTH KIIIEHT 0
Baytpimmi IT-signinu (DIY), axi JUIO 1 Y,
co . KYHiBJISl TOTOBOTO 00pa3y
IMoTenuiiini MOXYTb CIIpOOYBaTH HAJAIITYBaTH " e .
.. . SecureVision" AemieBmia, HixXK
KOHKYPEHTH Wazuh camocriitno. bap'ep Bxoay .
: oo oriaTa roJIuH poOOTH TXHIX
JUTS. HOBHX TPABIIIB CEPEIHIN . b
BJIACHUX 1H)XXEHEPIB Ha PO3POOKY 3
HYJIsI
BruiuB: HU3bKMIA.
Po3po6uuku Wazuh Inc, Ubuntu Ta Crapran Mae BUCOKY
VMware. Kog Wazuh Bigkputuid, HE3JIeKHICTh. MU HE 3aJIeKUMO
IMocTayanbHUKH MOr0 HEMOYKJIMBO BIJIKJIMKATH. BiJ 3MIHH IliH Ha JilEeH31I,
VMware € ctaniapTom, aie OCKIJTbKH BUKOPUCTOBYEMO
3aMiHHUM Binkpute [13. Lle mo3BoNsSIE THYYKO
KEPYBaTH MapKero
. BruiuB: BUCOKMIA.
JlepkaBH1 yCTaHOBU Ta .
7 KiieHTH TUKTYIOTH YMOBH HIOZO
MTPOMHUCIIOBI i IPUEMCTBA.
. . T3 ta nporneaypu omiatu
Kaientu MaroTh BUCOKI BUMOTH A0 O€3MeKn .
. (Tennepu). HeoOxigHO
TIAHWUX, CYBEPEHITETY Ta e
: : ! aJIaNTyBaTH MPOIYKT i IXHI
BIJIMOBITHOCTI 3aKOHO/IaBCTBY .
YKOPCTKI BUMOTH
3arpo3sa: cepeaHs.
Antusipycu (EDR) Ta Firewall. 3aMiHHUKHU BUPILIYIOTh IPOOIIEeMy
Tosapu- BoHM 4acTKOBO 3aKpHUBaOThH nuuie yactkoBo. Hama 3amaua —
3aMiHHMKH noTpeldy B Oe3merri, ale He JalTh nosicauT, 1o SIEM 6aunth
MOBHOI KapTUHU 1HPPACTPYKTYpH | KapTHHY B LIJIOMY, YOTO HE MOXKE
3pOoOUTH 3BUYAHUIN aHTUBIPYC

Ananiz 3a wmomemno [loprepa 3acBimuye, 1m0 HAHOUIBII 3HAYYIIUMHU
(dakTopamMu BIUIMBY € CwiIa KiIieHTIB Ta 3arpo3a DIY. KiieHTu MaroTh CUIIbHY
NEPErOBOPHY MO3UIIII0, BUMaraloyl BHCOKOI SKOCTI 3a HU3bKY LiHY. BomHouac,

HH3bKa 3aJIC)KHICTh BiI[ ITOCTa4YaJIbHUKIB € KPUTUYHOIO IIEPCBAroro, sIKa 336631’[6‘1}76
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eKOHOMIUHY Oe3IeKy CTapTaly Ta JI03BOJISIE€ YTPUMYBATH BUCOKY Map KMHAIbHICTh
HOCTIYT.
Ha ocHOBI aHasi3y KOHKYPEHTIB Ta BAMOT PHHKY HEOOX1THO COPMYIIIOBATH
(dhakTOpu KOHKYPEHTOCIPOMOXHOCTI MpoekTy. Ile Ti kmrouoBi aTpubOyTH, sKi
: n T " .
NEPEeKOHAaIOTh KiIieHTa oOpatu came "SecureVision". OOrpyHTyBaHHS LUX (PaKTOPiB

HaBseqeHo B Tadn. 4.11.

Tabmuusg 4.11 — OOrpyHTyBaHHA (PAKTOPIB KOHKYPEHTOCITPOMOXKHOCTI

OO0rpyHTyBaHHs (HABeJeHHS YMHHUKIB, 110
PooIATH (haKTOP 1Jisl MOPIBHAHHA KOHKYPEHTHHX
NMPOEKTIB 3HAYYIIUM)

Kputnunuii paxrop 11 1epKCceKTopy Ta
1 HynaboBa BapricTsb Jinen3iii yKpaiHCBhKOTO Oi3Hecy. BiacyTHICT MOpIYHUX

matexis 3a [13.

Ne dDaxkTop
n/n KOHKYPEHTOCIIPOMOKHOCTI

[Tonepennbo HaNAIITOBaH1 IpaBUiIa s
2 ApantuBHictb 10 KIC MIPOMHUCIIOBUX CUCTEM, YOT'O HEMAE Y
"yuiBepcagbHuX'" SIEM.

100% On-Premise apxitekTypa. [laHi He MOKKUIAIOTH

3 CyBepeHiTeT 1aHUX
HNEPUMETP, IO € BUMOT'OI0 3aKOHY.
. ®opmar OVA-o0pa3zy nias ESXi no3sosnse
4 HIBuakicTh po3ropTaHus p pasy I 1A .
3anyctutu SOC 3a 1 roJIMHY 3aMiCTh THKHIB.
. . Biakputuii Ko 103BoJIsi€ TPOUTH Oy Ib-IKUHN ayIuT
5 He3anexHicTh BiJ BeHI0pa AP A p YA YA

Oe31eKku (BaKJIMBO JUISl BINCHKOBUX/IEPK CTPYKTYP).

Busnaueni Qaxktopu QOpMyIOTh MOTYKHY I[IHHICHY MPOIO3HULIIIO.
[ToenHanHs HyJIbOBOI BapTOCTI JileH31id (pakTop 1) Ta MOBHOIO KOHTPOJIIO HaJ
nanuMu ((paxtop 3) poOUTh MPOAYKT O€3aTbTEPHATUBHUM JIs 0aratbox JAep>KaBHUX
Ta peXXUMHHUX 00'€KTiB B YKpaiHi. Lle 703Bosi€ BUrpaBaTu KOHKYPEHTHY O0OpPOTHOY
HE 32 PaXyHOK MapKETHMHTOBUX OOJIKETIB, a 32 PaXyHOK BIJIMTOBITHOCTI peabHUM
nmoTpedamM 3aMOBHUKIB.

[licns  BU3HAUYEHHS  OCHOBHUX  (DakTOpiB, SKI  BIUIMBAIOTh  Ha
KOHKYPEHTOCTIPOMOKHICTh CUCTEMH CTapTaIly, 3J1HCHIOETbCS aHai3, 10 JT03BOJISE

11eHTU(IKYBaTH 1i CUJIbHI Ta c1a0K1 cropoHu. Pe3ynbrat HaBegeHo B Ta0ui 4.12.
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Tabmuns 4.12 — TlopiBHSAIBHUM aHaNi3 CHJIBHUX Ta CJIA0OKUX CTOPIH

"SecureVision"
N ®akTop Banm dakTop KOH-KypeH”l:OCIIPOMO)KHOCTi y
n/n | KOHKypeHTOocnpomo:kHocTi | 1-20 HopiBHsAi 3 Splunk
P P 3 | 2] 1]o] 1] 2]3
1 ExoHOMIYHA TOCTYIHICTh 20 +
2 CyBepeHiTeT JaHuX 20 +
3 Ananramisg 10 ) 15 n
3aKOHOJIaBCTBAa YKpaiHU
4 [Ipo3opicTh Ta Oe3neka 20 .
KOy
Croemiamizamisg mix VMware
. +
> ESXi 12
6 ['HyukicTh iHTETpamii 3 15 n
Legacy

[TobynoBanuit mpodias SICKPaBO JIEMOHCTPYE, IO CTAPTAN-TPOEKT MAaE
abcomoTHI nepeBard (+3) y KIIOYOBUX JUIS IUIbOBOIO PUHKY acleKkTax: IliHa,
IOpUJIMYHA BIJMOBIIHICT, Ta Oe3neka gaHux. DakTopu, OIIHEHI y +2 Oanwu,
MIJKPECTIOITh TEXHIUYHY YHIKaIbHICTh pimieHHs. [IpoekT mepemarae y diTKO
BU3HAUCHIN HIlNl 3aBISKW CHeIlanizaili, 3aMmIiCTh NPsAMOi KOHKYPEHIIl 10
byHKIIIOHATY.

Hactynuuii kpok mnepeabauvae BukoHanHs SWOT-anamizy crapramy.
Pe3ynbTaT 115010 aHaI3y, HaBeACH1 y Tabnuil 4.13, ciIyryBaTUMyTh OCHOBOIO JIJIsI

PO3POOKH CTPATETTUHUX HANIPSIMKIB PO3BUTKY MPOEKTY.

Tabmuusg 4.13 — SWOT-anani3 crapran-npoexTy

CHJIbHI CTOPOHHU CJ1a0Ki CTOpOHU

1.HynwoBa BapTicTs minensii (Open Source) Biacytnicts ceptudikary JJCC33I Ha craprti
2.T'oroBa xondirypanis mig KIC 3anexHicTh Bi cnitbHOTH Wazuh
3.IToBHwMi1 KOHTpOIB HaHuX (On-Premise) Bincytnicts 6peHay Ta icTopii
4.He3asexxHiCTh Bij anapaTHOTo 3a0e3MeYeHHs OOMexeH1 pecypcH Ha MapKeTHHT

5.Jlerka inTerpariiis B cepenouiie VMware Manuii Tat TeXHIYHOI M ATPUMKHI

Nk W=
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Mo:kJauBocTi

3arpo3u

DN D W N =

. JepxaBH1 TeHepH Ha KiOEp3axHCT

. Immopro3zamimenns 113

. [TaptHepcTBO 3 MSP-nipoBaiinepamu
. [MocuneHHs peryasTOpHUX BUMOT

. I'panTn Ha mudposizariro

. bropokpartis B TeHnepax

. 3miHa minensii VMware

DN B W=

. 3MiHa 3aKOHOJaBCTBa

. HedinuT xaapiB y 3aMOBHUKA

. ATpecuBHUH IEMIIHT XMapHUX TiraHTIB

VY xoni npoeaenns SWOT-ananizy ctapTan-npoexty Oy 1i1eHTU(IKOBaHI

OCHOBHI CHJIbHI Ta CJIa0Ki CTOPOHHM, a TaKOX MOXKJIMBOCTI ¥ 3arpo3u, ki MOXYTh

BIUIMBAaTH Ha WOTO pPO3BUTOK Ta peamizamito. Ha OCHOBI OTpUMaHUX JaHHUX

3IIMCHUMO aHaJII3 Ta PO3TJIs] aJIbTEPHATHUB AJI1 PUHKOBOT'O BIIPOBA>KEHHSI CTapTaIl-

poeKTy. Pe3ynpTaT 11bOro aHai3y npejcTaBieHi B Tabmuill 4.14.

Tabmuns 4.14 — AnbTepHaTUBU PUHKOBOIO BIPOBAKEHHS CTapTan-
MIPOEKTY
AJIbTepHATHBA (OPIEHTOBHMI - -
Ne P (. P .. HNmoBipHiCTH OTPUMAaHHSA Crtpoxu
KOMILJIEKC 3aX0/1iB) pUHKOBOI . A
n/n . pecypciB peaJiizauii
NOBeIIHKH
[Tponaxk rOTOBOT0, HATAIIITOBAHOTO
OV A-06pa3y BipTyanbHOI MallTUHU Bucoxa. [Tpoaykt dpaxktruno
1 yepe3 caiT. OpieHTalliss Ha MaCOBUI | TOTOBHII (pe3yJabTaT AUILIOMHOT 1-2 micsimi
punok Ta IT-aqMmiHicTpaTOpIB, SIKi pobotn). Butpatu e Ha
XOYyTh 3a0MIaINTH Yac Ha XOCTHHT Ta PEeKJIaMy.
HAJIAIITYBaHHI.
BnpoBakenns cucremu "o kioq"
POBaIl A Cepeans. [Totpebye
JUTSL BETUKHX 3aBOJIIB Ta o .
. dbopMyBaHHS KBasi(hiKOBaHOT
JepKycTaHOB. Bkitouae BHi3 ] : ) -
2 . . . KOMAaHIH 1HXKEHEPIB Ta 3-6 micsauis
IHXKEHEpIB, ayTUT IHPPACTPYKTYPH,
. OTpUMAaHHS aKpeauTaIii As
HaBYaHHS MEPCOHATY Ta PiuHY i
. y4acTi B TCHIEepax.
i ITPUMKY .
Hananns mnatdopMu CUCTEMHUM
IHTerpaTopam Ta ayrcopcepam st Cepenns. [TotpeOye nopoOku
3 00CITyroByBaHHS iXHIX KIIE€HTIB ouriHrosoi cucremu ta APl st 3-6 micsiuin
(manoro Oi3Hecy). MoneTu3ariis MapTHEPIB, a TAKOXK IOPUIUIHOT
gepes MiMUCKY 32 KOXKHOTO 6a3u.
MAKII0YEHOT0 KIIEHTA.
beskomroBHe nomupeHHs 6a3oBoi :
Bucoxka. Jlerko peansysatu
BepCii AJs momyisipu3aliii OpeHy. .
. TEXHIYHO, aJi¢ PH3UKOBAHO Lo
4 MomneTu3zarnis 3a paxyHOK IPOJIaxy . . 6-12 micsiuis
. ¢inancoBo (oTpibeH 3amac
TJTATHUX TTAKETIB TIPABHII Ta ) . .
. MIITHOCTI JIO MEPIINX JOXOIIB).
PO3IIUPEHOT i ITPUMKH.
ITpomax (i3uvHUX MiHi-cepBepiB i3 Husbka. [TorpeOye 3HaUHNX
MOTIEPEIHHO BCTAHOBJICHUM Ta 000OpOTHHUX KOIITIB HA R
5 " e . . 4-8 micsiiB
HanawmroBaHuM [13 "SecureVision 3aKymiBiIo "3amsa" Ta
JUTSI TPOMHUCTIOBUX 00'€KTIB. OpraHi3aIfiio JOTICTUKH/CKIIATY.
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3a pe3ysibTaTaMu aHalli3y, HAHOUIBI JOIUIBHOK HA TTOYaTKOBOMY €Tarll €
koMOiHarisg anbTepHatus 1 Ta 2. [IpoaykroBa monens (mponaxx OVA) 3abe3neuye
MIBUAKHUI BX1J HA PUHOK 1 MepIii 00IroBi KOIITH, TOJII SIK CEPBICHA MOJIEIH TO3BOJISIE
NpamoBaTH 3  BHUCOKOMap KUHAJIHLHUMHU

ACp’KaBHUMHU Ta  IIPOMUCIOBUMHU

3aMOBJICHHSMMU.

4.3 Po3po0/ieHHSI PMHKOBOI CTpaTerii Ta MapKeTHMHIOBOI NPOrpamMu

MPOEKTY

JIJist ycnimHOro BOpOBAIKEHHS cTapTan-npoekTy "SecureVision" Ha puHOK
BOXJIMBO BU3HAYUTH OCHOBHI IUILOBI TPYNU MOTEHIIWHUX croxkuBadiB. lle
J03BOJIMTH 30CEPEUTH 3yCUIUIS HA TUX CEIMEHTax, Kl MalOTh HABUIIMI TOMUT Ha
OPOAYKT 1 JEMOHCTPYIOTh TOTOBHICTH 10 HOT0 BUKOPHCTaHHA. BpaxoByrouu
pe3yNbTaTu aHaJli3y PUHKY, KIIEHTCHKUX MOTPEO Ta KOHKYPEHTHOTO CEpeloBUIIIA,
Oyl0 06paHO KijbKa KIIOYOBHX IPYI CHOKMBAYIB. IXHiil IIPOQiib, FOTOBHICTH 0
BIIPOBAKEHHS TPOJIYKTY, OOCAT MOTEHIITHOrO MOMMUTY Ta IHILII XapaKTEPUCTUKU

HaBeJeH1 y Tabmuii 4.15.

Tabmuug 4.15 — Bubip uu1b0BUX TpyH NOTEHUIMHUX CIOKUBAYIB

. I'otoBHicTh | OpieHTOBHMI .
Onuc npodiiro . IntencusnicTs | Ilpocrora

Ne HiTLOBOT TPy CHOKHBAYIB | MOMUT B MeKaX | enii B BXOX
n/n .o pymt- CIPUIHATH | NIIBOBOI rPyNH YpeHin Yy
NOTeHUiHHUX KJIIEHTIB cerMeHTi cerMeHT

NMPOAYKT (cermenTy)
1 CepenHiii 613Hec Bucoka Bucoxnit Cepenns Cepenns
2 HepxcekTop Bucoxka Bucoxkuit Hwusbka Hwusbka
3 Manuii 613Hec Huspka CepenHiii Bucoka Bucoka
4 Benuki kopmoparrii Cepenns Huzpknii Bucoka Bucoka
L{inb0BUME rpynaMu 00paHo: JEPHKCEKTOP Ta cepeHiil OizHec

AHaJi3 BUOOPY IIJILOBUX TI'PYN MOTEHIIHWHUX CIIOXKMBAYiB IOKa3aB, IO

OCHOBHUMH CEIrMEHTaMHU JJIsi pUHKOBOT'O BIIPOBAKeHHsI cTaprtamny "SecureVision"
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€ JIEPKCEKTOp Ta cepeiHii Oi3Heci. Manuii 613HeC OXOIUTIOETHCS OTIOCEPEIKOBAHO
yepe3  MSP-mapthepiB. lle 3a0esmeuye  Oamanc MK  CTaOUIBHICTIO
(tep>x3aMOBIIEHHS) Ta TPUOYTKOBICTIO (KOMEPIIIHHIA CEKTOD).

Jlnst 3a0e3neyeHHs €(EKTUBHOTO PO3BUTKY cTaprtamy "SecureVision"
BaYXJINBO BU3HAUUTHU 0a30BY CTPATETiio, KA JO3BOJUTH MAKCUMAIBHO pealli3yBaTu
CHJIbHI CTOPOHM TPOIYKTy Ta BpaxyBaTu mnoTpebu puHKy. Ha ocHOBI anamizy
KOHKYPEHTOCTIPOMOXHOCTI, PUHKOBUX MOKJIMBOCTEH Ta 3arpo3 COpMOBAHO
CTpaTerito, CIpSMOBaHy Ha JOCSTHEHHS IOBIOCTPOKOBHUX IIIel MpoekTy. OCHOBHI

acnekTu 00paHoi cTparerii HaBe/eHo y Taduui 4.16.

Tabnuusg 4.16 — BuznaueHnHs 6a30B0i cTpaTerii pO3BUTKY

Oo0pana Kuouosi Basopa
Ne | anbTepHaTuBa Crpareris KOHKYPEHTOCIIPOMOKHI crpateris
n/n PO3BHUTKY OXOIJICHHSI PUHKY no3uuii BixmoBigHo 10 OIC:BI/ITK
MPOEKTY 00paHoi aJIbTePHATUBU P y
INopumna . . | Excnieptu3za B Linux/ESXi Ta )
JudepenuiioBanuii . Crpareris
1 (mpomykT + pPO3yMIHHSI BUMOT I
. . MapKETHHT . | indepenuianii
1HTEerparis) JIEP>KCEKTOPY/TIPOMHUCIIOBOCTI

Crpareris nudepeHmiaiii A03BOJsE BUIUIMTUCS cepea "cipoi macu"
iHTerparopiB. Mu npogaemo He npocto SIEM, a "Cuctemy 3axucty KIC na 6a3i
BIIKPUTOTO KOAy", WO OApa3y pe3oHye 3 OoJsIMH IIJILOBOI  ayAUTOPIi.
Judepenuianis akleHTye yBary Ha yHIKQJIbHUX XapaKTEPUCTHKAX MPOIYKTY, IO
3a0e3mnedye crapTamy KOHKYPEHTHI TO3MIIi Ta JIOBFOCTPOKOBY TEPCIEKTUBY
PO3BUTKY.

BusnauenHs ctpaTerii KOHKYpEeHTHOT MMOBEIIHKH OKPECITIOE MMiIX17] KOMITaHii
710 B3a€MO/I1 3 KOHKYPEHTaMH, 3aJTy4eHHS KJII€HTIB Ta YTBEPIKEHHS CBOIX MO3ULIIN

cepel ICHYIUYHMX IPaBIliB PUHKY. OITUC OOpaHOTro MiAX01y HaBeIeHO y Ta0uill 4.17.
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Ta6nuis 4.17 — BusnaueHnHs 0a30BO1 CTpaTerii KOHKYPEHTHOI MOBEAIHKH

Yu Oyne koMnaHist
IIYKaTH HOBHX Yu Oyne koMnaHist
cno;KuBaviB, a60 KOIIiIOBATH OCHOBHI

3a0uparTu XapaKTePUCTHKH TOBApPY
iICHyIO4YHX Y KOHKYPeHTA, i AKi?

KOHKYPeHTIB?

Yu € npoekT
"nmepmonpoxigmem"
HA PUHKY?

Crpareris
KOHKYPEHTHOI
NMOBEAiHKH

Ne
n/n

YactkoBo. KomiromThes
3araJbHOIIPHIHATI CTAaHAAPTH
IHAYCTpIi: JIOTiKa KOpEesii Crpareris

Moi#, Bizyamizaiist 3alHATTA
JTAnIoop/IiB Ta CTPYKTypa KOHKYPEHTHOT

3BITIB, 11100 3a0€e3MMeUnTH Him
3BUYHHH iHTEpDeiic
KOPHCTYBaya.

1 Tak, y nimri [lykaTu HOBUX

Hi, ne 6yzne konitoBaTH. Mu
YHUKA€EMO KOM1IOBaHHS
6i3Hec-moperni (JTinensii Ha
00csr JaHuX) Ta 3aKPUTOL

3aluparu apxiTekTypu. Haromicth Crpareris
ICHYIOUHX MIPOMIOHYEMO MTPO30PICTh nudepeniamii
Koy Ta (ikCOBaHYy BapTiCTh
IHTerparlii, 1o €
MPOTUJIEKHICTIO IAXOAY
KOHKYPEHTIB.

2 Hi, y ramysi

OOpana cTpareris miaTBepakye, mo "SecureVision" nie sk "Himep",
YHUKAIOYM TpsMOi  KOHpOHTauii 3 miobansHuMuU Jigepamu. Kommnanis
(boKyCyeThbCcsl HAa CTBOPEHHI HOBOTO TOMUTY Cepell KIIEHTIB, AKl paHimie Oyiu
"HeBUAUMHUMH" JJI1 BEJIMKUX BEHAOPIB uepe3 Mail OoUKeTH (CTpaTeris MOUIyKY
HOBHUX CHOXXHMBadiB). BomHouac, BiiMOBa BiJl KOTMIIOBAaHHS JIIEH3IHHOT Mojel
KOHKYPEHTIB Ta aKIEHT Ha TEXHOJOTIYHIA BIAKPUTOCTI M103BOJSIE €(HEKTHUBHO
NpamoBaTH  Ha PHUHKY IMIOPTO3aMilllEHHS, MPOMOHYIOUH JCpKAaBHUM Ta
MIPOMHUCIIOBUM 3aMOBHHMKaM O€3MeUHy aJIbTepHATUBY (CTparteris audepeHiriatii).

Buxonsuu 3 pe3ynabpTaTiB MoNepeIHOTO aHalli3y y Ta BpaxOBYIOUH 0OpaHy
CTpaTerito PO3BUTKY 1 MIAXIJ A0 KOHKYPEHTHOI MOBEAIHKH, HEOOX1JHO BU3ZHAUUTH
CTpaTerilo MO3MIIOHYBAaHHA MPOAYKTY. Ii MeTa — CTBOPHTH YHIKaIbHUH 00pa3
IPOIYKTY B CBIJOMOCTI LIJILOBOI ayUTOPIi, IKMI MiAKPECIIOE HOro KOHKYPEHTHI1
nepeBaru Ta BIAMOBITA€ OYIKyBaHHSAM Kii€HTIB. OCHOBHI acleKTH PO3pOOICHOI

CTpaTerii Mo3uillIOHYBaHHA MpeacTaBieH] B Ta0nui 4.18.
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Buoip acouiaumii,
. SIKi MaIOTh
Kuarouosi
bazosa . ¢popmyBaTn
Ne | Bumorwu 10 ToBapy . KOHKYPEHTOCIPOMOKHI
. N cTparerist KOMILIEKCHY
n/n | uisiLoBoi ayauTopii NMo3uIlii BJACHOT0 .
PO3BUTKY no3uuiro
CTAPTAN-NPOEKTY
BJIACHOTO
NPOEKTY
JepxxaBHi yCTAaHOBH
Ta 00'eKTH 1. CyBepeniter
KPUTHYHOT . : (Bami gani TibKH
. ["apanTist 30epiranns
ingpacTpykTypn e — y Bac).
(G2B): noBHui Y Hep p . 2. 3aKOHHICTD
. . 3aMOBHUKA, BITKPUTHHA . o
CYBEPEHITET JaHUX Crpareris (BIAMIOBITHICTD
1 ! o e KOJ JJIsl ayJIUTy
(On-Premise), audepeHmianmii . BHMOTaM
. N Oesmeku, ajarTals .
BiJIMTOBIAHICTH C N PErymsiTOpiB).
3BITIB MiJl YKpaiHChKe .
3aKOHOJABCTBY 3. He3asexHicTb
: ; 3aKOHOJIaBCTBO. . .
(KC3I), BiacyTHICTH (BLACYTHICTH
BaJIIOTHHUX "rosiku" JeH31k).
JIIEH31MHUX BUTPAT.
. 1. Be3neka
IMpomucosi
. BHPOOHULITBA
nianpueMcTBa
S (3axuct 6e3
(Industry/B2B): Croergamzarisa Ha SVIHKI
CTaOlIbHICTh Crpareris ITACUBHOMY YT
i ° . MIPOIIECIB).
TEXHOJIOTTYHUX 3alHATTA moHniTopunry KIC, O
2 [IPOLIECIB, MIATPUMKA | KOHKYPEHTHOI | THYYKICTH IHTErpamii 3 2. Hapiitnicts
p > TP yper y P (crabinpHa poboTa
3acTapuioro Himi Legacy-cucremamu na ESXi)
o0JaiHaHHs, 3aXHUCT Yyepe3 KaCTOMHI areHTH. :
. N 3. KonTpoab
B1JI TIPOCTOIB )
(TOBHA BUIAUMICTH
BUPOOHMIITBA. )
1H(MPACTPYKTYpH).
1. ExoHomist
o e enterprise-piBeHb
Cepenniii 0i3Hec Ta . (enterp p
. l'otoBwii 1o OE3KOIIITOBHO).
MSP-nposBaiigepu: .
. po3ropTaHHs 00pa3 2. llIBuaKicTH
€KOHOMIsI OI0JDKETY, . :
o Crpareris (OVA) 3a inoro (po3ropTanHs 3a 1
3 LIBUJIKUU CTApT, e | R :
HDOCTOTA nudepennianii | iHTErparii, BiICyTHICTh TOJIUHY).
MaCHITP; SVBAHHS Td KamiTaTbHUX BUTPAT 3. EdpexkTuBHICTH
Y (CAPEX) na I13. (MakcuManbHUMA
00CITyrOBYBaHHS.
ROI 3 nepiroro
JTHS).

Po3po6iiena ctpareris no3uiioHyBaHHs pOpMYye IUTICHUNA 00pa3 MPOAYKTY,
10 TOEAHYE B COO1 MiAX1A O CYBEPEHITETY JaHUX Ta €EKOHOMIYHOT €()EKTUBHOCTI.
KitouoBa acomiariisi as BChOTO TpOeKTy — '"Oesmeuna HesanexHICTh". Lle

no3Bossie crapramy "SecureVision" IUCTaHINIIOBATUCS BiJ JOPOTUX 1HO3EMHHX
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BEHJIOpPIB, MPOIMOHYIOYHM KIIEHTaM HE MPOCTO CO(T, a rapaHTil0 KOHTPOJIO HaJ
BJIACHOIO 1H(QPACTPYKTYPOIO Ta OIOJIKETOM.

OpHuM 13 MPIOPUTETHUX 3aBJaHb Y (HOPMyBaHHI MapKETUHTOBOI IPOrpaMu
€ BU3HAYCHHS OCHOBHUX IEpeBar MpoayKTy s IbOBOI aynuTopii. Lle no3Bomsie
3pO3yMITH, SIK CaM€ TOBap BIANOBIAAa€e MOTpebaM pPHUHKY Ta YUM BIiH MOXKeE
MEPEBEPIINTH KOHKYPEHTIB. Y MPOIECi aHai3y OyJI0 BUIAICHO KIIFOYOB1 BHUTOIH,
K1 cucreMa "SecureVision" MponoHye CroXUBayaM, a TaKOXK il OCHOBHI MepeBaru

Ha pUHKY. Pe3ynbraT 1poro anamizy npeacrasieHi B Ta0nui 4.19.

Tabmuig 4.19 — BusHaueHHs KIFOYOBHUX IepeBar KOHIIEMIT MOTEHIIIHHOTO

TOBapy
Ne MoTneda Buropaa, sy npomnonye Kurouosi nepeBaru nepen
n/n P TOBap KOHKYPEHTAMH
) - AnanTaris mija yKpaiHCbKe
['oToBi ma6oHu 3BITIB
Bukonanns : 3akonoaasctBo (HBY, JICC33I) "3
1 JUIS1 TIEPEBIPOK ’
BHUMOT 3aKOHY CLVISTODIE KOpPOOKHU", 4OT0 HEMA€E y 3aXiTHUX
pery P aHaJIOT1B
3axuCT [MacuBuuit meton 30opy | ['apanTis O6e3mexu Ast TEXHOIOTIYHUX
2 aoriB (0e3 aKTUBHOTO npoueciB (SCADA), ycyHEeHHS pU3HKY
BUPOOHUIITBA
CKaHyBaHHS) 3YNUHKU 00JIaTHAHHS.
ExonoMis BincyTHicTb Mopnens "Pay only for Service" —
3 GromKeT KaIliTAIbHUX BUTPAT oIIaTa JIMIIE 33 HAJIAIITYBaHHS, 1110 B
Y (CAPEX) Ha nineHsii pasu JIeneBIe pigHUX MiIHCOK
CVBeDeHiTeT Apxirektypa On- [ToBHa 13011411151 Yy TAUBOI 1HPOpMALIIT
4 y L[agmx Premise (mani B1JI 30BHIIIHIX XMapHUX MMPOBaliIepiB
30€piratoThest JJOKAJIbHO) (Ha B1IMIHY BiJ SaaS-pilieHb)
. . . S Bincytnicts pusuky "Vendor Lock-in"
HezanexHictb Binkputuii Buxinnui ,
5 . (TIpUB'SA3KHU 70 MOCTAYAIbHUKA) Ta
B1JI BEHJIOpa ko1 (Open Source) .
MOJKJIMBICTh HE3JIC)KHOTO aYIUTY KOAY

CdopmynboBaHa KOHIICTIIS TOBAPY YITKO BIAMOBIIAE HA KIFOYOBI BUKIIUKH
PUHKY: HEOOXITHICTh E€KOHOMIi, IOPUAMYHY BIJIMOBIIHICTh Ta O€3MEKy JaHUX.
JlonaBaHHs MYHKTIB NpO CYBEPEHITET JaHUX Ta HE3aJEeXHICTh BIJl BEHIO0pa
nepetBoproe "SecureVision" 3 mpocTo "memeBoro pimieHHSA" Ha CTPaTETivyHO
oe3neynuii BuOip. Lle 103BoMsie ePEeKTUBHO KOHKYPYBATH 3 XMapHUMHU TiraHTaMu,

TPar0Y¥ Ha MOJ1 HAIlIOHAJILHOT O€3MeKH Ta KOPIOPATUBHOI HE3AJIEKHOCTI.
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Ta6mui 4.20 — Onuc TprOX PiBHIB MOJIEI TOBAPY

PiBHi TOBapy CyTHIiCTb Ta CKJIAI0BI

ABTOMaTH30BaHa CHUCTEMa MOHITOPUHTY Kibep3arpo3 s KOMI'TOTEPHO-
I. ToBap 3a IHTETPOBAHMX CHUCTEM, ITI0 3a0e31edye IeHTpaTi30BaHui 30ip MOIii,

3ayMOM BHSIBJICHHS aTakK Ta BIJIIOBIIHICTH 3akoHoAaBYMM BuMoram (KC3I) 6e3
KamiTaJIbHUX BUTPAT Ha JIIEH311

BaacTuBocti/xapakTepucTuku M/Hm Bp/Tx/Ta/Op

1. TexHoJIOTIYHA TOTOBHICTD:
MOCTaYaHHS Y BUTJIS
HAJIAIITOBAHOTO 00pa3y Hwm Tn
BipTyanpHOi MamHu (OVA), 110
He notpedye inctassii OC
2. ExoHOMiuHa €()eKTUBHICTb:
BIJICYTHICTb JIIIEH31HHUX
rutatexis 3aBasku Open Source
apxitektypi (Wazuh, Ubuntu)
3. AparrruBHicts 10 KIC:
HAsBHICTh CIEIiaJIi30BAHUX
MIpaBUJI KOPEJISALIT 1715 Hwm Tx
IL ToBap y MIPOMHCIIOBHX TIPOTOKOJIB Ta
peaabHOMy Legacy-cucrem.
BHKOHAHHI 4. CyBepeHITeT: apXiTeKTypa
rapaHTye 30epeKeHHs JaHUX

Hwm E

Hwm Op
BHKJIFOYHO B MEXKaX MepuMeTpa
oprasizarii
5. HapiliHicTh: 3a0e3rneueHHs
BIZIMOBOCTIHKOCTI 3aco0aMu
a1 Hwm Tx

cepeqoBHIla BipTyami3arlii
VMware ESXi (Snapshots).
SkicTh: BiAMOBiIHICTE cTaHmapTaM ctabinbHoCTi LTS-Bepciit Ubuntu ta
BepH(1KOBaH1 IpaBUJia AETEKTYBaHHs 3arpo3 (06€3 MOMUIKOBUX
CIPAIIOBaHb)

IMakyBanHs: udpoBuil TUCTpUOYTUB (3aXUILEHUH apXiB a00 MOCHIIAHHS
Ha CXOBHIIIE) 3 KOHTPOIBHOIO cymMor0 (SHA256) Ta iHCTpyKITi€rO

Mapka: SecureVision

Jlo mpoaaKy: 1eMOHCTpAIlisl MOXKIIMBOCTEH Ha IHPPACTPYKTYpi
3aMOBHUKA, ayJAUT CYMICHOCTI 00J1aTHAaHHS

II1. ToBap 3

. . ITicaa mpoaaKy: TeXHIUHA MIITPUMKA 1HTErparlii, peryiisipHi OHOBJICHHS
miKpinJaeHHsaM poaaky ATp paili, peryJjsp

0a3u MpaBUJI BUSBJIEHHS 3arpo3, 10CTYI 10 3aKPUTOT'O PEHO3UTOPII0
CKPHUINTIB

3a paxyHOK 40ro NoTeHUiiHNI TOBap OyJe 3aXHIIEeHO BiJl KOMIIOBAHHS: TATEHT

AHaJi3 TpUPIBHEBOI MojeNl TOBapy 3acBiguye, 1o "SecureVision"

MO3UIIIOHYETHCS HE MMPOCTO AK MPOTrpaMHe 3a0€3MEUCHHS, a IK KOMIUIEKCHHM CepBic
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13 BUCOKOIO TE€XHOJIOTTYHOIO TOTOBHICTIO. [loenHaHHST eKOHOMIYHOT €(heKTHBHOCTI
3a paxyHok Open Source Ta opraHi3aiiifHOi rapaHTii CyBEpeHITETY JaHUX CTBOPIOE
YHIKaJIbHY I[IHHICHY MPOMO3ULII0 ISl JEP’KAaBHUX Ta MPOMUCIOBHX 3aMOBHHKIB.
HasiBHICTh TpeThOro piBHS (TOBapy 3 MIAKPIIJIEHHSIM) € KPUTHYHO BaKIJIUBOIO,
OCKUIBKM caMe CepBiCHa MIATPUMKA Ta OHOBJICHHS TPABHI JIO3BOJISIOTH
MOHETHU3YBATH MIPOEKT 1 3aXUCTUTH MOTO BiJl TPSMOTO KOIIIOBAHHS KOHKYPEHTaMHU.

[IpaBunpHEe 1IHOYTBOPEHHS BIUIMBAE HA KOHKYPEHTOCIPOMOXKHICTb
MPOIYKTY Ta HOTO MPUBAOIMBICTD JIsl CTIOKMBAYiB. /{7151 BU3HAYCHHS ONITUMATEHOT
[iHK OyJI0 MpoaHaIi30BaHO PiBHI BAPTOCTI TOBAPIB-3aMIHHUKIB 1 TOBAP1B-aHAJIOTIB,
a TaKOK BpaxOBaHO PIBEHb JOXOJIB IIJIbOBO1 ayauTopii. Pe3ynbTaTu 1ociimKeHHs
JTIO3BOJIAIOTh BCTAHOBUTH BEPXHIO Ta HUKHIO MEXI1 I1HU, SIK1 3a0e3meuarh OanaHc
MDK I[HHICTIO MPOAYKTY Ta JOCTYMHICTIO IJisi KI€HTIB. Jletan po3paxyHKIB

HaBeqeHo B Tadmuid 4.21.

Taomurg 4.21 — BusHayeHH MeX BCTAaHOBJIEHHS [[IHA

BepxHusi Ta HUIKHSA
e PiBennb uin Ha Pibens uin na P.lBeHI) Aoxojis MeKi
TOBapH- HJILOBOI IPyNH BCTAHOBJICHHS
n/n . TOBAPH-aHAJIOTH . .
3aMiHHUKH CIOKNBAviB LHiHU Ha
TOBAP/NMOCTYTY
1 400 -1 000 25000 —-50 000 1 500 — 8 000 500 -3 000

Pospaxynok 1miHoBux mMex s "SecureVision" neMoHCTpye, 1o oOpaHuit
CepeIHiil CerMEHT I03BOJISIE 3alpONOHYBATH KOHKYPEHTHY BapTICTh MPOAYKTY,
30epiraroum Woro TexHiuHi nepeBaru. OpieHTaIlis Ha aHai3 BapTOCTI aHAJIOTIB 1
3aMIHHHKIB, @ TaKOX JIOXOJIB KJI€EHTIB, 3a0e3Meuye OaJlaHC MiXK MPUOYTKOBICTIO
cTapTaiy Ta JOCTYIHICTIO MPOAYKTY AJIA HIILOBOI ayauTopli. Takuid miaxia crpusie
PO3IIMPEHHIO KIIEHTCHKOT 0a3u 1 3aKPITUICHHIO TIO3UIIN HA PUHKY.

[licnss BU3HAYEHHS MEX IIHOYTBOPEHHSI CTapTally Ba)KJIUMBO PO3POOUTH
epeKTUBHY cucTeMy 30yTy, sfKa 3a0e3Ne4YUTh YCIIIIHE BUBEACHHS MNPOAYKTY
"SecureVision" Ha puHok. PopMyBaHHS CUCTEMH 30yTy BpPaxoOBYE OCOOJIMBOCTI

3aKyIIBEIbHOT MOBEIHKY IIJILOBUX KIIIEHTIB, iXHI MOTPEOU Y TEXHIUHIN MIATPUMII



124

Ta HAJIAIITYBaHHI POAyKTy. ONTUMAaIbHUM MiXia 10 opraHizailii 30yTy HaBeJEHO

B Ta0mui 4.22.

Tabmuus 4.22 — ®opMyBaHHS CUCTEMH 30yTy

Crnenndika ®yHKuii 30yTy, AKi
Ne 3aKyliBeJbHOL Ma€ BUKOHYBATH I'nuéuna OnTumanbHa
n/nm | mMoBeIiHKH WiTbOBHUX MOCTAYaAIbHHUK KaHaJy 30yTy cucrema 30yTy
KJIIEHTIB TOBapy
epaxcexrTop (G2B): MoHuiTopuHT Kanan
Hlep . P( ) p Baacna (mpsima):
JOBTUHM ITUKJIT TEHJCPHUX HYJIbOBOI0 HACTL
MPUAHSATTS PIIICHB, MalJaHYUKIB, piBHS (TIpsMUi ny 6HquZX
CyBOpa periamMeHTarlis MirOTOBKA MapKETHHT): Yo,
. 3aKymiBIsAx 0e3
1 | uepes Tenaepu, BUMora | IOpuaruHO KOpekTHOi | Po3poOHuk => HOCEPeTHIKIB TS
MOBHOI BiJIIMTOBITHOCTI JIOKyMEHTAIIIi, Jlep>xaBHMI p
: . 3a0e3neyeHHs
T3 Ta HasiBHOCTI odiuiiine 3aMOBHUK .
oo . KOHKYPEHTHOT1
odiriitHoi JUCTYBaHHs, HalaHHS (uepes E- irm
JIOKYMEHTaIlI{ rapaHTIHUX JIMCTIB Tender).
Opranizauis
. npe3eHTalliii Ta
IIpomucJioBicTH pes H
. MJIOTHUX Baacna (mpsima):
(B2B): panionaibHa Kanan : .
. BIIPOBAJ[)KECHbD, 0COOHCTI MPpOoIaxKi
MOBE/IIHKa, BUMOTa S HYJIbOBOI0
TEXHIYHUHT . yepes MeperoBopu
2 MOTIePEAHBOTO piBHS: .
KOHCAJITHHT, 3 TEXHIYHUMU
TECTYBaHHs, IOTpeda B Po3poOuuk =>
KOHCYJBTAIISX 10]I0 Ha Tty Bantt [TinnpuemMcTBO AMPERTOpanH
Y 1HTerpanii 3 HasiBHUM p (CTO/CISO)
0e3neky BUpOOHUIITBA
o0JIaTHaHHAM
(SCADA/IIJIK)
Mauinii 6i3Hec yepe3 TexHiaHa TiATPHMKA Kanau oanoro 3anvaena
MSP (B2B2C): . p piBHs (yepe3 y
[IapTHEPIB, HABYAHHS (Henpsima):
[Totpeba B roroBOMY MOCEPEIHNKA):
. R " nepcoHaIy -~ noOyaoBa
pimenHi "mija kimoy", . Po3poOuuk => .
3 IIapTHEPIB, MTapTHEPCHKOT
sIKe 00CITyTOBY€E MSP- .
. 3a0e3MeyeHHs - Mepexi
cropoHHs [T-kommanis. . . nposanaep =>
. crabinpHOCTI API Ta . . CHUCTEMHUX
Hwuspknit uek, aime Kinnesnii . i
. OHOBJIEHb . 1HTErpaToOpiB
MacoOBICTb 3aMOBJIEHb KIIIEHT

Po3pobnena cucrema 30yty s crtapranmy "SecureVision" TriOpumgHy
cucteMy 30yty. s cTpaTeriuHo BaKIMBUX KIIEHTIB (Aep’kaBa Ta BeJMKa
IPOMUCIIOBICTh) BUKOPHCTOBYETHCS KaHaJ HYJIbOBOTO PIBHS, IO J03BOJISE
KOMITaHii TOBHICTIO KOHTPOJIOBATH MPOLIEC BIIPOBAIKEHHS Ta SIKICTh MOCHyT. J7s
MacIITabyBaHHsS HAa MacOBUM PUHOK Majoro Oi13HECY 3ajy4yaeTbcs KaHaj OJHOTO
piBHS (mapTHeEpHW), LIO JO3BOJSE OXOMUTH BEIUKY KUIBKICTh KIIIEHTIB 0€3

HEOOX1THOCT1 pO3IIMPIOBATH BIACHUH IITAT BIIJILTY TIPOJIAXKIB.
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cTapraimy

"SecureVision", HACTyMHUM KpPOKOM € PO3POOJICHHS KOHIEIMIIi MapKETUHIOBUX

KoMmyHikamii. g konmeniiss crnpsmMoBaHa Ha (GOpPMyBaHHS CTIMKOTO IMIIDKY

IIPOAYKTY, HiIIBHHlGHHfI HOro BII3HABAHOCTI Ta JAOHCCCHHA KIIIOYOBHUX IICpCBaAr ao

TbOBO1 ayAuTopii. BpaxoByroun crnemnudiky puHKY, OyJ0 BHU3HAYEHO OCHOBHI

KaHaJi KOMYHIKaIlii, KJIFOY0B1 TO3MIII1 JJIs MO3UIIIOHYBaHHS POAYKTY Ta 3aBJIaHHS

peKJIaMHUX 3BEPHEHb, K1 peIcTaBieHl y Tabnuii 4.23.

Tabnuis 4.23 — KoHuemniriss MapKeTUHTOBUX KOMYHIKaIlii

napTHEPIB

Kananau
Crneunudgika KOMYHiKamii . .
" .(b y L) Kiouosi Nno3uiii, 3aBaaHHsA Konuenuis
Ne NMOBeiHKH SIKUMH .
. o0paHi aas PEKJIAMHOI0 PEKJIAMHOI0
n/n HiIbOBHX KOPUCTYIOThCS . .
C . . . NMO3UIiOHYBaHHSI | TOBiTOMJIEHHS 3BepHEHHS
KJIIEHTIB HiIboBI
KJIIEHTH
Hepaxciry:k00B1i
(G2B): mykaroTh Odimiiine "Jleporcasna
: L7 s [ndopmyBaHHs
B1JIOB1/IHICTh JITIOBE . be3neka Oe3
PO HAsBHICTH .
HOPMAaTUBHUM JUCTYBaHHS, . N 3aneHcHoCmi
. CysBepeniTer Ta JeraiabHO, N e
JIOKyMEHTaM rajry3esi . . 810 NiYeH3Iu:
3aKOHHICTh: OE3KOIITOBHOT y .
(makasu HBY, Hapaau Ta . . . . VKpaiHcbKa
1 . IMIOpPTO3aMIllleHHs |  JilleH3yBaHH1
JCC33]), CeMIHapH 3 niameopma
. Ta TIOBHA ITbTePHATHBHU .
YHUKAIOTh kibepbesnexw, .. . MOHIMOpUH2Y,
. - Jokanizaris 1aHux | iHozemMHOMYy [13,
PU3HKIB, MalTaHIuKH i : wo eapanmye
. . 110 BIATOBIIA€ .
OpIEHTYIOTHCSI Ha myOIiYHUX KC3I cygeepeHimem
oiriitHi 3aKyMiBeJlb oanux"
peKOMeH iallii
KepiBHukn
NPOMMCJIOBOCTI - "Bawe
[Tpodeciiina
(B2B): o . [Tononanus BUPOOHUYMBO
. Mepexa HapiitnicTs Ta .
MparMaTuKH, sKi . . CTpaxy mnepen nio 3axucmom
LinkedIn, €KOHOMIs:
0O0STHCS 3yNMUHKU .. . BIIPOBAKEHHAM 24/7.
crerianaizoBaHi 3aXUCT V.
BHPOOHUIITBA. .. HoBoOrO [13, Ipogecivinui
TEXHIYHI Oe3nepepBHUX . .
2 YurtarmoTb i JIEMOHCTpALIS SOC, axuii ne
TeXHIYH (popymn, lpotiects 0e31e4HOCTI nompebye
[y npoginbhi (SCADA) 6e3 ompeny
aHAIITUKY, . . MACUBHOTO MITbUOHHUX
. MIPOMUCIIOBI KaIliTaTbHIX . .
TOBIPSIIOTH MOHITOPHHTY | 6r00dcemis ma
o BHUCTaBKH Ta BUTpAT
KelicaM Ta JUTSE 00T THAHHST He 3YNUHAE
. KOH(pepeHIii "
PEKOMEHIAITISIM KOHBeEp
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[Iponorxenus Tadmui 4.23

Kanaan
Cneuudgika KOMYHiKaii Kuouosi .
10 .(l) y i, . 3aBaaHHs Konuenuis
Ne NOBeIiHKH AKNMH no3uiii, oopani
. PeKJIaMHOI0 PEKJIAMHOI0
n/n HILOBHX KOPHUCTYIOThCSI st .
C . . . ; NMOBiIOMJICHHS 3BepPHEHHS
KJIIEHTIB HJIBOBI NO3MLiOHYBAHHS
KJIEHTH
IT- .
. . . "Ilpununimeo
aaMinicTparopu GitHub
CrumyintoBanss | eumpauamu
Ta MSP (Tech): | (penosuropii), .
S . hi () MUICHI Ha
TEXHIYH1 YouTube HIBuakicTh T2
. ) . R 3aBaHTAXKEHHS | HAIAUIMYBAHHS
eHTY31acTH, sIKi (TexHivHI TeXHOJIOTiYHICTh: .
. N Ta TECTYBaHHS Linux.
IIYKalOTh TOTOBI OTJISIIN Ta rOTOBUI :
3 : : . IIPOJYKTY, Poszeopnimo
pILICHHS IS TyTOpiayn), IHCTPYMEHT Ha . .
oo . JIeMoHcTpalis | eomosuu SIEM
€KOHOMII Yacy. Telegram- 6a3i Linux/ESXi .
! . IIPOCTOTHU na ESXi 3a 1
JoBipst0TH KOy, KaHaJIU PO Ut ipodi
pO3ropTaHHs 200UHy ma
a He InfoSec Ta .
yepes OVA KOHmMpOoatotime
MapKETUHTOBUM DevOps sce”
racjaam.

Po3pobsieHa koMmyHIKaliiiHa cTpaTeris 0a3yeTbcs Ha MPHUHLMIIL BYy3bKOTO
TapreTuHry. Jljas Jep»KaBHOTO CEKTOPY BHKOPHUCTOBYETHCS OQIIIHHO-IITIOBHIMA
CTWJIb 13 HAroJocoM Ha MaTpiOTU3MI Ta 3aKOHHOCTI. i1 TMPOMMCIOBOCTI —
nparMaTUYHUN MiAX1a 3 aKIEHTOM Ha (piHAHCOBiM BUroAl Ta cTaliabHOCTI. [[s
TEXHIYHOI CHIJIBHOTH — TpsMa JEMOHCTpAIlisl MOXKJIMBOCTEH MPOIAYKTY Yepes
TyTopiaau Ta KoA. Takuil miAXia J03BOJSIE  MAKCHUMalIbHO  €(EKTUBHO

BUKOPHCTOBYBAaTH MapPKETUHTOBHI OIO/IKET.

4.4 BizHec-Moeb peaJi3anii cCTAapTAN-MPOEKTY TA OUiHIOBAHHA HOT0

€KOHOMIYHOI e()eKTUBHOCTI

JUJ1s 11ICHOTO PO3YMIHHS JIOT1KH (DYHKIIIOHYBaHHSI CTapTaIly Ta MEXaHi13MiB
OTpUMaHHA MNPUOYTKY po3po0jeHo Oi3HEC-MOJeNb 3a MeTojoJioTiero Business
Model Canvas. L{s Mozaensb Bizyamisye, sik caMe TeXHIUHE pileHHs Ha 0a31 Wazuh
ta ESXi meperBoproeThcs Ha KOMEPIIWHUN TPOAYKT, BU3HAYAIOUU KITIOYOBHUX
NapTHEPIB, CTPYKTYpPY BUTpAT Ta MOTOKH TO0XOAIB. JleranizoBaHa Oi3HEC-MOJEIb

npoekty "SecureVision" mpencrasieHa B Tadu. 4.24.



127

Tabnuus 4.24 — bizaec-moens Canvas crapran-npoekrty "SecureVision"

KaouoBi naptHepu

KuarouoBi Buau aigabHoOCTI

1. CucremHi inTerparopu:
KOMIIaHii, 10 BIPOBaKYIOTh
IT-indpactpykTypy "min xkinroa”
1 TOTpeOyIOTh MOIYJIs OC3MEKH.
2. lep:kaBHi peryJasiTopu:
B3a€MOZIsI U151 OTPUMAaHHS
EKCIePTHUX BUCHOBKIB
BiamosigxHocti KC3I.

3. VMware/Broadcom:
TEXHOJIOT1YHE MAaPTHEPCTBO IS
ceprudikamii OVA-o0pa3y.
4. XocTUHr-npoBaiiiepu: s
PO3MIIIIEHHS PEMO3UTOPITB
OHOBJICHb Ta JIEMO-CTEH/IIB.

1. R&D Ta po3podka: nocriliHe OHOBIICHHS
npaBui kopesarii (Wazuh Ruleset) mix HOBI
3arposu.

2. Inm:xenepisi: 30ipka Ta onTUMI3allis
BipTyaipHUX 00pasiB miast ESXi.

3. [Ipoaaki Ta TeHAEpHU: TATOTOBKA
JoKyMeHTarlii jyist Prozorro ta neperosopu 3
0i3HECOM.

4. IlinTpuMKAa: TEXHIYHUA KOHCAJITHHT Ta
pearyBaHHs Ha iHIIUJICHTHU KJTIEHTIB.

Kuio4oBi pecypeu

1. InTesIeKTyaTbHA BJIACHICTH: YHIKAIbHI
CKpHUNTH KOH}ITyparlii, Habip mpaBuiI
BUABJICHHS 3arpo3.

2. Jlionewki pecypen: komanaa DevSecOps
ta aramTukiB SOC.

3. TexHoJsioriuyna mjiarpopma:
naboparopHuii creHa Ha 06a3i ESXi s
TECTYBaHHSI.

Hinnicna B3aemoBigHocHHM 3 CermeHTH
NPONO3HIList KJIIEHTAMM CIIOKMBAYiB
1. lepcoHanbHA MiATPUMKA:
Aast Ilepmcelchopy: JUTSI BEJTMKUAX 3aMOBHUKIB .
L H,OBHHH (BUIINEHUI 1HXEHED). 1. lepaaphi
CYBEpEHITET J1aHHX 2. CaMo0BCIyroByBaHHSI: ycTanosu (G2B):
(On-Premise). JleTaTbHa TOKyMeHTaIis, MIHICTEpPCTBa,
2. BincyTHicTh Wiki-6asa 3HaHb, Binco- BiI[OMCTBa,'
BATIOTHUX BUTDAT iHCTpyKILii. KOMyHaIIbHi
H'f‘ mue.H31¥. 3. CnijibHOTA: 3aKPUTHI IANPHEMCTBA.
3. BianoBiaHICTh (bOpYM /TS KITIEHTIB /st 2. Cepezmi.
3aKOHO/IaBCTBY. 0BMily 10CBiTOM NPOMHCII0B
Hasi HATAIITYBAHHSA. miInpueMcTBa:
IIpomucioBocri: 4. ABTOMATH3AIsE: 3aBOJIH,
1. 3axuct SCADA arpoXOJIJNHTH,

perysisipHa po3CHIIKa

OHOBJICHB IpaBUJI OC3MEKH. JIOTICTHHI HCHTPH.

0e3 3yNnuHKH

BI;p(])f[HI/II_ITBa. Kanaau 36yTy 3. MSP-HPOB.{{HHBPH.
. IBunke - IT-xkommanii, o
PO3rOpTaHHs. _ 1. Enexrpouni 00CITYTOBYIOTH Masuii
Jlast Biznecy: MalIaHYUKH: [T y9acTi B 6isHeC.

1. ExoHomist ACpKABHUX TCHACPAX. 4. Beauki

2. lpsami mpoga:ki: ocodbucTi
KOHTAKTH, [TPE3CHTAIlIi,
MJIOTHI IPOEKTH.

3. IlapTHepcbKa Mepexa:
MPOJIaX JIIEH31H uepes
THTETPaToPiB.

Kopnopamii: s
3aXUCTY BiJJIaJICHUX
¢bimiit Ta i3010BaHUX

CErMEHTIB MEepexKi.

oromkety (Ha 80%
nemesiie Splunk).
2. HezanexHicTh Bifg
BeHnnopa (Open
Source).

CTpyKTYypa BUTpaT

IMToToxu noxoxais

1. @oHA omuIaTH Mpali: 3apIuIaTy iHKEHEpiB Ta MEeHeKepiB (OCHOBHA CTATTS).

2. R&D: Butparu Ha AOCTiIKEHHS HOBUX BPa3JIMBOCTEM.
3. MapkeTHHI: y4acTb y BUCTAaBKax, MATPUMKA CaUTYy.
4. AnMiHicTpaTHBHI: IOPHIMYHUIA CYITPOBIJI, TIOJATKH, OPEHJIAa CEPBEPIB.

1. IliiaTa 3a BHPOBA/>KEHHsI: PA30BH IUIATIK 32 PO3TOPTAHHS CUCTEMHU.
2. CepsicHa mianucka: momicsiuHa/mopivHa rnsarta 3a OHOBJICHHS MIPaBUI Ta
KOHCYJIbTAIIIl,

3. KacromHa po3po0ka: mara 3a HalicaHHs KOHEKTOPiB A0 crieudiyHoro
0o0aIHaHHS.
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Po3pobnena  Oiznec-moxmeny Canvas  JAEMOHCTpYe, IO  cTapTai
"SecureVision" Oy/ye cBOIO CTIHKICTh Ha CEPBICHIHM Mojiesll MOHeTH3allli. OCKIJIbKU
anpo mponykty € OeskomrToBHUM (Open Source), OCHOBHI TOTOKH JTOXOIIB
TeHEPYIOThCS 32 PAXYHOK €KCIIEPTU3HU (BIPOBAIKEHHSI, MIITPUMKA, aJanTallis), o
MIHIMI3Y€ 3alie)KHICTh BiJ 30BHIIIHIX nocTadanbHukiB [13. KimrouoBuM akTHBOM
KOMIIaHi1 € He IPOTpaMHUI1 KOJ] caM 110 c001, a IHTEIeKTyalIbHa BIACHICTh Y BUTIISAI1
CHEIlaTi30BaHUX MPaBHJI KOPEJALii Ta KOMIETEHIli KOMaHIu, IO J03BOJSE
edexkTrBHO 0OCyroByBaTH cnenudiuni cermenTr (G2B, Industry).

Hnst  edexTuBHOT peanizamii Oi3Hec-mMojeni HeoOXiaHo chopmyBaTu
KOMaHJ1y, sIKa BOJIOJII€ SIK TeXHIYHUMH KommneTeH tisiMu (DevSecOps, aHai3 3arpos),
Tak 1 HaBuukamu B2B-mpomaxiB. OCKIIBKM MPOEKT OPIEHTOBAHUM Ha PoOOTY 3
JIep>KaBHUM CEKTOPOM Ta MMPOMUCIIOBICTIO, KPUTUYHO BaXKJIMBOIO € POJIb KEPIBHUKA,

3JaTHOTO BECTH IEPErOBOPH Ta MpPaIlOBaTH 3 TEHAEPHOIO JOKYMEHTAII€r. Y

Tabnuill 4.25 HaBeJEHO ONTUMAaJIbHY OpraHi3alliiHy CTPYKTypY CTapTaily.

Tabnuus 4.25 — OpranizaiiiiiHa CTpyKTypa Ta KOMaH/1a IPOEKTY

Poan

KuouoBi ¢pyHkuii Ta 000B'13KkH

OO0rpyHTYBaHHS

1. KepiBuuk
npoekry (CEO)

Crpareriuse njaaHyBaHHS,
ynpaBliHHs (iHaHCcaMu, poOoTa 3
TEHJCPHUMHU MalJaHIuKaMHU
(Prozorro), meperoBopu 3 KIIFOYOBUMHU
kimientamu (G2B/Enterprise),
IOPUJINYHUHN CYNIPOBIJT

Brnacauk mpoaykry. Biamosinae
32 MOHETH3AIIII0 Ta MPOXOKEHHS
OFOPOKPATUYHUX MPOIECIYP Y
JIEPHKCEKTOPI, 1110 € KPUTUIHUM
JU1s1 oOpaHoi 6i13Hec-Mo el

2. Texuiunmii Jrig

ApXITEKTypa pilIeHHs,
HaJAIITYBaHHS Ta OMTUMI3AIlIS sSaApa
(Ubuntu + Wazuh), migroroBka OVA-

KitouoBa texHiuHa ¢irypa.
3abe3neuye cTabUIBHICTH POOOTH

DevSecOps . . . .
(En ineerl)) obpasiB 1t VMware ESXi, IPOAYKTY Ta MOr'0 CyMICHICTb 3
g aBTOMATH3allisl OHOBJIEHb, KEPYBAHHSI 1H(PaACTPYKTYpOIO KITIEHTIB
PENO3UTOPISIMU

3. AHAliTHK
oe3nexu (SOC
Analyst)

Po3pobxa npaBuit Kopessiii noiii,
CTBOPEHHS 11a0JIOHIB 3BITIB
(Compliance), HanuCcaHHs IHCTPYKIIIH
Ta CKpUMNTIB pearyBanHs (Active
Response), TexHiYHa MATPUMKA
L2/L3

CTBOpIOE OCHOBHY A0OJaHy
BapTICTh MPOJYKTY —
eKCIepTHHUI KOHTEHT (IIpaBuia Ta
3BITH), IKHI B1IpI3HAE
"SecureVision" Bif "mycTtoro"
Wazuh.

4. Mapxkerouor /
Menemxep no
pooori 3
napTHepamMu

Benenns caiity ta 60Ty, CTBOpEHHS
TEXHIYHOTO KOHTEHTY (KelicH, CTaTTi),
KoMyHikauis 3 MSP-naptHepamuy,
oprasi3zaiisi Be0iHapiB

3abe3neuye BXiAHHMA MOTIK JIi1iB

Ta Oymye MOBipy A0 OpeHay depes
JIEMOHCTPAIIIIO EKCIIEPTU3H
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3anpornoHoBaHa CTPYKTypa KOMaHIW € KOMIIAKTHOIO Ta 30alaHCOBaHOIO.
Bona nmokpuBae BCi KpUTHYHI 30HHM BIJMOBIIAILHOCTI: YIIPABIIHCHKY, 1HKEHEPHY,
MPOIYKTOBY Ta KOMYHIiKaIlliiHy. Takuil CKJIaja TO3BOJISE€ MIHIMI3yBaTH TOCTIHI
BUTPATH Ha €Tari 3amycKy, 30epiraroud Mnpu IbOMY 3JaTHICTh HaJaBaTHU SKICHUU
CEepBiC Ta TEXHIYHY MIATPUMKY, IO € TOJOBHOIO KOHKYPEHTHOIO IEPEBArol0 mepe
DIY -pimeHssmu.

Bupobnuua crparerisi nmpoekty 0a3zyeThcsi Ha npuHimnax DevSecOps Ta
mupoBoi  aucTpuOymii. OCKUIBKM TPOAYKTOM € TMPOrpaMHUNA KOJ Ta
HaJallITyBaHHS, "BUPOOHUIITBOM' BBa)KAETHCS MPOILIEC CTBOPEHHS Ta TECTYyBaHHS
€TaJOHHOTO 00pa3y cHCTeMH, a '"JOTricTHKOK'" — 3a0e3rnedeHHs Oe3NevHoi

nepeayi Uboro oopasdy 3aMOBHUKY. Y Tabnuili 4.26 omucaHO KIIIOYOBI €Tamu

oprasizarii X MpoIieCiB.

Tabnuis 4.26 — Opranizatiist po3po0KH Ta TUCTPUOYIIIT MPOAYKTY

OOrpyutyBanHs (s cTparerii

sinpa cuctemu (Ubuntu + Wazuh)
Ta nakyBaHHs y hopmatr OVA

Eran Texnouoris / IHCTpymMeHT -
audepennianmii)
In-house Engineering:
3abe3nedeHHs! TOBHOTO KOHTPOJTIO
1. R&D ta PUKOPHCTAHIDT BIACHOTO HaJI apXiTEKTYPOIO PIllIEHHS
.03 o0ka A1a00paTOpHOTO CTEHNA Ha basi CtBopenHs "3050TOr0 00pa3 "
po3p VMware ESXi mist koHpiryparrii P - pasy
(Development) (Golden Image), sikuii € eTanoHOM

Oe3IeKH Ta HaaIMHOCTI JUT KIIIEHTA

2. 3a0e3nmeyeHHd

Cyber Range Testing:
aBTOMAaTH30BaHa NepeBipKa
IpaBUJ KOPeJALil Ha

I"apaHnTist cTabiTbHOCTI POOOTH
("Zero Bugs" nomnituka).
MiHiMizalis ITOMUIKOBUX

nepeBipkoto niicHocti (SHA256)

sakocTi (QA & : ..
Testing) BIPTYaJIbHOMY IIOJIITOHI 3 CIPALlOBaHb, 1110 KPUTUYHO
g CUMYIJISIIIIEI0 PealTbHUX BEKTOPIB BAXKJIUBO JJI1 IPOMUCIIOBHUX
aTak nepes KO>KHUM pellizoM CepEeIOBHIIL
MuTtTeBa 10CcTaBKa MPOAYKTY Oe3
Secure Cloud Storage: HanaHHs . POLYKTY
. JIOTICTUYHUX BUTpaT.
3. Hu¢posa KJIIIEHTY TUMYACOBOIO 3aXUIIEHOTO S
. Kpunrorpadiunuii 3axucr
AUCTPUOYList MOCHUJIAHHS Ha 3aBaHTAKEHHS :
. . rapaHTye, 1110 KIIEHT OTPUMYE
(Delivery) 00pa3zy 13 XMapHOTO CXOBHIIA 3

OpUTIHANBEHUHN, HE MOAU(DIKOBAHHMIA
XaKePaMH MTPOTYKT

4. IlixTpumka Ta
OHOBJICHHH
(Maintenance)

Private Repository: noctaBka
OHOBJIEHB TPaBUJI OE3MEKH
(Detection Rules) uepes
M KITIOYESHHS 10 TpuBaTHOTO Git-
PEMO3UTOPII0 KOMITaHIT

®opMyBaHHS MTOCTIIHOTO OTOKY
IIHHOCTI: IPOJYKT CTa€e
"po3yMHIIIIUM" 3 KOKHUM
OHOBJICHHSIM, aJaNTyIOUUCh JI0
HOBUX 3arpo3 0e3 y4acTi KJI€HTa
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3anpornoHOBaHa MOJENb OpTaHi3amii MPOIECiB  TO3BOJISIE  JTOCSTTH
MaKCUMaJIbHOI omepamiiHoi edeKTUBHOCTI. 3amiHa (I3MYHOTO BUPOOHUIITBA HA
G poBy po3poOKy 3BOAUTH 3MIHHI BUTPATU 0 MIHIMyMY, IEPETBOPIOIOYH iX Ha
¢ikcoBaHi BuTpatu Ha R&D. BukopuctaHHs 3axuIeHUX KaHaIIB JAUCTPUOYIIii
OIATBEPDKYE IMIJDK HAAIMHOTO TMOCTadajdbHUKA KibepOe3nmeku Ta J03BOJISLE
MacmtadyBaTu Oi3HeC Ha BCIO TEPUTOPItO KpaiHu 6e3 reorpadiyHuX 0OMEeKeHb.

JIJis yCHINTHOTO 3aIyCKy MPOEKTY KPUTUYHO BAXKIMBO MAaTH YITKUH TUTaH
N, TpuB'SI3aHWA 0 YacoBUX paMok. Kamenmapauii rpadix = T03BOIISIE
CHUHXPOHI3YBAaTU TEXHIUHY JOPOOKY MPOAYKTY 3 MAapKETUHTOBUMHU aKTUBHOCTSIMU
Ta IOPUIUYHUMU TOpoueaypamu. Y Ttabmuui 4.27 po3poOieHO MOeTanHUW IUIaH

BUBEJICHHS cucTeMH "SecureVision" Ha pUHOK, PO3paxOBaHUI Ha HepIil 6 MICSALIB.

Tabnuusg 4.27 — Opranizaiiist po3poOKu Ta TUCTPUOYIIIT MPOAYKTY

Eran Micsani Kurouosi 3aBnanng Pe3yabTatr
Peectpariis cy0'ekra
rocIiolaproBaHHs, (piHami3aIis

1. OpramnizauiiHui 10 "Golden Image" (OVA) Ha

Ta R&D n1abopaTopHOMY CTEHII,
OTPUMAaHHS aBTOPCHKUX MPaB
Ha KOJI

[TpoBeneHHsT GE3KOMITOBHOTO
BIIPOBAKEHHS Ha 0a3i

3 JIPYKHBOTO MiIPUEMCTBA 200
BH3, 36ip meTpux

e(heKTUBHOCTI Ta BI/ITYKIB

IOpunnuno odpopmienuit
0i3HeC, TOTOBUH J10
IpoJaxKy NpoAyKT Bepcil
v1.0, 3axuiieHa
1HTEJIEeKTyaJlbHa BJIACHICTb

[epmnii ycnimHui keiic,
BHIIPABIICHHS Oaris,
OTPHMAaHHS peaTbHUX
TaHUX JUISI MAPKETUHTY

2. ITlimoTHe
BHpOBaJI)KeHHﬂ

CdopmoBana

3amyck BeO-caiity, . :
BITI3HABAHICTh OpeHy,

3. MapkeTHHT Ta . .
aKkpeauTanis Ha ManJaHYuKax

MiAr0OTOBKA 10 4 o OCTYII J0 PUHK
A A Prozorro/E-Tender, my6mikariis JIOCTYII IO PUHKY
TeH/1epiB . . . JIEP’KaBHUX 3aKyIIBEINb,
crareil y npodiibHUX Mejia O
nepii BXiAH1 JiAu
. OTpumaHHs MepuIoro
VYuyacTe y TeHaepax, npsami
. npuOyTKY, TOCATHEHHS
4. AKTHBHI IIEPErOBOPH 3 IIPOMUCIOBUMU .
. 5-6 . TOYKHU 0€330UTKOBOCTI,
npopaaxi KJIIEHTaMH, YKJIaJaHHs NePIINX

nepir 3-5 niaaTHuX

KOMEPILIMHUX KOHTPAKTIB —_
KJIIEHTIB

Po3pobnennii rpadik MiATBEPHKYE MOXKIMBICTH IIBHAKOTO BUXOMIY Ha
puHok. ITnan nepenbavae oTpruMaHHS MEPIIUX JOXOAIB BXKe Ha 5-6 MicCsIlb, IO €

OIITUMAJIbHUM IMOKA3HHUKOM JIAA CTAPTAIly Td 3HUKYE PU3UK KAaCOBUX pOSpI/IBiB.
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OuiHroBaHHS MOTPeOH y MOYaTKOBOMY KarmiTaii € pyH1aMmeHToM (DiHaHCOBOI
Mozeni crapramy. OCKIIBKH MPOEKT € MPOrPaMHUM IMPOJYKTOM, BIH HE BHMarae
3aKyIIiBJIl CUPOBMHU YU BEPCTATiB, a OCHOBHI BUTpAaTH MOB'S3aHI 3 TEXHIYHUM
3a0€3MeUeHHsIM Ta 1HTEJIEKTyallbHOWO mparero. Y Tabnuii 4.28 HaBeaeHo

PO3paxyHOK CTApTOBUX 1HBECTHUIIIN, HEOOXITHUX IS 3aIyCKY MPOEKTY.

Tabmuus 4.28 — Butpatu Ta iHBECTHITIT

OpienToBHI
CrarTa BUTpaAT XapakTrepucTuka MO4YaTKOBI

BHTpPATH, $

[TpuadanHs moTy)HOTO cepBepa (abo opeHaa
1. O6aagnanus Dedicated Server) mjist po3ropTanHs cepeioBHUIIA $1,500
VMware ESXi Ta TecTyBaHHS HaBaHTa)KEHb

Peectpariis koMmmaHii, KOHCYJIbTALI] 111010
aBTOPCHKOI'O MpaBa, oriaTa JOCTYIy 0 TeHIEPHUX $500
MalJTaHINKIB

2. Opuanuni
BUTPATH

Po3pobka Landing Page, KOHTEHT-MapKeTHHT,

3. MapkeTHHT . . $500
y4acTh y NpoiIbHUX KOH(EpeHIIisIX
4. O6opoTHi OuiHoqga BapTiC"[:I) IHTEJIEKTyaJIbHOT Hpaui. $3.000
kot (R&D) 3aCHOBHUKIB Ha €Tari JopoOKH IpoAyKTy (3 mic.) ’
PA3OM 3arajbHi HOYATKOBI iHBecTHIIIT $5,500

Po3paxyHok  mokazye, 10 TPOEKT BIAHOCUTHCA JI0  KaTeropii
HU3bK03aTpaTHUX. Cyma inBectumii y $5,500 € mocTymHOO 1 3aITyCKY BIaCHUMHU
cwiamMu  0e3 3aJdydeHHs 30BHINIHIX IHBECTOPIB, IO JI03BOJISIE 3aCHOBHUKAM
30epertu 100% KOHTpOJIO Haa KoMmaHiero. OCHOBHA YacTKa 1HBECTHUIIM — 1I€
IHTEJIEKTyaIbHII BHECOK KOMaH/IH, 1110 MIHIMI3y€ peaibHi ()1HAHCOBI PUHKHU.

@DiHaIBHUM €TaroM € PO3paxyHOK KJIFOUOBUX MOKA3HUKIB, 1110 CBIIYATH MPO
€KOHOMIYHY JOILUIBHICTh Oi3Hecy. Ha OCHOBI IIaHOBMX BUTpAT Ta BU3HAYEHOI
PUHKOBOI I[IHU BU3HAYEHO TOUYKY 0€330MTKOBOCTI Ta peHTA0EIbHICTh IHBECTHIIIN. Y
tabmuii  4.29 HaBeneHO EKOHOMIYHI TOKa3HUKM €(EKTUBHOCTI MPOEKTY

"SecureVision".



132

Ta6muis 4.29 — [loka3HUKM €KOHOMIYHOI €(PEKTUBHOCTI

OpienToBHA
Ioka3zuuk pict OO0rpyHTyBaHHs
OIliHKA
3MiHHI BUTPATH HA OJHOTO KIII€HTA, 110 BKIIOYAIOTh:
CoobiBapricTh $150 oruiaty 3-4 roauH poOOTH 1H)XXEHEpa Ha PO3TOPTaHHS Ta

NPOAYKTY MIepBUHHE HANIANITYBAHHS CHCTEMH, a TAKOXK BUTPATH HA
XMapHy IHPPACTPYKTYPY (perno3uTopii, Tpadik)
Cepenns nina $1.500 CepenHe 3HaYCHHS [IHA KOHTPAKTY, IO BKIIOYAE
NMPOIAKY ’ BapTICTh MPOJYKTY Ta 6a30B1 MOCIYTH 3 iHTETrpalii
Bucoka mapkunanbHicTh ($1,350 3 K0)KHOTO Mpoaxy)
JOCSTAETHCS 32 PAXYHOK BUKOPUCTAHHS O€3KOITOBHUX

BanoBa mapxa =90% . o . o
Open Source KOMIIOHEHTIB, IO MiHIMi3Ye€ JIilIEH31HH1
BIJIPAXyBaHHSI
Touxa Jly1st MOKpHUTTS cTapToBUX iHBecTHIH ($5,500)
. S yroa HEOOXI1JTHO pealli3yBaTH JIUIIE 5 MPOEKTIB (MIPU YUCTOMY
0e330UTKOBOCTI :
npuOyTKy $1,350 3 oj1HOTO KITi€HTA)
. [Tpu necumicTHYHOMY clieHapii npoaaxis (1 kiieHT Ha
Tepmin p Yy CLCHapl IpoA (

4-6 micsuiB MICSLb) THBECTHIIIT OKYIUISATHCS MPOTITOM MEPIIOro

OKYITHOCTI .
iBpivus podOTH

@diHaHCOBA MOJENb MPOEKTY JEMOHCTPYE BHUCOKY €(EKTUBHICTb.
CobiBapricth y $150 (copmoBaHa epeBayKHO BUTPATAMHU Yacy Ha BIPOBAIKCHH)
npu 1iHi nponaxy $1,500 3abe3neuye BaoBy Mapky Ha piBHi 90%. Lle no3Bose
KOMITaHIii MIBUIKO F'€HEPYBATH BUIbHI KOIITH JAJIsl MOKPUTTS MOCTIMHUX BUTpAT Ta
MapKeTUHry. Touka 6e330UTKOBOCTI Y 5 KITIEHTIB € JIETKO JOCSHKHOIO, BPaXOBYHOUH

MOTEHI[1aJl PUHKY AEP’KABHUX Ta MIPOMHUCIOBUX 3aKyI1BEIb.

BucHoBku 10 po3ainy 4

VY yeTBepTOMY PO3/iTI MariCTEpPChKOI JUCEPTAIlii TPOBEICHO KOMILICKCHE
po3pobIieHHsT cTapTan-mpoekTy "SecureVision", NMPUCBAYEHOTO BIPOBAHKEHHIO
CHUCTEMH aBTOMAaTH30BAaHOTO MOHITOPHHIY 3arpo3 y KOMIT IOT€PHO-1HTEIrPOBAaHUX
cuctemax. IIpoBenennii MapKeTUHIOBUI, TEXHOJOTTYHUNA Ta €KOHOMIYHUN ayauT
HIATBEPAMB, IO PO3pOOJIEHE TEXHIYHE PINICHHS Ma€ BUCOKMM IMOTEHIIaNn JUIs
KoMepIriaiizamii Ta 37aTHe 3alHATA CTIHKY TO3UIII0 HAa PUHKY 1H(OpMaIiiHOT
Oe3neku YKpaiHu. AHaji3 pUHKOBOIO CEpPElOBUILA 3aCBIIUMB HAsBHICTh TOCTPOTO
NOMUTY Ha JOCTYNHI Ta HaIIHI IHCTPYMEHTH KiOep3aXxHuCTy, 3yMOBIIEHOTO

MNOCHUJICHHAM PETYJIATOPHHUX BHMOI' OO JACPKABHUX YCTAHOB Ta 3pPOCTAHHAM
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Ki0ep3arpo3 Juisi MPOMKCIIOBOTO CEKTOpYy. BHsIBIEHO, 1110 Ha PUHKY ICHY€E BLJIbHA
Hillla MK JOoporuMu komepiiiiaumu SIEM-cucremamu, siKi BUMararoTh 3HAYHHX
BAJIIOTHUX BUTpaT Ha JiIEH31l, Ta CKIagHUMU y HajamrtyBaHHI Open-Source
PIIICHHSIMHU, 110 MOTPEOYIOTh BUCOKOT KBaji(pikailii mepcoHaiy.

Texnomoriynuii ayAuT MIATBEPAUB 3A1MCHEHHICTh 1/€i CTBOpPEHHS
yHIBEpCaIbHOTO BIpTyaJbHOTO aruiaeHCy Ha 6a3i omepamiitnoi cucremu Ubuntu ta
mwiatpopMu MoHITOpUHTY Wazuh, oNTHMI30BaHOTO MJii pOOOTH y CepeloBHUIII
BipTyam3zaiii VMware ESXi. Take moegHaHHS TEXHOJIOT1H J03BOJISIE 3a0€3MIEUNTH
BUCOKY HaJIWHICTb Ta MAaCIITA0OBAHICTh CHUCTEMHU IIPU HYJBOBIM BapTOCTI
JEH31MHUX BiJpaxyBaHb. Po3po0iieHa KOHIIeNIis TOBapy Iepeadavae CTBOPEHHS
LIHHICHOI ITPOTIO3HILii, [0 0a3y€ThCsl HA TPHOX KIIFOUOBUX NEpeBarax: eKOHOMIYHIN
JIOCTYITHOCTI, TOBHOMY CYBEPEHITETI JIaHUX 3aBASKU JIOKAJIbHOMY 30€pIraHHIO Ta
aganTanii mija cnenu@iuHi BUMOTH BITUM3HSHOIO 3aKOHOJIABCTBA 1 3aCTapijioro
npoMucioBoro obnanHanHs. Lle mo3Bomsie crapramy epeKTHBHO KOHKYPYBAaTH 3
rII00IbBHUMH  BEHAOpPaMH, NPOMOHYIOYHM 3aMOBHHUKAM HE TIPOCTO MPOTpaMHE
3a0€3MeUeHHs], a TapaHTII0 OE3MEKH Ta BIAMOBIIHOCTI HOPMATUBHUM BUMOT'aM.

B pamkax crpareriyHOro miiaHyBaHHsS OyJio OOpaHO MOENb TMOBEIIHKH
"Himepa", mo nepeadayae (HOKyCcyBaHHSA Ha CHEUU(DIUHUX CETMEHTaxX PHUHKY, SKi
HEJOCTaTHhO OXOIUICHI BEJIMKUMH TPABILSMU, a caMe Ha JIEP)KaBHOMY CEKTOpi Ta
CepellHIX MPOMUCIIOBUX MianmpueMcTBax. [l peanizanii miei crpaTerii po3po0IieHo
riopuHy 013HEC-MO/IENb, IKa MOEIHYE TPSIMI MPOJIaXKl YEPe3 y4acTh y AEPHKABHUX
TEHJIEpax Ta MapTHEPChKY MEPEKY CHCTEMHUX IHTETPATOPIB JJISI OXOTUICHHS MAJIOTO
013Hecy. llo3uuionyBaHHS NPOAYKTy OyIyeTbcs Ha acomiamisx 3 Oe3MNeKoro,
HE3aJICKHICTIO BIJI BEHJOPIB Ta €KOHOMIYHOK €(EKTUBHICTIO, IO PE30HYE 3
aKTyaJIbHUMU MOTPeOaMu KIIIEHTIB B yMOBaX HEOOXITHOCTI IMIIOPTO3aMIIIIEHHS Ta
ontumizauii 0roxeTiB. KoMmyHikamiiiHa ctparerisa nepeadadae audepeHiiioBaHuit
M1X1/1 10 KOKHO1 FPYIHU KJIIEHTIB, aKIIEHTYIOUHX YBAry Ha FOpUIMYHIN BIAMOBIIHOCTI
JUTSL TEPHKCITYKOOBINB Ta CTa0lILHOCTI TEXHOJIOTTYHUX TPOIECIB ISl KEPIBHUKIB

MIPOMUCIIOBOCTI.
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ExoHoMiyHMII  aHami3 MOPOEKTY NPOJAEMOHCTPYBAaB HOro  BUCOKY
IHBECTHIIIHY TIPUBA0IMBICTh Ta (DIHAHCOBY CTIHKICTh. PO3paxyHKH MOKa3aju, 110
JUISL  3aIllyCKy CTapTamy HEOOXITHWW BIIHOCHO HH3BKHH OOCAT TOYaTKOBHX
IHBECTHUIII, OCHOBHY YaCTUHY SKUX CKJAJa€ IHTEJIEKTyalbHUH BHECOK
PO3pOOHUKIB. 3aBASIKM BUKOPUCTAHHIO BIIKPUTOTO MPOTPAMHOTO 3a0€3MEYCHHS Ta
udpoBii aucTpuOyIii MPOAYKTY, KOMIAHIs JOCATaE BUCOKOI BAaJIOBOI Mapii.
Co01BapTICTh TOPOAYKTY (POPMY€EThCS MEPEBAKHO 3a pPAXyHOK BUTpAT Hacy
IH)KeHEpIB Ha BIPOBAKEHHS Ta MIATPUMKY, IO JIO3BOJISIE THYYKO KepyBaTH
IIHOYTBOpEHHSM. Po3paxoBaHa Touka 0€330MTKOBOCTI 3HAXOAUTHCS Ha PiBHI I'ATH
yIoJ, IO € JIETKO JTOCSHKHUM NOKa3HMKOM HAaBITh Ha paHHIX eranax AisUIbHOCTI, a
TEPMIH OKYITHOCTI IPOEKTY CTAHOBUTH B1Jl YOTUPHOX JO IIECTH MICSALIIB 3a7I€KHO Bl
TEMITIB MPOJaXiB.

Opranizailiiina CTpyKTypa crapramny po3po0JieHa 3 ypaxyBaHHSIM MOTPEOH y
HIBUKOMY IPHUIHATTI PilIeHb Ta MIHIMI3alli MOCTIMHUX BUTPAT, BKIFOYAIOYH POJI1
KEepIBHHUKA, TEXHIYHOTO JIiiepa Ta aHaMTHKa Oe3neku. BupoOuuumii ran 6azyeThes
Ha cyyacHux npaktukax DevSecOps, 1110 3a0e3meuye noCcTiiHe OHOBJICHHS MPaBUIT
BUSIBJIEHHS 3arpo3 Ta aBTOMAaTHU30BaHUN KOHTPOJb SIKOCTI NEpe] KOXKHUM PEITi3oM.
Kanennapuuii rpadik peamizaimii nependadae BuXiJ Ha OTPUMaHHS MEPIIOTO
NpUOYTKY BXE Yepe3 IMiB POKY MiCls CTapTy, BKIIOYAIOUM €Talu FOPUIAYHOTO
oQOopMJIEHHS, MIJOTHOTO BIPOBA/XKCHHSI Ta AaKTUBHOI y4YacTi y TEHACPHUX
3aKYIBIISIX.

VY3araibHIOIOUM pe3yJIbTaTH YETBEPTOTO PO3LTY, MOKHA CTBEPIKYBaTH,
10 cTapTan-npoekT "SecureVision" € TOBHICTIO TOTOBUM JI0 MPAKTHYHO1 peati3aiiii.
BiH Mae 4iTKO OKpeciieHy HITbOBY ayAUTOPIIO0, IEPEKOHIINBI KOHKYPEHTHI epeBaru
Ta KUTTE3/1aTHY €KOHOMIYHY MOJENb. BIpoBaKeHHS I[bOTO MPOEKTY HE JIHIIE
pUHECe KOMEPUIMHUNA yCiX 3aCHOBHHUKAM, ajieé i CIPUSATUME MiABUIICHHIO PIBHS
KIOEpCTIMKOCTI KPUTUYHOI 1HPPACTPYKTYypH, 3a0e3Meuyroud HaIidHUNA 3aXUCT

1H(OpMAaIIHHUX CUCTEM BiJ] CYyUYaCHUX 3arpo3.
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BUCHOBKHA

VY wmarictepcbkiii aucepTanii BUPIIIEHO aKTyajbHE HAYKOBO-TIPUKIIATHE
3aBJIaHHS MiIBUILIEHHS €(PEKTUBHOCTI 3aXHCTY KOMIT IOTEPHO-1HTETPOBAHUX CHCTEM
[UIIXOM PO3POOKH Ta BIPOBAKEHHS aBTOMATHU30BAaHOI CHUCTEMH MOHITOPHHTY
3arpo3 Ha 0a3i TexHosnorii SIEM.

Ha ocHOBI mpoBeeHuX TEOPETUIHHUX JOCTIIKEHb, MPAKTUYHOI peani3arii
Ta €KCIIEPUMEHTAIbHOI IEPEBIPKU OTPUMAHO HACTYIIHI PE3yJIbTaTH:

1. IlpoananizoBano cnenudiky Ta manamadt 3arpo3 cydacHux KIC.
BceranoBneno, mo miaxoad o0 Oe3nekd B MPOMHUCIOBHX —CEpeaOBUIIAX
byHIaMEHTAIBHO BIAPI3HAIOTHCS BiJ KiacuuyHuX [T-cucteM MNpIOPUTETHICTIO
JIOCTYITHOCTI TEXHOJIOTTYHOTO MPOILIeCY HaJl KOH(IIEHINHICTIO NaHuX. BuzHaueHo,
0 HasBHICTh 3acTapiyioro OOJIaJlHaHHA Ta CHeHU(PIYHUX TPOTOKOJIB
YHEMOXJIMBIIIOE ~BUKOPHCTAHHS aKTUBHOTO CKaHyBaHHS Mepexi. AHami3
npeneaeHTiB Kidepdiznunux atak (Stuxnet, Triton) mokaszas, 1[0 KPUTHYHI BEKTOPHU
aTaKk CHOpSIMOBAaHI HAa CHCTEMHU MPOTHABAPIMHOTO 3aXMCTy, 110 BHUMArae
3aCTOCYBaHHsI MAaCUBHUX METO/IB MOHITOPHHIY Ta "KOMIEHCAI[IHHUX KOHTpPOJIiB"
srijgHo 31 ctangaptamu IEC 62443 ta NIST SP 800-82r3.

2. O6rpyHTOBaHO BHUOIp TEXHOJIOTIYHOTO CTEKYy JJIsl TOOYIOBU CHUCTEMU
MOHITOPUHTY. 3a pe3yJibTaTaMU MOPIBHSUIBHOTO aHai3y npoBigHux SIEM-pimeHp
BU3HA4YeHO miaTgopmy Wazuh sk ontumansHuii inctpyment ans 3axucty KIC. Ti
apXxiTeKTypa, imo noeanye ¢pynkiuii SIEM ta XDR, no3Bossie peanizyBaTi HEOOX1aH1
KOMITCHCAIIIHI ~ KOHTPOJAW  (MOHITOPUHT  IUTICHOCTI  (haiiiaiB, BHUSIBICHHS
Bpa3iuBocTel) 0Oe3 JOJAaTKOBOTO HAaBAHTAXEHHS Ha MPOMHUCIOBY MEPEXKY.
Buxopucranns Open-Source Mozeni 3a0e3neyye €KOHOMIYHY €(EeKTHBHICTh Ta
HE3aJIKHICTh BiJ BEHIOPIB, IO € KPUTHYHUM (HAKTOPOM JJIs CTPATETTUHHMX
00’ €KTIB IHPPACTPYKTYPH.

3. PeanizoBaHO aBTOMAaTM30BaHYy CHUCTEMY MOHITOpUHry. CTBOpEHO
BIpTyasi30BaHUil MONIroH Ha 6a3i rimepsizopa nepiuoro tTumy VMware ESXi, mo

JA03BOJIMJIO EMYJIIOBATH YMOBH PCAJIbHOI'O IMIPOMHUCIIOBOI0 CEPCA0OBHIIIA 3 iSOJIHHiCI-O
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O0OUYHCITIOBAJILHUX PECYPCIB. Y Mexax i€l iHPpacTpyKTypu pO3TOPHYTO CEPBEPHY
yactuHy Wazuh Ha 6a31 Ubuntu Server y kondirypaiiii All-in-one i3 3a6e3neyeHHsIM
3aXUCTy KaHamiB 3B’s3Ky SSL-ceptudikamiero. Taka apxiTeKTypa TapaHTye
IUTICHICTh JaHUX TPH 1X Mepeaadl BiJ pO3MOAUICHHX areHTIB J0 IEHTPAIbHOTO
CepBepa aHaizy.

4. 311 iCHEHO 1HTErpaIilo reTepOreHHUX KOMIIOHEHTIB y €IWHUN KOHTYP
Oesneku. PeanizoBaHO pO3ropTaHHS Ta PEECTPAIiI0 areHTIB MOHITOPUHTY Ha
pizHOpigHuX omnepaniinux cucrtemax (Windows ta Linux). lle mo3Bommio
HEHTpali3yBaTH 301p JKypHaIIB TOMIA 3 Yyci€l 1HPPACTPYKTypH, MOA0TIABIIU
npobiemy (parmeHTalli JaHUX, sIKa € TUIOBOIO JUISl CKJIAJIHUX KOMII IOTEPHO-
IHTErPOBAHUX CUCTEM.

5. ExcriepuMeHTanbHO MiATBEPHKEHO €(EKTUBHICTh CUCTEMHU BUSBICHHS
3arpos. lllnsixom MozientoBaHHs ciieHapiiB KidepaTak (30kpema, brute-force atak ta
HECAHKI[IOHOBAHOTO JOCTYITY) ITOBEJIEHO IMpale3AaTHICTh MEXaHI3MIB KOPEeJSIil
noxii. Cucrema NMpOJEMOHCTpPYBaJa 3/IaTHICTh y pealbHOMY 4aci (uIbTpyBaTH
1H(popMaIIiHUK 1yM, 11eHTU(IKYBAaTH aHOMAaJbHY AKTUBHICTh T4 aBTOMATHUYHO
MPUCBOIOBATH 1HIIUACHTAM BHCOKHU piBEHb KpUTHYHOCTI. lle miaTrBepmxye, 110
po3po0JIeHe pIllIeHHs 3/JaTHE 3HAYHO CKOPOTUTH Yac PeaKilii Ha IHIUACHTH.

6. Po3pobsieHO  Ta  €KOHOMIYHO  OOIpYHTOBAaHO  CTapTaIl-NIPOEKT
"SecureVision". 3ampomoHOBaHO KOHIEMIKD KoMepIiatizamii po3po0aeHoro
pIlIEHHS Y BUIJISIAI BIPTyaJdbHOrO arylaeHCy. MapKEeTHHIOBUN Ta €KOHOMIYHUUN
aHaI3 MATBEPIUB HASBHICTh BIILHOT PUHKOBOI HIMIl JJIs JIOCTYITHUX CHCTEM
Kibep3axucTy, Mo 3a0e3MeuyoTh cyBepeHiTeT nanux. OOpaHa crpateris "Himepa"
Ta BIJICYTHICTh JIIEH3IMHUX BiipaxyBaHb JO3BOJIAIOTH MPOEKTY KOHKYpPYBaTH 3
JOPOTHMH TPOTIPIETAPHUMU PIIIICHHSIMHU.

Takum uYWHOM, Yy MaricTepcbkid aucepTalii po3B’s3aHO  3aJady
aBTOMATH3allli MPOILIECIB MOHITOPUHTY 3arpo3 y KOMII IOTEPHO-IHTErPOBAHKUX
CHUCTEeMaxX. 3ampoIIOHOBAHE PIIICHHS € MacIITaOOBaHUM, €KOHOMIUYHO BHUTITHUM Ta
TOTOBUM JI0 MPaKTUYHOTO BIPOBAPKEHHS K HA PiBHI OKPEMUX TEXHOJOTTUHUX

JHIA, TaK 1 B MacmTadax MmimprueEMCTBA.
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JTOJNATOK A

Jlictunr posroprannst Wazuh Indexer na Ubuntu Server

A.1 3aBaHTa)keHHs IHCTpYMEHTA JUJIs TeHepailii cepTudikariB Ta 6a30BOT0O

KOH(irypariitHoro dairy
curl -sO https://packages.wazuh.com/4.14/wazuh-certs-tool.sh
curl -sO https://packages.wazuh.com/4.14/config.yml
nano ./config.yml

A.2 T'enepartist ceprudikari aiiss Wazuh-koMIIOHEHTIB

bash ./wazuh-certs-tool.sh -A

A.3 ApxiBailis Ta MAroToBKa cepTuQikarin

tar -cvf ./wazuh-certificates.tar -C ./wazuh-certificates/ .
rm -rf ./wazuh-certificates

A.4 BcraHoBieHHS HGO6XiI[HI/IX CHCTEMHUX KOMIIOHCHTIB

apt-get install debconf adduser procps
apt-get install gnupg apt-transport-https

A.5 JlonaBanus GPG-kiroua ta penoszuropiro Wazuh

curl -s https://packages.wazuh.com/key/GPG-KEY-WAZUH \
| gpg --no-default-keyring --keyring gnupg-

ring:/usr/share/keyrings/wazuh.gpg --import

chmod 644 /usr/share/keyrings/wazuh.gpg

echo ''deb [signed-by=/usr/share/keyrings/wazuh._gpg]
https://packages.wazuh.com/4.x/apt/ stable main™ \
| tee -a /etc/apt/sources.list.d/wazuh._list

apt-get update
A.6 Beranosienns Wazuh Indexer
apt-get -y install wazuh-indexer

A.7 ITinrotoBka koH(irypaiii Indexer Ta po3minieHHs cepTudikaTiB

nano /etc/wazuh-indexer/opensearch.yml
NODE_NAME=wazuh

mkdir /Zetc/wazuh-indexer/certs

tar -xf _/wazuh-certificates.tar -C /etc/wazuh-indexer/certs/ \
-/wazuh.pem _/wazuh-key.pem ./admin.pem ./admin-key.pem ./root-
ca.pem

mv -n /etc/wazuh-indexer/certs/wazuh.pem /etc/wazuh-
indexer/certs/indexer ._pem

mv -n /etc/wazuh-indexer/certs/wazuh-key.pem /etc/wazuh-
indexer/certs/indexer-key.pem

chmod 500 /etc/wazuh-indexer/certs
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chmod 400 /etc/wazuh-indexer/certs/*
chown -R wazuh-indexer:wazuh-indexer /etc/wazuh-indexer/certs

A.8 AktuBaris ciayx6u Indexer

systemctl daemon-reload
systemctl enable wazuh-indexer
systemctl start wazuh-indexer
systemctl status wazuh-indexer

A.9 BumkuenHs peno3utopito Wazuh micist BCTAHOBICHHS

sed -1 "s/"deb /#deb /" /etc/apt/sources.list.d/wazuh.list
apt update

A.10 Trimiamizamis 6e3nexkoBoi koHpiryparii OpenSearch

nano /usr/share/wazuh-indexer/bin/indexer-security-init.sh

A.11 IlepeBipka crany Indexer Ta By3na kiactepa

curl -k -u admin https://192.168.1.100:9200
curl -k -u admin https://192.168.1.100:9200/_cat/nodes?v

A.12 Kondiryparmiitnuit daiin config.yml

nodes:
# Wazuh indexer nodes
indexer:
- name: wazuh
ip: 192.168.1.100
#- name: node-2
# 1p: ''<indexer-node-ip>"
#- name: node-3
# 1p: '<indexer-node-ip>"

# Wazuh server nodes
server:
- name: wazuh-1
ip: 192.168.1.100
# node_type: master
#- name: wazuh-2
# 1p: "'<wazuh-manager-ip>"
# node_type: worker
#- name: wazuh-3
# 1p: '"<wazuh-manager-ip>"
# node_type: worker

# Wazuh dashboard nodes
dashboard:
- name: dashboard
ip: 192.168.1.100

A.13 Kondiryparmiitauii ¢aiin /etc/wazuh-indexer/opensearch.yml

network.host: "192.168.1.100"
node.name: "wazuh"
cluster.initial_master_nodes:
- "wazuh"'

cluster.name: "wazuh-cluster"

node.max_local_storage nodes: '3"
path.data: /var/lib/wazuh-indexer
path.logs: /var/log/wazuh-indexer
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plugins.security.ssl_http.pemcert_filepath: /etc/wazuh-
indexer/certs/indexer .pem
plugins.security.ssl_http.pemkey_ filepath: /etc/wazuh-
indexer/certs/indexer-key.pem
plugins.security.ssl_http.pemtrustedcas_filepath: /etc/wazuh-
indexer/certs/root-ca.pem

plugins.security.ssl_transport.pemcert_filepath: /etc/wazuh-
indexer/certs/indexer.pem
plugins.security.ssl._transport.pemkey filepath: /etc/wazuh-
indexer/certs/indexer-key.pem
plugins.security.ssl._transport.pemtrustedcas_filepath: /etc/wazuh-
indexer/certs/root-ca.pem

plugins.security.ssl_http.enabled: true
plugins._security.ssl._transport.enforce_hostname_verification: false
plugins.security.ssl._transport.resolve_hostname: false

plugins.security.authcz.admin_dn:
- "CN=admin,OU=Wazuh,O=Wazuh,L=California,C=US"

plugins.security.check snapshot_restore write privileges: true
plugins.security.enable_snhapshot restore privilege: true

plugins.security.nodes_dn:
- "CN=wazuh,OU=Wazuh,0=Wazuh,L=California,C=US"

plugins.security.restapi.roles _enabled:
- "all_access™
- "security_rest_api_access"

plugins.security.system_indices.enabled: true
plugins.security.system_indices.indices: [

" _plugins-ml-model™,

" _plugins-ml-task™,

"' _opendistro-alerting-config",

"' _opendistro-alerting-alert*",

"' _opendistro-anomaly-results*",

" _opendistro-anomaly-detector*"

1

compatibility.override_main_response_version: true
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JTOJATOK B

Jlictunr posroprannsa Wazuh Manager na Ubuntu Server

b.1 JlonaBanns peno3utopito Wazuh Ta OHOBJIEHHSI CTUCKY MAaKYHKIB
apt-get install gnupg apt-transport-https
curl -s https://packages.wazuh.com/key/GPG-KEY-WAZUH \

| gpg --no-default-keyring --keyring gnupg-
ring:/usr/share/keyrings/wazuh.gpg --import
chmod 644 /usr/share/keyrings/wazuh.gpg
echo ''deb [signed-by=/usr/share/keyrings/wazuh._gpg]

https://packages.wazuh.com/4.x/apt/ stable main™ \
| tee -a /etc/apt/sources.list.d/wazuh.list

apt-get update
b.2 Bcranosnennst Wazuh Manager

apt-get -y install wazuh-manager
systemctl status wazuh-manager

b.3 Beranosnenns Filebeat ta 6a30B01 koH(iryparii
apt-get -y install Ffilebeat

curl -so /etc/fTilebeat/Tilebeat.yml \
https://packages.wazuh.com/4.14/tpl/wazuh/filebeat/filebeat.yml

nano /etc/filebeat/filebeat._yml

b.4 CtBopenns keystore Filebeat Ta 30epexenns o6mikoBux nanux Indexer

filebeat keystore create

echo admin | filebeat keystore add username --stdin --force
echo admin | filebeat keystore add password --stdin --force

b.5 3aBanTaxenns mabnony iHaekcy ta moayis Wazuh ans Filebeat

curl -so /etc/filebeat/wazuh-template.json \

https://raw.githubusercontent.com/wazuh/wazuh/v4_14_.1/extensions/elast
icsearch/7.x/wazuh-template. json

chmod go+r /etc/filebeat/wazuh-template.json
curl -s https://packages.wazuh.com/4._x/filebeat/wazuh-filebeat-
0.4_.tar.gz \

| tar -xvz -C /Zusr/share/filebeat/module

b.6 ITinroroBka ceprudikatis s Filebeat
NODE_NAME=wazuh-1

mkdir Zetc/filebeat/certs

tar -xF ./wazuh-certificates.tar -C Zetc/filebeat/certs/ \
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./wazuh-1._pem ./wazuh-1-key.pem ./root-ca.pem

mv -n /etc/filebeat/certs/wazuh-1._pem /etc/Filebeat/certs/filebeat.pem
mv -n /etc/filebeat/certs/wazuh-1-key.pem
/etc/Filebeat/certs/filebeat-key.pem

chmod 500 /etc/filebeat/certs
chmod 400 /etc/filebeat/certs/*
chown -R root:root /etc/filebeat/certs

b.7 HanamryBanns o6mikoBux nanux Indexer y Wazuh Manager

echo admin | /var/ossec/bin/wazuh-keystore -f indexer -k username
echo admin | /var/ossec/bin/wazuh-keystore -f indexer -k password

b.8 PenaryBanns ocHOBHOTO KoH(irypariitHoro ¢gaitiry Wazuh Manager

nano /var/ossec/etc/ossec.conf

b.9 Axrtusariis cinyx6u Wazuh Manager

systemctl daemon-reload

systemctl enable wazuh-manager
systemctl start wazuh-manager
systemctl status wazuh-manager

b.10 AxrtuBauis ta nepesipka Filebeat

systemctl daemon-reload
systemctl enable filebeat
systemctl start filebeat

filebeat test output

b.11 Bumknenns penosutopito Wazuh micist po3roptanss

sed -1 "s/"deb /#deb /" /etc/apt/sources.list.d/wazuh.list
apt update

b.12 Kondirypamiitauii daiin /etc/filebeat/filebeat.yml

# Wazuh - Filebeat configuration file
output.elasticsearch:

hosts: [''192.168.1.100:9200"]

protocol: https

username: ${username}

password: ${password}

ssl.certificate_authorities:

- /etc/fTilebeat/certs/root-ca.pem
ssl.certificate: "/etc/filebeat/certs/fTilebeat.pem”
ssl._key: "/etc/fTilebeat/certs/filebeat-key.pem"

setup.template.json.enabled: true

setup.template.json.path: "/etc/filebeat/wazuh-template.json*
setup.template.json.name: “wazuh*

setup.ilm.overwrite: true

setup.ilm_enabled: false

filebeat.modules:
- module: wazuh
alerts:
enabled: true
archives:
enabled: false

logging.level: info



logging.to_Ffiles: true
logging.files:
path: /var/log/filebeat
name: Filebeat
keepfiles: 7
permissions: 0644

logging.metrics.enabled: false

seccomp:
default_action: allow
syscalls:
- action: allow
names:
- rseq

b.13 ®parmenT koHdirypauiitHoro aitiy /var/ossec/etc/ossec.conf

<indexer>
<enabled>yes</enabled>
<hosts>
<host>https://192.168.1.100:9200</host>
</hosts>
<ssl>
<certificate_authorities>
<ca>/etc/Ffilebeat/certs/root-ca.pem</ca>
</certificate_authorities>
<certificate>/etc/filebeat/certs/Tilebeat.pem</certificate>
<key>/etc/fTilebeat/certs/filebeat-key.pem</key>
</ssl>
</indexer>
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JTIOJATOK B

Jlictunr posroprannss Wazuh Dashboard na Ubuntu Server

B.1 lonaBanns peno3uropito Wazuh ta imnopt GPG-kmroua

apt-get install debhelper tar curl libcap2-bin
apt-get install gnupg apt-transport-https

curl -s https://packages.wazuh.com/key/GPG-KEY-WAZUH \
| gpg --no-default-keyring --keyring gnupg-

ring:/usr/share/keyrings/wazuh.gpg --import

chmod 644 /usr/share/keyrings/wazuh.gpg

echo "deb [sighed-by=/usr/share/keyrings/wazuh.gpg]
https://packages.wazuh.com/4.x/apt/ stable main™ \
| tee -a /etc/apt/sources.list.d/wazuh.list

apt-get update
B.2 Bcranosnenns Wazuh Dashboard
apt-get -y install wazuh-dashboard

B.3 ITigroroBka TLS-ceptudikatis qist Dashboard
NODE_NAME=dashboard

mkdir /etc/wazuh-dashboard/certs

tar -xF ./wazuh-certificates.tar -C /etc/wazuh-dashboard/certs/ \

-/dashboard.pem ./dashboard-key.pem ./root-ca.pem

chmod 500 /etc/wazuh-dashboard/certs
chmod 400 /etc/wazuh-dashboard/certs/*

chown -R wazuh-dashboard:wazuh-dashboard /etc/wazuh-dashboard/certs
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B.4 3acrocyBanns koH@iryparii Dashboard (opensearch dashboards.yml)

nano /etc/wazuh-dashboard/opensearch_dashboards.yml

B.5 JlonaBanns koH@irypanii B3aemoaii Dashboard «» Manager

nano /usr/share/wazuh-dashboard/data/wazuh/config/wazuh.yml

B.6 AxTuBanis Ta 3amyck ciay»x6u Dashboard

systemctl daemon-reload

systemctl enable wazuh-dashboard
systemctl start wazuh-dashboard
systemctl status wazuh-dashboard

B.7 BumkHenHs peno3uTtopito Wazuh miciis BCTAHOBIICHHS

sed -1 "s/"deb /#deb /" /etc/apt/sources.list.d/wazuh.list
apt update



151

B.8 Kondiryparmiiinuii daiin

/etc/wazuh-dashboard/opensearch dashboards.yml

server.host: 192.168.1.100
server.port: 443

opensearch.hosts: https://192.168.1.100:9200

opensearch.ssl _verificationMode: certificate

#opensearch.username:

#opensearch.password:

opensearch.requestHeadersAllowlist: ['securitytenant","Authorization']

opensearch_security.multitenancy.enabled: false
opensearch_security.readonly mode.roles: ["kibana_read_only']

server.ssl._enabled: true
server.ssl ._key: "/etc/wazuh-dashboard/certs/dashboard-key.pem"
server._ssl_certificate: '"/etc/wazuh-dashboard/certs/dashboard.pem"

opensearch.ssl _certificateAuthorities:
[*/etc/wazuh-dashboard/certs/root-ca.pem']

uiSettings.overrides.defaultRoute: /app/wz-home
# Session expiration settings
opensearch_security.cookie.ttl: 900000
opensearch_security.session.ttl: 900000
opensearch_security.session.keepalive: true
B.9 Kondirypauiitnuii ¢aiin

/ustr/share/wazuh-dashboard/data/wazuh/config/wazuh.yml

hosts:
- default:
url: https://192.168.1.100
port: 55000

username: wazuh-wui
password: wazuh-wui
run_as: false



	‎D:\КПІ\5 КУРС\МАГІСТЕРСЬКА ДИСЕРТАЦІЯ 2\Article\Титулка + завдання.pdf‎
	‎D:\КПІ\5 КУРС\МАГІСТЕРСЬКА ДИСЕРТАЦІЯ 2\Article\МД_ФІНАЛ.pdf‎

